	
	




Date:	18/09/2020
Status:	Sent for acceptance (SfA)
Version:	2.10 EN
Author:	ITSM3 TES
Approved by:	DG TAXUD
Reference number:	DLV.3.5.5
Public:	DG TAXUD external
Confidentiality:	Publicly available (PA)



Document control information
Property	Value
Title	EMCS Phase 4.0 FESS and DDNEA Release
Subtitle	Release Scope Document
Author	ITSM3 TES
Project owner	Head of Unit of DG TAXUD Unit B4 Taxation Systems & Digital Governance
Solution provider	DG TAXUD Unit B4 Taxation Systems & Digital Governance
DG TAXUD Project Manager	Alessandro DI-SIPIO
Version	2.10 EN
Confidentiality	Publicly available (PA)
Date	18/09/2020


Contractor information
Property	Value
Framework Contract	TAXUD/2020/CC/105
Specific Contract	SC05



The document author is authorised to make the following types of changes to the document without requiring that the document be re-approved:
Editorial, formatting, and spelling;
Clarification.
To request a change to this document, contact the document author or project owner.
Changes to this document are summarised in the table in reverse chronological order (latest version first).
Version	Date	Description	Action[footnoteRef:1] [1:  Action: I=Insert R=Replace] 	Section
2.10	18/09/2020	Submitted for Acceptance to DG TAXUD	I,R	All
2.00	11/09/2020	Submitted for Review to DG TAXUD after implementation of MSAs’ comments	I,R	All
1.00	02/07/2020	Submitted for Acceptance to DG TAXUD after implementation of review comments	I,R	All
0.10	16/06/2020	Submitted for Review to DG TAXUD after implementation of internal review comments	I,R	All
0.01	16/06/2020	Document created by ITSM3 TES and sent for Internal Review		I	All


Configuration management: document location
This is the first version of the document. 


1	Introduction	5
1.1	Document purpose	5
1.2	Scope	5
1.3	Applicability	7
1.4	Structure	7
1.5	Reference documents	7
1.6	Applicable documents	7
1.7	Abbreviations & acronyms	7
1.8	Definitions	9
2	Overview of Changes for this Release	10
2.1	Changes related to the FESS for EMCS Phase 4.0	10
2.2	Changes related to the DDNEA for EMCS Phase 4.0	12
3	Change Requests	14
3.1	FESS Change Requests	14
3.2	DDNEA Change Requests	88
4	Annexes	219
4.1	Annex: FESS-267 – Remove references to FESS appendices	219
4.2	Annex: DDNEA-P4-299 – Computerisation of Duty Paid B2B	219
4.3	Annex: DDNEA-P4-300 – Remove references to FESS appendices	219
4.4	Annex: DDNEA-P4-303 – Modification of figures in DDNEA “X.I.3.3 Queues usage Overview” section	219
4.5	Annex: DDNEA-P4-304 – Correction in DDNEA “III.VI.2.3.4 e-AD Manual Closure and the e-AD is under the 'Accepted' state at the MSA of Destination” section	219


List of tables
Table 1: Reference documents	7
Table 2: Applicable documents	7
Table 3: Abbreviations and acronyms	9
Table 4: Overview of FESS Changes for this Release	11
Table 5: Overview of DDNEA Changes for this Release	13
Table 6: List of user profiles	162

[bookmark: _Toc486939097][bookmark: _Ref488221223][bookmark: _Toc496935248]


[bookmark: _Ref12270897][bookmark: _Toc51332312]Introduction
[bookmark: _Toc51332313]Document purpose
The purpose of this document is to define the scope for the Functional Excise System Specifications (FESS) and the Design Document for National Excise Applications (DDNEA) for EMCS Phase 4.0 corrective and evolutive release.
[bookmark: _Toc51332314]Scope
This document records the RFCs that will be implemented in FESS and in DDNEA for EMCS Phase 4.0 corrective and evolutive release. 
The RFCs included in this document are a subset of the RFCs listed in the “Functional Excise System Specification (FESS) List of Requests for Change and EMCS Change Advisory Board Recommendations” [R03] and in the "Design Document for National Excise Applications for EMCS List of Requests for Change and EMCS Change Advisory Board Recommendations" [R05].
The full list of the RFCs that will be implemented in FESS and DDNEA for EMCS Phase 4.0 corrective and evolutive release is the following:

1. 2221 FESS RFCs
· FESS-245;
· FESS-247;
· FESS-248;
· FESS-249;
· FESS-250;
· FESS-251;
· FESS-252;
· FESS-253;
· FESS-256;
· FESS-259;
· FESS-260;
· FESS-261;
· FESS-262;
· FESS-263;
· FESS-264;
· FESS-265;
· FESS-266;
· FESS-267;
· FESS-268;
· FESS-269;
· FESS-270;
· FESS-271.

2. 2524 DDNEA RFCs
· DDNEA-P3-275;
· DDNEA-P3-276;
· DDNEA-P3-277;
· DDNEA-P3-278;
· DDNEA-P4-279;
· DDNEA-P4-280;
· DDNEA-P4-281;
· DDNEA-P4-282;
· DDNEA-P4-283;
· DDNEA-P4-284;
· DDNEA-P4-289;
· DDNEA-P4-292;
· DDNEA-P4-293;
· DDNEA-P4-294;
· DDNEA-P4-295;
· DDNEA-P4-296;
· DDNEA-P4-297;
· DDNEA-P4-298;
· DDNEA-P4-299;
· DDNEA-P4-300;
· DDNEA-P4-301;
· DDNEA-P4-302;
· DDNEA-P4-303;
· DDNEA-P4-304;
· DDNEA-P4-305.

The EMCS Phase 4.0 corrective and evolutive release of FESS and of DDNEA, implements corrective and evolutive RFCs on the already agreed scope for changes that have been revealed during the central and national development activities and some documentation RFCs.
[bookmark: _Toc51332315]Applicability
This document is applicable to the previous versions of FESS and DDNEA for Phase 3.4, FESS v3.91 and DDNEA v2.02.
[bookmark: _Toc51332316]Structure
This document is organised as follows:
[bookmark: _Hlk18491050][bookmark: _Hlk18491315][bookmark: _Hlk18491331]Chapter 1 – Introduction: Introduces the purpose and scope of this document;
Chapter 2 – Overview of Changes for this Release: Groups RFCs by release number;
Chapter 3 – Change Requests: Lists and describes the RFCs in sequential order;
Chapter 4 – Annexes: Provides a series of files with more information about RFCs.
[bookmark: _Toc51332317]Reference documents
	Ref.
	Title
	Originator
	Version
	Date

	[bookmark: R01]R01
	Excise Glossary of Terms (GLT)
	ITSM3 TES
	2.09
	03/08/2016

	[bookmark: R02]R02
	Functional Excise System Specifications (FESS)
	FITSDEV3
	3.91
	13/12/2018

	[bookmark: R03]R03
	Functional Excise System Specification (FESS) List of Requests for Change and EMCS Change Advisory Board Recommendations
	ITSM3 TES
	6.66
	30/06/2020

	[bookmark: R04]R04
	DDNEA for EMCS Phase 3
	FITSDEV3
	2.02
	22/02/2019

	[bookmark: R05]R05
	Design Document for National Excise Applications for EMCS (DDNEA for EMCS) List of Requests for Change and EMCS Change Advisory Board Recommendations
	ITSM3 TES
	3.82
	26/06/2020


[bookmark: _Toc51332333]Table 1: Reference documents
[bookmark: _Toc51332318]Applicable documents
	[bookmark: _Toc9855251][bookmark: _Toc424222772]Ref.
	Title
	Originator
	Version
	Date

	A01
	EMCS Change Management Process
	DG TAXUD
	2.00
	30/01/2014


[bookmark: _Toc51332334]Table 2: Applicable documents
[bookmark: _Toc51332319]Abbreviations & acronyms
For a better understanding of the present document, the following table provides a list of the principal abbreviations and acronyms used.
See also the ‘list of acronyms’ on TEMPO.
	Abbreviation/Acronym
	Definition

	AAD
	Administrative Accompanying Document

	ACO
	Administrative Cooperation

	AES
	Automated Export System

	ARC
	Administrative Reference Code

	CCN
	Common Communication Network

	CCN/CSI
	Common Communication Network/Common System Interface

	CD
	Common Domain

	CDEA
	Centrally Developed Excise Application

	CLD
	Collaboration Diagram

	CN
	Combined Nomenclature

	COL
	Custom Office List

	CS/MIS
	Central Services – Management Information System

	CS/MISE
	Central Services / Management Information System for Excise

	CS/RD
	Central System – Reference Data

	CTA
	Conformance Testing Application

	DB
	Data Base

	DDNEA
	Design Document for National Excise Applications

	DG TAXUD
	Directorate-General Taxation and Customs Union

	e-AD
	Electronic Administrative Document

	e-SAD
	Electronic Simplified Administrative Document

	EBP
	Elementary Business Process

	EcOp
	Economic Operator

	ECP
	Excise Computerisation Project

	ECS
	Export Control System

	ECWP
	Excise Computerisation Working Party

	ED
	External Domain

	EDI
	Electronic Data Interchange

	EDIFACT
	EDI for Administration Commerce and Transport

	EEC
	European Economic Community

	ELO
	Excise Liaison Office

	EMCS
	Excise Movement and Control System

	EMCS CAB
	EMCS Change Advisory Board

	EOL
	Excise Office List

	EORI
	Economic Operators Registration and Identification

	EPC
	Excise Product Code

	ESS
	EMCS System Specifications

	EWSE
	Early Warning System for Excise

	FESS
	Functional Excise System Specifications

	FMS
	Functional Message Structure

	FRS
	Fallback and Recovery Specification

	FTSS
	Functional Transit System Specifications

	GLT
	Glossary of Terms

	IE
	Information Exchange

	IT
	Information Technology

	LRN
	Local Reference Number

	MRN
	Movement Reference Number

	MS
	Member State

	MSA
	Member State Administration

	MVS
	Movement Verification System

	N/A
	Not Applicable

	NCTS
	[bookmark: RANGE!C49]New Computerised Transit System

	ND
	National Domain

	NEA
	National Excise Applications

	NMR
	Next Maintenance Release

	RADM
	Registration and Authorisation Data Management

	RFC
	Request for Change

	SAD
	Single Administrative Document

	SEED
	System for Exchange of Excise Data

	SEP
	Security Policy

	STD
	State Transition Diagram

	TA
	Testing Application

	TARIC
	Tariff Intégré Communautaire

	TBD
	To Be Determined

	TCP
	Transit Computerisation Project

	TESS
	Technical Excise System Specifications

	UC
	Use Case

	VAT
	Value Added Tax

	VIES
	VAT Information Exchange System

	WD
	Workshop Decision

	XML
	eXtensible Mark-up Language

	XSD
	Directory With XML Schemas


[bookmark: _Reference_Documents][bookmark: _Toc11335282][bookmark: _Toc51332335]Table 3: Abbreviations and acronyms

[bookmark: _Toc51332320]Definitions
Readers can refer to the EMCS Glossary of Terms [R01] for more detailed definitions of terms where necessary.
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[bookmark: _Ref248903531][bookmark: _Ref248903565][bookmark: _Toc536616668][bookmark: _Toc51332321]Overview of Changes for this Release
[bookmark: _Toc51332322]Changes related to the FESS for EMCS Phase 4.0
	Release
	RFC
	RFC Label
	Category of Change
	Status
	Release Date

	TBD
	FESS-245
	Update of energy products CN codes
	Review
	Accepted
	13/02/2023

	TBD
	FESS-247
	Update the optionality of <Body Record Unique Reference> in Manual Closure messages
	Review
	Accepted
	13/02/2023

	TBD
	FESS-248
	Alignment with EPCs under the Commission Implementing Regulation (EU) 2018/550
	Review
	Accepted
	13/02/2023

	TBD
	FESS-249
	Update the format of ‘Supporting Document Type’ to allow TARIC codes inclusion
	Review
	Accepted
	13/02/2023

	TBD
	FESS-250
	Annual Updates of CN Codes 2020
	Review
	Accepted
	13/02/2023

	TBD
	FESS-251
	Clarifications regarding the applicability of Temporary Authorisations
	Review
	Accepted
	13/02/2023

	TBD
	FESS-252
	Update description of BR024 and BR025
	Review
	Accepted
	13/02/2023

	TBD
	FESS-253
	Clarifications on the applicability of rule ‘R251’
	Review
	Accepted
	13/02/2023

	TBD
	FESS-256
	Applicability of Degree Plato
	Review
	Accepted
	13/02/2023

	TBD
	FESS-259
	Updates regarding the use of economic operators in ACO requests
	Review
	Accepted
	13/02/2023

	TBD
	FESS-260
	Update naming and format of the <Gross Weight> and <Net Weight> data items
	Review
	Accepted
	13/02/2023

	TBD
	FESS-261
	Clarifications regarding the expected Quantity for e-ADs created after rejection of consignments
	Review
	Accepted
	13/02/2023

	TBD
	FESS-262
	Clarifications regarding the Explanation on Delay for Delivery process
	Review
	Accepted
	13/02/2023

	TBD
	FESS-263
	Update of legal references
	Review
	Accepted
	13/02/2023

	TBD
	FESS-264
	Computerisation of Duty Paid B2B
	Review
	Accepted
	13/02/2023

	TBD
	FESS-265
	Maintenance of FESS-specific artefacts
	Review
	Accepted
	13/02/2023

	TBD
	FESS-266
	Removal of technical messages from BPMs
	Review
	Accepted
	13/02/2023

	TBD
	FESS-267
	Remove references to FESS appendices
	Review
	Accepted
	13/02/2023

	TBD
	FESS-268
	Deprecation of the IE820 message
	Review
	Accepted
	13/02/2023

	TBD
	FESS-269
	Handling of Timers for manually closed movements
	Review
	Accepted
	13/02/2023

	TBD
	FESS-270
	SEED compliance with GDPR/Rev2
	Review
	Accepted
	13/02/2023

	TBD
	FESS-271
	[bookmark: _Hlk44508674]Inclusion of CN Code ‘15180095’ in EMCS
	Review
	Accepted
	13/02/2023


[bookmark: _Toc410739881][bookmark: _Toc536616677][bookmark: _Toc51332336]Table 4: Overview of FESS Changes for this Release

[bookmark: _Toc51332323]Changes related to the DDNEA for EMCS Phase 4.0
	Release
	RFC
	RFC Label
	Category of Change
	Status
	Release Date

	v2.04
	DDNEA-P3-275
	Update the optionality of <Body Record Unique Reference> in Manual Closure messages
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P3-276
	Include entry for ‘IE905’ in TC60 and TC64
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P3-277
	Include the Manual Closure codelists in TC25
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P3-278
	Update the format of ‘Supporting Document Type’ to allow TARIC codes inclusion
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P4-279
	Clarifications regarding the applicability of Temporary Authorisations
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P4-280
	Applicability of ‘C095’ on the IE880 message
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P4-281
	Update description of BR024 and BR025
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P4-282
	Documentation update in Manual Closure process description
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P4-283
	There is no reference to any other RFCs.
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P4-284
	Clarifications on the applicability of rule ‘R251’
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P4-289
	Applicability of Degree Plato
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P4-292
	Updates regarding the use of economic operators in ACO requests
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P4-293
	Update naming and format of the <Gross Weight> and <Net Weight> data items
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P4-294
	Clarifications regarding the expected Quantity for e-ADs created after the rejection of consignments
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P4-295
	Clarifications regarding the Explanation on Delay for Delivery process
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P4-296
	Update of legal references
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P4-297
	Removal of ‘TA’ references
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P4-298
	Clarifications regarding the structure of the IE917 message
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P4-299
	Computerisation of Duty Paid B2B
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P4-300
	Remove references to FESS appendices
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P4-301
	Deprecation of the IE820 message
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P4-302
	Handling of Timers for manually closed movements
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P4-303
	Modification of figures in DDNEA “X.I.3.3 Queues usage Overview” section
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P4-304
	Correction in DDNEA “III.VI.2.3.4 e-AD Manual Closure and the e-AD is under the 'Accepted' state at the MSA of Destination” section
	Review
	Accepted
	13/02/2023

	v2.04
	DDNEA-P4-305
	SEED compliance with GDPR/Rev2
	Review
	Accepted
	13/02/2023


[bookmark: _Toc39019466][bookmark: _Toc51332337]Table 5: Overview of DDNEA Changes for this Release



[bookmark: _Ref248903537][bookmark: _Ref248903552][bookmark: _Toc536616669][bookmark: _Toc51332324]Change Requests
[bookmark: _Toc51332325]FESS Change Requests
[bookmark: _Toc37151430]FESS-245 – Update of energy products CN codes
	RFC Information
	RFC number
	FESS-245

	RFC status
	Accepted

	Reason for Change
	Legislation Alignment

	Incidents
	IM283391

	Known Error
	KE18416

	Date at which the Change was proposed
	03/10/2018

	Requester
	EMCS CPT




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
Based on the annual update of the Combined Nomenclature (2019), an impact on the excise energy product codes has been identified. More specifically, according to the updated Combined Nomenclature (2019), the existing CN codes ‘27101251’ and ‘27101259’ shall be removed and a new CN code ‘27101250’ shall be added.

Proposed Solution
The changes described in this RfC shall be applied in the corresponding IE734 as of 10/12/2018.

As per the analysis in the [Problem Statement] section, the following updates shall be performed in FESS:
· APPENDIX B: LIST OF CODES
In section ‘2.3 CN CODES’, a new CN code ‘27101250’ will be added and the existing CN codes ‘27101251’ and ‘27101259’ will be removed. The applicable changes are highlighted below in bold/italic:
	Code
	Description

	…
	…

	27101249
	Light oil with a lead content not exceeding 0.013 g per litre with an octane number of less than 98 or more

	27101251
	Light oil with a lead content exceeding 0.013 g per litre with an octane number of less than 98

	27101259
	Light oil with a lead content exceeding 0.013 g per litre with an octane number of 98 or more

	27101250
	Light oil with a lead content exceeding 0.013 g per litre

	27101270
	Spirit type jet fuel

	…
	…



In section ‘2.4 CORRESPONDENCES CN CODE – EXCISE PRODUCT’, a mapping for the newly added CN code shall be added and the mappings for the removed CN codes shall be deleted as shown below:
	Code
	Description

	E300
	27075000

	E410
	27101231

	E410
	27101251

	E410
	27101259

	E410
	27101250

	E420
	27101231



Note: The described changes in this carried-over RFC will be implemented in the corresponding ARIS BPMs.

	Impact assessment
	Specification Documents:
· FESS (Low).

Excise BPM (Low):
· New ‘Technical Terms’ for the newly added CN codes described in the [Proposed Solution] section will be added in the ‘CL Excise Product’ matrix model;
· The existing ‘Technical Terms’ for the removed CN codes as described in the [Proposed Solution] section will be deleted from the ‘CL Excise Product’ matrix model.

	Effect of not implementing the Change
	If the proposed change is not implemented, then the list of applicable CN codes outlined in FESS Appendix B will not be aligned with the Annual Update of the Combined Nomenclature (2019).

	Risk assessment
	See downstream RFC IE734-031.

	Deployment approach
	The deployment approach is addressed in the downstream IE734 RfC.

	Reference to other RFCs
	· Parent RFCs: -
· Children RFCs: IE734-031
· Other RFCs: -




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review 
· Approval process:
· The Change is authorised for approval by the CAB and will be confirmed after publication of the updated Combined Nomenclature (2019)

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #180 on 24/10/2018




	Release information
	Release number
	TBD

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	TBD

	Review results
	TBD





[bookmark: _Annex_1]

[bookmark: _Toc37151432]FESS-247 – Update the optionality of <Body Record Unique Reference> in Manual Closure messages
	RFC Information
	RFC number
	FESS-247

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM319391

	Known Error
	KE19025

	Date at which the Change was proposed
	22/05/2019

	Requester
	MSA-AT




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
As part of RFC FESS-241-‘Extending the Manual Closure Functionality/Rev1’, the data item <Body Record Unique Reference> is included as optional in the <Manual Closure Body> data group of both IE880 and IE881 messages.
As per ‘Rule058’, which is linked with the <Body Record Unique Reference> data item, each <Body Record Unique Reference> should refer to the e-AD Body of the associated e-AD and must be unique within the message.
Based on the above, the <Body Record Unique Reference> data item should not be optional in the IE880 and IE881 messages, as this could potentially allow a Member State to submit such messages having multiple occurrences of the <Manual Closure Body> data group with no association to a corresponding e-AD, since it is not required to specify a <Body Record Unique Reference>.
Note: Clarifications on this issue have been provided to NAs through Webinars, as well as through the FAQ document (sec. 4.2.1.1) during the development of EMCS Phase 3.4.

Proposed Solution
As per the analysis provided in the [Problem Statement], the following updates shall be performed in the Excise BPMs:
In the ‘MANUAL CLOSURE Body’ data group diagram, the relationship for the technical term <Body Record Unique Reference> will be updated to ‘Required’.

	Impact assessment
	Specification Documents:
· FESS (Low);
DDNEA for EMCS Phase 3 (Low).

	Effect of not implementing the Change
	If the proposed change is not implemented, FESS will not be correctly updated, allowing the possibility for a Member State to submit manual closure messages having multiple occurrences of the <Manual Closure Body> data group with no association to a corresponding e-AD.

	Risk assessment
	See downstream RFC DDNEA-P3-275.

	Deployment approach
	The deployment approach is addressed in the downstream DDNEA RFC.

	Reference to other RFCs
	· Parent RFCs: -
· Children RFCs: DDNEA-P3-275
· Other RFCs: -




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	Impact on Technical Annex of Implementing Regulation 2016/323




	Approval Process
	CAB recommendation
	· Category of the Change: Review 
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #185 on 09/07/2019




	Release information
	Release number
	TBD

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








[bookmark: _Toc37151433][bookmark: _Hlk14187612]FESS-248 – Alignment with EPCs under the Commission Implementing Regulation (EU) 2018/550
	RFC Information
	RFC number
	FESS-248

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM325858

	Known Error
	KE19123

	Date at which the Change was proposed
	04/07/2019

	Requester
	MSA-HR




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
According to Commission Implementing Regulation (EU) 2018/550 the descriptions of product codes E460, E480 and E490 are defined as follows:
· E460: Kerosene, marked falling within CN code 2710 19 25 (Article 20(1)(c) of Directive 2003/96/EC);
· E480: Products falling within CN codes 2710 12 21, 2710 12 25, 2710 19 29 and 2710 20 90 (only for products of which less than 90 % by volume (including losses) distils at 210 °C and 65 % or more by volume (including losses) distils at 250 °C by the ISO 3405 method (equivalent to the ASTM D 86 method)) in bulk commercial movements (Article 20(1)(c) of Directive 2003/96/EC); 
· E490: Products falling within CN codes 2710 12 11, 2710 12 15, 2710 12 70, 2710 12 90, 2710 19 11, 2710 19 15, 2710 19 31, 2710 19 35, 2710 19 51 and 2710 19 55 (Article 20(1)(c) of Directive 2003/96/EC).
The above descriptions are correctly depicted in FESS v3.91. However, the corresponding section outlining the mapping between CN codes and Excise products is not updated in alignment with the aforementioned product code descriptions.

Proposed Solution
As per the analysis in the [Problem Statement] section, the following updates shall be performed in FESS ‘Appendix B – List of Codes’:
· Removal of the below entry from the table in Section “2.4 Correspondences CN Code - Excise Product”:
	E460
	27101921

	E490
	27101221

	E490
	27101225




	Impact assessment
	Specification Documents:
· FESS (Low);
· DDNEA (None).
· FESS Excise BPM (None).

	Effect of not implementing the Change
	The effect of not performing the updates in FESS will be the misalignment between “Commission Implementing Regulation (EU) 2018/550” and FESS Appendix B.

	Risk assessment
	There is no risk associated with the implementation of the present RFC.

	Deployment approach
	N/A

	Reference to other RFCs
	· Parent RFCs: -
· Children RFCs: IE734-035
· Other RFCs: -




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review 
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	Written approval procedure via e-mail on 18/07/2019




	Release information
	Release number
	TBD

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	TBD

	Review results
	TBD








[bookmark: _Toc37151434]FESS-249 – Update the format of ‘Supporting Document Type’ to allow TARIC codes inclusion
	RFC Information
	RFC number
	FESS-249

	RFC status
	Accepted

	Reason for Change
	Increase of Functionality

	Incidents
	IM327096

	Known Error
	N/A

	Date at which the Change was proposed
	07/08/2019

	Requester
	MSA-DE




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
As described in FESS RFC-240, the ‘Type of Document’ business codelist was updated to include TARIC codes having a ‘an..4’ format, which should be included in the <Document Type> data item in the IE815 and IE801 messages.
However, based on the latest communication with MSAs, it has been agreed that the use of TARIC codes should be extended to <Supporting Document Type> in related administrative cooperation messages (IE721, IE722, IE820, IE867, IE880 and IE881).
Note: Clarifications on this issue have been provided to NAs through Webinars, as well as through the FAQ document (sec. 4.2.1.3) during the development of EMCS Phase 3.4.
Proposed Solution
As per the analysis provided in the [Problem Statement], the following updates shall be performed in the Excise BPMs:
· The format of the existing technical term <Supporting Document Type> will be updated to ‘an..4’.
It shall be noted that the technical term <Supporting Document Type> is included in the data group diagram “SUPPORTING DOCUMENTS for IE721, IE722, 867, IE880 and IE881”, thus this update will be applicable in all corresponding information exchanges. 

	Impact assessment
	Specification Documents:
· FESS Excise BPMs (Low);
· DDNEA for EMCS Phase 4 (Medium).

	Effect of not implementing the Change
	The effect of not performing the updates in FESS will be to retain the current situation of EMCS, in which TARIC codes are only allowed to be used in the IE815 and IE801 messages, but not in related administrative cooperation messages (IE721, IE722, IE820, IE867, IE880 and IE881). 

	Risk assessment
	There is no risk associated with the implementation of the present RFC.

	Deployment approach
	N/A

	Reference to other RFCs
	· Parent RFCs: -
· Children RFCs: DDNEA-P3-278
· Other RFCs: -




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review 
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	Written approval procedure via e-mail on 12/08/2019




	Release information
	Release number
	TBD

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	TBD

	Review results
	TBD








[bookmark: _Toc37151435][bookmark: _Hlk21698813]FESS-250 – Annual Updates of CN Codes 2020
	RFC Information
	RFC number
	FESS-250

	RFC status
	Accepted

	Reason for Change
	Legislation Alignment

	Incidents
	IM342490

	Known Error
	N/A

	Date at which the Change was proposed
	02/10/2019

	Requester
	EMCS CPT




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
Based on the annual update of the Combined Nomenclature, the CN codes used in EMCS need to be updated in alignment with any relevant updates.
Proposed Solution
As per the analysis in the [Problem Statement] section, the following updates shall be performed in FESS Appendix B:
· Removal of the below entries from the table of Section “2.3 CN Codes”:
	Code
	Description

	...
	....

	22082027
	Brandy de Jerez in containers holding 2 litres or less

	22082029
	Spirits obtained by distilling grape wine or grape marc in containers holding 2 litres or less other than Cognac, Armagnac, Grappa and Brandy de Jerez

	22082040
	Raw distillate spirits in containers holding more than 2 litres

	22082064
	Not raw distillate Armagnac in containers holding more than 2 litres

	22082087
	Not raw distillate Brandy de Jerez in containers holding more than 2 litres

	22082089
	Spirits obtained by distilling grape wine or grape marc in containers holding more than 2 litres other than Cognac, Armagnac, Grappa and Brandy de Jerez

	27101964
	Heavy fuel oil with a sulphur content exceeding 0.1% by weight but not exceeding 1%, not containing biodiesel

	27101968
	Heavy fuel oil with a sulphur content exceeding 1% by weight, not containing biodiesel

	27102015
	Gas oil with a sulphur content exceeding 0.001% by weight but not exceeding 0.002%, containing biodiesel

	27102017
	Gas oil with a sulphur content exceeding 0.002% by weight but not exceeding 0.1%, containing biodiesel

	27102031
	Fuel oil with a sulphur content not exceeding 0.1% by weight, containing biodiesel

	27102035
	Fuel oil with a sulphur content exceeding 0.1% by weight but not exceeding 1%, containing biodiesel

	27102039
	Fuel oil with a sulphur content exceeding 1% by weight, containing biodiesel

	...
	....



· Addition/updates of the below entries in the table of Section “2.3 CN Codes”:
	Code
	Description

	...
	....

	22082012
	Cognac obtained by distilling grape wine in containers holding 2 litres or less

	22082014
	Armagnac obtained by distilling grape wine in containers holding 2 litres or less

	22082016
	Brandy de Jerez obtained by distilling grape wine in containers holding 2 litres or less

	22082018
	Brandy or Weinbrand obtained by distilling grape wine in containers holding 2 litres or less other than Brandy de Jerez

	22082019
	Spirits obtained by distilling grape wine in containers holding 2 litres or less other than Cognac, Armagnac and Brandy or Weinbrand

	22082026
	Grappa obtained by distilling grape marc in containers holding 2 litres or less 

	22082028
	Spirits obtained by distilling grape marc in containers holding 2 litres or less other than Grappa 

	22082062
	Cognac obtained by distilling grape wine in containers holding more than 2 litres

	22082066
	Brandy or Weinbrand obtained by distilling grape wine in containers holding more than 2 litres

	22082069
	Spirits obtained by distilling grape wine in contains holding more than 2 litres other than Cognac or Brandy or Weinbrand 

	22082086
	Grappa obtained by distilling grape marc in contains holding more than 2 litres

	22082088
	Spirits obtained by distilling grape marc in contains holding more than 2 litres other than Grappa

	27101966
	Heavy fuel oil with a sulphur content exceeding 0.1% by weight but not exceeding 0.5%, not containing biodiesel

	27101967
	Heavy fuel oil with a sulphur content exceeding 0.5% by weight, not containing biodiesel

	27102016
	Gas oil with a sulphur content exceeding 0.001% by weight but not exceeding 0.1%, containing biodiesel

	27102032
	Fuel oil with a sulphur content not exceeding 0.5% by weight, containing biodiesel

	27102038
	Fuel oil with a sulphur content exceeding 0.5% by weight, containing biodiesel

	...
	....



· Removal of the below entries from the table of Section “2.4 Correspondence CN Codes-Excise Product”:
	Code
	Description

	...
	....

	S200
	22082027

	S200
	22082029

	S200
	22082040

	S200
	22082064

	S200
	22082087

	S200
	22082089

	E470
	27101964

	E470
	27101968

	E430
	27102015

	E440
	27102015

	E430
	27102017

	E440
	27102017

	E470
	27102031

	E470
	27102035

	E470
	27102039

	...
	....



· Addition of the below entries in the table of Section “2.4 Correspondence CN Codes-Excise Product”:
	Code
	Description

	...
	....

	S200
	22082016

	S200
	22082018

	S200
	22082019

	S200
	22082028

	S200
	22082069

	S200
	22082066

	S200
	22082069

	S200
	22082088

	E470
	27102032

	E470
	27102038

	E470
	27101966

	E470
	27101967

	E430
	27102016

	E440
	27102016

	...
	....



· Updates of the below product descriptions in the table of Section “2.2 Excise Product”:
	EPC
	CAT
	UNIT
	Description
	A
	P
	D

	…
	…
	…
	…
	…
	…
	…

	E470
	E
	1
	Heavy fuel oil falling within CN codes 2710 19 62, 2710 19 66, 2710 19 67, 2710 20 32 and 2710 20 38 2710 19 64, 2710 19 68, 2710 20 31, 2710 20 35 and 2710 20 39 (Article 20(1)(c) of Directive 2003/96/EC)
	N
	N
	N

	E430
	E
	2
	Gasoil, unmarked falling within CN codes 2710 19 43, 2710 19 46, 2710 19 47, 2710 19 48, 2710 20 11, 2710 20 162710 20 15, 2710 20 17 and 2710 20 19 (Article 20(1)(c) of Directive 2003/96/EC)
	N
	N
	Y

	E440
	E
	2
	Gasoil, marked falling within CN codes 2710 19 43, 2710 19 46, 2710 19 47, 2710 19 48, 2710 20 11, 2710 20 16 2710 20 15, 2710 20 17 and 2710 20 19 (Article 20(1)(c) of Directive 2003/96/EC)
	N
	N
	Y

	…
	….
	…
	…
	…
	…
	…

	
	
	
	
	
	
	



Note: The described changes in this carried-over RFC will be implemented in the corresponding ARIS BPMs.

	Impact assessment
	Specification Documents:
· FESS (Medium).
Excise BPM (Medium):
· The ‘CN Codes’ included in the ‘CL CN Codes’ matrix model will be updated as per the [Proposed Solution] section;

· The descriptions of the applicable Excise Products included in the ‘CL Excise Product’ matrix model will be updated as per the [Proposed Solution] section.

	Effect of not implementing the Change
	The effect of not performing the updates in FESS will be the misalignment between “ANNEX I COMBINED NOMENCLATURE” and FESS Appendix B.

	Risk assessment
	See downstream RFC IE734-038.

	Deployment approach
	The deployment approach is addressed in the downstream IE734 RFC.

	Reference to other RFCs
	· Parent RFCs: -
· Children RFCs: IE734-038
· Other RFCs: -




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review 
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	Written approval procedure via e-mail on 23/10/2019.




	Release information
	Release number
	TBD

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








[bookmark: _Toc476051813]FESS-251 – Clarifications regarding the applicability of Temporary Authorisations 
	RFC Information
	RFC number
	FESS-251

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM244005

	Known Error
	KE18108

	Date at which the Change was proposed
	04/06/2018

	Requester
	MSA-BG




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
It has been identified that further clarifications are needed in relation to the validity of temporary authorisations and based on which business event, MSAs should check the validity of a temporary authorisation specified in a movement.
In further details, the existing rule ‘R045’ specifies that in case a Trader Identification of a temporary authorisation is specified, then this identifier should be ‘An existing <Temporary Authorisation Reference> in the set of <TEMPORARY AUTHORISATION>’. However, it is not clarified if this means that the temporary authorisation should be valid at the time where the consignment received or when the corresponding information exchange is processed etc.

Proposed Solution
As per the analysis provided in the [Problem Statement], the existing rule ‘R045’ will be updated to highlight that in relation to the validity of authorisations (i.e. temporary and non-temporary authorisations) used in a movement, MSAs should actually check if the authorisation is valid at the time of e-AD validation and ARC allocation, even if these messages are created after the authorisation’s end date.
In details, the following update shall be performed in the Excise BPMs:
·  A clarification will be added in the end of the existing class 'R045' description, as described below:

 "**An existing identifier of an economic operator implies an authorisation which is valid at the time of e-AD validation and ARC allocation even if these messages are created after the authorisation’s end date. "

	Impact assessment
	Specification Documents:
· FESS Excise BPMs (Low);
· DDNEA for EMCS Phase 4 (Low).

	Effect of not implementing the Change
	If the proposed change is not implemented, ambiguities may be raised in relation to the validity of temporary authorisations specified in movements of excise goods.

	Risk assessment
	There is no risk associated with the implementation of the present RFC.

	Deployment approach
	The deployment approach is addressed in the downstream DDNEA RFC.

	Reference to other RFCs
	· Parent RFCs: -;
· Children RFCs: DDNEA-P4-279;
· Other RFCs: -.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #187 on 15/04/2020




	Release information
	Release number
	TBD

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








FESS-252 – Update description of BR024 and BR025
	RFC Information
	RFC number
	FESS-252

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM319001

	Known Error
	KE19004

	Date at which the Change was proposed
	14/05/2019

	Requester
	MSA-NL




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
During the development of EMCS Phase 3.4, it was identified that even though the existing business rules ‘BR024’ and ‘BR025’ were correctly applied on the newly introduced IE880 and IE881 messages in the DDNEA, these assignments were not updated in FESS and also the corresponding descriptions of these business rules were not updated accordingly.
Note: Clarifications on this issue have been provided to NAs through Webinars, as well as through the FAQ document (sec. 4.2.2.2) during the development of EMCS Phase 3.4.
Proposed Solution
As per the analysis provided in the [Problem Statement], the following updates shall be performed in the Excise BPMs (highlighted in bold/italics):
· The description of the class ‘BR024’ will be updated as per below:
BR ID:BR024 
BR Category: Relation 
  
BR Description: 
It is obligatory that the body record unique reference of each body report of receipt/manual closure that is included in the draft report of receipt/manual closure corresponds to the same excise product code as in the e-AD. 
    
FESS Validation Rule: 
•For each record referring to a body record of the e-AD, the referred sequential number concerns the right product code. 
  
IE: 
•Draft IE818(draft report of receipt) 
•IE881 (Manual closure response)
  
Data Item: 
(BODY) REPORT OF RECEIPT/EXPORT.Body Record Unique Reference 
(BODY) MANUAL CLOSURE.Body Record Unique Reference 

 Optionality: Mandatory 
 Comments: N/A 

· The description of the class ‘BR025’ will be updated as per below:
BR ID:BR025 
BR Category: Relation 
  
BR Description: 
It is obligatory that the sum of the observed shortage and the refused quantity of each body report of receipt/manual closure that is included in the draft report of receipt/manual closure is less or equal to the quantity of the body e-AD with the same body record unique reference that is included in the last e-AD or the refused quantity of the body report of receipt/manual closure with the same body record unique reference that is included in the last, if any, report of receipt/manual closure that indicated partial refusal. 
    
FESS Validation Rule: 
• For each record referring to a body record of the e-AD, the sum of the observed shortage and of the refused quantity does not exceed the current quantity for the e-AD; these current quantities are those refused in the latest partially refused report of receipt/manual closure, if any; if there is no such partially refused report of receipt/manual closure, they are copied from the original e-AD. 
  
IE: 
Draft IE818 (draft report of receipt) 
   IE881 (Manual closure response)

Data Item: 
(BODY) REPORT OF RECEIPT/EXPORT.Refused Quantity 
(BODY) MANUAL CLOSURE.Refused Quantity 
  
Optionality: Mandatory 
Comments: N/A 

· In the data group diagram ‘MANUAL CLOSURE Body’, the existing class ‘BR024’ will be associated with the technical term <Body Record Unique Reference>;
· In the data group diagram ‘MANUAL CLOSURE Body’, the existing class ‘BR025’ will be associated with the technical term <Refused Quantity>.

	Impact assessment
	Specification Documents:
· FESS (Low);
· DDNEA (No Impact).

	Effect of not implementing the Change
	If the proposed change is not implemented, then the Excise BPMs will not be aligned with the DDNEA specifications, in relation to the applicability of business rules ‘BR024’ and ‘BR025’ on the IE881 message. 

	Risk assessment
	There is no risk associated with the implementation of the present RFC.

	Deployment approach
	This RFC can be deployed in a Migration Period with no business continuity risks.

	Reference to other RFCs
	· Parent RFCs: -;
· Children RFCs: DDNEA-P4-281;
· Other RFCs: -.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #187on 15/04/2020




	Release information
	Release number
	TBD

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








FESS-253 – Clarifications on the applicability of rule ‘R251’ 
	RFC Information
	RFC number
	FESS-253

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM359061

	Known Error
	KE19559

	Date at which the Change was proposed
	24/01/2020

	Requester
	MSA-IE




	Change Assessment
	Change priority
	Medium

	Change Description
	Problem Statement
The introduction of the <Shipping Marks> data item with the corresponding condition 'C203' and rule 'R251' were introduced as part of RFC ‘FESS-225’, in order to handle cases where the excise goods of two or more body records in an 'e-AD' are included in the same package. In such cases it should be possible that the first body record can mention the actual number of the packages and the rest of the body records can mention a zero number of packages to indicate this dependency.
As part of the RFC ‘FESS-225’, rule ‘R251’ was introduced according to which, in case the 'Number of Packages' is set to '0', then there should exist at least one 'PACKAGE' with the same 'Shipping Marks' and 'Number of Packages' with value greater than '0'.
However, during the development of EMCS Phase 3.4, it was identified that the wording of rule 'R251' raised some ambiguities in relation to whether the introduced logic should be applied on a per <E-AD> data group level, or  on a per <(BODY) E-AD> level, i.e. it is not limited to a single 'e-AD' body, but it could be multiple 'e-AD' body records.

Proposed Solution
As per the analysis provided in the [Problem Statement], the following updates shall be performed in the Excise BPMs:
· The description of the existing class ‘R251’ will be updated with the following clarification as highlighted below (in bold/italics):
“In case the ‘Number of Packages’ is set to ‘0’, then there should exist at least one PACKAGE (i.e. either within the same <E-AD BODY> or within other <E-AD BODY> occurrences of the same message) with the same ‘Shipping Marks’ and ‘Number of Packages’ with value greater than ‘0’”.

	Impact assessment
	Specification Documents:
· FESS Excise BPMs (Low);
· DDNEA for EMCS Phase 4 (Low).

	Effect of not implementing the Change
	If the proposed change is not implemented, ambiguities may be raised in relation to the logic introduced by rule ‘R251’ and specifically, the level that this rule should be applied on.

	Risk assessment
	There is no risk associated with the implementation of the present RFC.

	Deployment approach
	The deployment approach is addressed in the downstream DDNEA RFC.

	Reference to other RFCs
	· Parent RFCs: -;
· Children RFCs: DDNEA-P4-284;
· Other RFCs: -.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #187 on 15/04/2020




	Release information
	Release number
	TBD

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A









FESS-256 – Applicability of Degree Plato
	RFC Information
	RFC number
	FESS-256

	RFC status
	Accepted

	Reason for Change
	Legislation Alignment

	Incidents
	IM304543

	Known Error
	KE19410

	Date at which the Change was proposed
	18/11/2019

	Requester
	MSA-DE




	Change Assessment
	Change priority
	Medium

	Change Description
	Problem Statement
In the common specifications, the applicability of ‘Degree Plato’ in taxing beer products is defined by condition ‘C048’, which only checks the applicability of Degree Plato at the Member State of Dispatch. 
However, as described in COMMISSION REGULATION (EC) No 684/2009, the ‘Degree Plato’ should be a required data item depending on whether the Member State of Dispatch and/or the Member State of Destination tax beer on the basis of ‘Degree Plato’.
Hence, corresponding updates should be performed in the Common Specifications to clarify that the applicability of Degree Plato should be checked for either Member State of Dispatch or Member State of Destination.
Proposed Solution
As per the analysis provided in the [Problem Statement], the following updates should be performed in the Excise BPMs:
· Update the description of the existing class ‘C048’ as described below:
From:
IF <EXCISE PRODUCT.Degree Plato Applicability> is "Yes" 
THEN <Degree Plato> is 'O' (*) 
ELSE <Degree Plato> does not apply 
where <EXCISE PRODUCT.Degree Plato Applicability> is the indicator (associated to each excise product) retrieved from the list of <EXCISE PRODUCT>. 
(*) Member States of Dispatch taxing beer according to the degree Plato may impose that <Degree Plato> has to be 'R' 
To:
IF (<EXCISE PRODUCT.Degree Plato Applicability> is "Yes") AND (MS of Dispatch OR MS of Destination tax beer according to the Degree Plato)
THEN <Degree Plato> is 'R'
ELSE <Degree Plato> does not apply
where <EXCISE PRODUCT.Degree Plato Applicability> is the indicator (associated to each excise product) retrieved from the list of <EXCISE PRODUCT> AND Degree Plato applicability per Member State is retrieved from the list of <Member State-Degree Plato>.)
· A new business codelist, named ‘CL Member State-Degree Plato’ will be created;
· The newly created codelist will be associated with ‘SEED’ as an application system and will be linked with 27 new code list values, each of these created with the following details: will include a codelist value for each Member State that taxes beer according to the Degree Plato (i.e. the codelist will only include Member States taxing beer according to Degree Plato). Therefore, the codelist could eventually have up to 27 code list values if all Member States tax beer according to Degree Plato. Each of the new values created will have the following details:
· Reference ID: BC109
· Name: [Member State] – Degree Plato applicability: Y/N
· Remark/Example: [Member State Code]

Note: Member States shall provide the appropriate value i.e. Y/N, so that the corresponding codelist values for each Member State is updated accordingly.
Note: Member States shall clarify if they tax beer according to Degree Plato, so that the corresponding codelist values for each Member State is added accordingly, if needed.

	Impact assessment
	Specification Documents:
· FESS Excise BPMs (Low);
· DDNEA for EMCS Phase 4 (Low).

	Effect of not implementing the Change
	If the proposed change is not implemented, the common specifications (i.e. FESS in relation to this RFC will not be aligned with corresponding legislation in relation to the Degree Plato applicability.

	Risk assessment
	There is no risk associated with the implementation of the present RFC.

	Deployment approach
	The deployment approach is addressed in the downstream DDNEA RFC.

	Reference to other RFCs
	· Parent RFCs: -;
· Children RFCs: DDNEA-P4-289;
· Other RFCs: IE734-xxx.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #187 on 15/04/2020




	Release information
	Release number
	TBD

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








FESS-259 – Updates regarding the use of economic operators in ACO requests
	RFC Information
	RFC number
	FESS-259

	RFC status
	Accepted

	Reason for Change
	Legislation Alignment

	Incidents
	IM256274

	Known Error
	N/A

	Date at which the Change was proposed
	30/10/2018

	Requester
	MSA-FR




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
In the common specifications, a misalignment between the legislation and the common specifications has been identified in relation to the use of economic operators as criteria in submitted administrative cooperation requests.
In details, as per the Implementing Regulation (EU) 2016/323 Article 6(2), each request made in accordance with paragraph 1 may concern zero or more economic operators registered in the Member State of the requesting authority in accordance with Article 19(1)(a) of Regulation (EU) No 389/2012. It shall concern no more than one economic operator registered in the Member State of the requested authority. 
However, the above clarification was not correctly transposed into the common specifications, allowing a Member State to potentially submit an administrative cooperation request which would concern more than one economic operator registered in the requested Member State.

Proposed Solution
As per the analysis provided in the [Problem Statement], the following updates should be performed in the Excise BPMs:
· A new business rule ‘BR042’ will be created with the following description:
BR ID: BR042 
  
BR Category: Relation 
  
BR Description: 
An administrative cooperation request may concern zero or more economic operators registered in the Member State of the requesting authority and may not concern more than one economic operator registered in the Member State of the requested authority.
    
FESS Validation Rule: 
• If Trader Excise Number or VAT Number or Trader Name are used, these should concern one or more economic operators registered in the Member State of the requesting authority and no more than one economic operator registered in the Member State of the requested authority
  
IE: IE721 (administrative cooperation request) 

Data Item: TRADER Person.Trader Excise Number/  TRADER Person.VAT Number/ TRADER Person.Trader Name

Optionality: Mandatory 

Comments: N/A 


· The newly created business rule will be added in the <TRADER Person> data group diagram under the IE721 message allocation diagram and associated with the following technical terms:
· Trader Excise Number
· VAT Number
· Trader Name

	Impact assessment
	Specification Documents:
· FESS Excise BPMs (Low);
· DDNEA for EMCS Phase 4 (Low).

	Effect of not implementing the Change
	If the proposed change is not implemented, the common specifications will not be aligned with the corresponding legislation in relation to administrative cooperation requests.

	Risk assessment
	There is no risk associated with the implementation of the present RFC.

	Deployment approach
	The deployment approach is addressed in the downstream DDNEA RFC.

	Reference to other RFCs
	· Parent RFCs: -;
· Children RFCs: DDNEA-P4-292;
· Other RFCs: -.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	[bookmark: _Hlk39477729]EMCS CAB #190 on 06/05/2020




	Release information
	Release number
	TBD

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








FESS-260 – Update naming and format of the <Gross Weight> and <Net Weight> data items
	RFC Information
	RFC number
	FESS-260

	RFC status
	Accepted

	Reason for Change
	Increase of Functionality

	Incidents
	IM278408

	Known Error
	N/A

	Date at which the Change was proposed
	22/11/2018

	Requester
	MSA-LV




	Change Assessment
	Change priority
	Medium

	Change Description
	Problem Statement
The current format used in EMCS functional specifications for both <Net Weight> and <Gross Weight> is ‘n..15,2’. It has been highlighted by MSA-LV, that this format may potentially lead to inconsistencies in the corresponding values added in an e-AD, as well as possible rounding issues. This is because according to the 'UNITS OF MEASURE' business codelist (BC52), the goods included in an e-AD can be measured (amongst others) in 'kg' or 'litres'. This would imply that the net or gross weight of the goods included in an e-AD would potentially need to be measured using 3 decimals (e.g. 10,555 kg or 1,375 litres). 

Proposed Solution
As per the analysis provided in the [Problem Statement] and in alignment with the Customs domain data model, the following updates shall be performed in the Excise BPMs:
· The existing technical term <Gross Weight> will be renamed to <Gross Mass>;
· The format of the updated <Gross Mass> technical term will be updated to ‘n..16,6’;
· The existing technical term <Net Weight> will be renamed to <Net Mass>;
· The format of the updated <Net Mass> technical term will be updated to ‘n..16,6’.
· The 'Remark/Example' field of the <Net Mass> technical term will be updated with the below text: "Enter the net mass of the concerned goods, expressed in kilograms. The net mass is the mass of the goods without any packaging.

Where a net mass greater than 1 kg includes a fraction of a unit (kg), it may be rounded off in the following manner:
— from 0.001 to 0.499: rounding down to the nearest kg;
— from 0.5 to 0.999: rounding up to the nearest kg.

A net mass of less than 1 kg should be entered as '0.' followed by a number of decimals up to 6, discarding all "0" at the end of the quantity (e.g. 0.123 for a package of 123 grams, 0.00304 for a package of 3 grams and 40 milligrams or 0.000654 for a package of 654 milligrams)."

· The 'Remark/Example' field of the <Gross Mass> technical term will be updated with the below text: "Enter the gross mass of the concerned goods, expressed in kilograms. The gross mass is the aggregate mass of the goods with all their packaging, excluding containers and other transport equipment.

Where a gross mass greater than 1 kg includes a fraction of a unit (kg), it may be rounded off in the following manner:
— from 0.001 to 0.499: rounding down to the nearest kg;
— from 0.5 to 0.999: rounding up to the nearest kg.

· A gross mass of less than 1 kg should be entered as '0.' followed by a number of decimals up to 6, discarding all "0" at the end of the quantity (e.g. 0.123 for a package of 123 grams, 0.00304 for a package of 3 grams and 40 milligrams or 0.000654 for a package of 654 milligrams)."

	Impact assessment
	Specification Documents:
· FESS (Low);
· DDNEA for EMCS Phase 4 (Medium).

	Effect of not implementing the Change
	If the proposed change is not implemented, then potential inconsistencies in relation to the values used in the <Gross Weight> and <Net Weight> data items would remain. Additionally, the proposed change aligns the Excise data model with the corresponding Customs one, in relation to the <Gross Mass> and <Net Mass> data items. 

	Risk assessment
	There is no risk associated with the implementation of the present RFC.

	Deployment approach
	The deployment approach is addressed in the downstream DDNEA RFC.

	Reference to other RFCs
	· Parent RFCs: -;
· Children RFCs: DDNEA-P4-293;
· Other RFCs: -.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #190 on 06/05/2020




	Release information
	Release number
	TBD

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








FESS-261 – Clarifications regarding the expected Quantity for e-ADs created after rejection of consignments
	RFC Information
	RFC number
	FESS-261

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM295317

	Known Error
	KE19826

	Date at which the Change was proposed
	04/03/2019

	Requester
	MSA-DE




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
As described in the corresponding FESS process (i.e. UC2.06), in cases of changes of destination triggered from rejected quantities of an e-AD (e.g. from the submission of an IE818 message with rejected quantities), then the consignor is expected to change the destination for the part of the consignment that has been refused. Therefore, the newly generated e-ADs should be related to the part of the consignment that had been initially rejected (i.e. the corresponding rejected quantity).
However, it has been identified that this expected behaviour is not clearly defined at an information exchange level, but only described in the corresponding process instead. Therefore, it is proposed that the common specifications are updated accordingly, so that this behaviour is also clearly defined in the applicable information exchanges. 

Proposed Solution
As per the analysis provided in the [Problem Statement], the following updates should be performed in the Excise BPMs:
· A new business rule ‘BR043’ will be created with the following description:
BR ID: BR043 
  
BR Category: Relation 
  
BR Description: 
It is obligatory for an e-AD created as a result of a change of destination triggered from a rejected consignment, that the quantity of excise goods included in the new e-AD is equal to the refused quantity of the original consignment.
    
FESS Validation Rule: 
• If a new e-AD is created for as a result of a rejected consignment, then the quantity included in the e-AD should be equal to the rejected quantity in the original consignment.  
  
IE: IE801 (e-AD) 

Data Item: E-AD Body.Quantity

Optionality: Mandatory 

Comments: N/A 

· The newly created business rule will be added in the <E-AD Body for IE801> data group diagram under the IE801 message allocation diagram and associated with the <Quantity> technical term

	Impact assessment
	Specification Documents:
· FESS Excise BPMs (Low);
· DDNEA for EMCS Phase 4 (Low).

	Effect of not implementing the Change
	If the proposed change is not implemented, ambiguities in the common specifications will remain, in relation to the actual quantity that should be included in new e-ADs, created as a result of a rejected consignment.

	Risk assessment
	There is no risk associated with the implementation of the present RFC.

	Deployment approach
	The deployment approach is addressed in the downstream DDNEA RFC.

	Reference to other RFCs
	· Parent RFCs: -;
· Children RFCs: DDNEA-P4-294;
· Other RFCs: -.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #190 on 06/05/2020




	Release information
	Release number
	TBD

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








FESS-262 – Clarifications regarding the Explanation on Delay for Delivery process
	RFC Information
	RFC number
	FESS-262

	RFC status
	Accepted

	Reason for Change
	Increase of Functionality

	Incidents
	IM355632

	Known Error
	N/A

	Date at which the Change was proposed
	01/04/2020

	Requester
	MSA-DE




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
Concerning the process of ‘Reminder at expiry of time limit for report of receipt’, it is clarified in the functional specifications [R02] that the logical sequence of this scenario is that the IE837 message should be sent after the 'TIM_EAD' timer has expired and the consequent IE802 message has been transmitted. This is also depicted in the FESS main document 'UC-233-110' where the trigger for an eventual sending of an explanation message (IE837:C_DEL_EXP) is actually the reception of the reminder message.
However, as raised by the Member States, there is a potentially valid use case, where exceptionally the IE837 message could be proactively sent in advance (i.e. before the sending of the IE802 message), to notify the Member State of Dispatch of an expected delay in the submission of the Report of Receipt (e.g. in case of public holidays, strikes, etc.)
It shall also be noted that in the current version of the common specifications, there is actually no technical limitation to forbid a Member State not to send an IE837 message (i.e. state transition, rule, or condition) before the sending of the IE802 message. 

Proposed Solution
As per the analysis provided in the [Problem Statement], the following updates should be performed in the Excise BPMs:
· A new start event will be created with the following details:
· Name: Proactively send Explanation on Delay for Delivery;
· Description/Definition: The current process starts when the competent authorities at the Member State exceptionally wishes to proactively provide explanations on a potential delay for delivery.
· The newly created business start event will be associated with the existing IE837 data object for both ‘Consignee’ and ‘Consignor’ lanes.

	Impact assessment
	Specification Documents:
· FESS Excise BPMs (Medium);
· DDNEA for EMCS Phase 4 (Low).

	Effect of not implementing the Change
	If the proposed change is not implemented, ambiguities in relation to whether the IE837 message could be exceptionally sent prior to the IE802 message will remain in the common specifications.

	Risk assessment
	There is no risk associated with the implementation of the present RFC.

	Deployment approach
	The deployment approach is addressed in the downstream DDNEA RFC.

	Reference to other RFCs
	· Parent RFCs: -;
· Children RFCs: DDNEA-P4-295;
· Other RFCs: -.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #190 on 06/05/2020




	Release information
	Release number
	TBD

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








FESS-263 – Update of legal references
	RFC Information
	RFC number
	FESS-263

	RFC status
	Accepted

	Reason for Change
	Legislation Alignment

	Incidents
	IM370221

	Known Error
	N/A

	Date at which the Change was proposed
	02/04/2020

	Requester
	EMCS CPT




	Change Assessment
	Change priority
	Medium

	Change Description
	Problem Statement
The recast horizontal directive (EU) 2020/262 includes updates for both the Duty Suspension and Duty Paid B2B business domains. The existing Excise BPMs and related artefacts for Duty Suspension are based on Council Directive 2008/118/EC, which is now superseded by Council Directive (EU) 2020/262. Hence, any legal reference to Council Directive 2008/118/EC should be updated accordingly to the corresponding article of the new directive.

Proposed Solution
As per the analysis provided in the [Problem Statement], the existing Excise BPMs and related artefacts would need to be updated, by changing the legal references from Council Directive 2008/118/EC to Council Directive (EU) 2020/262. This includes mainly L1/L2/L3 artefacts and BPMs, but also any descriptions where the Directive 2008/118/EC is mentioned.
This activity shall be based on the following legal texts:
 - Council Regulation (EU) 2020/261;
 - Council Directive (EU) 2020/262;
 - Decision (EU) 2020/263.
Where available, the corresponding correlation tables listing the applicable updates related to each legal text will be used, e.g.  'Annex II' of the Council Directive (EU) 2020/262 where a corresponding correlation table between Directive 2008/118/EC and 2020/262 is provided.

	Impact assessment
	Specification Documents:
· FESS Excise BPMs (Low)
· DDNEA for EMCS Phase 4 (Low).

	Effect of not implementing the Change
	If the proposed change is not implemented, the common specifications (i.e. FESS in relation to this RFC) will not be aligned with the latest Excise Legislation.

	Risk assessment
	There is no risk associated with the implementation of the present RFC.

	Deployment approach
	The deployment approach is addressed in the downstream DDNEA RFC.

	Reference to other RFCs
	· Parent RFCs: -;
· Children RFCs: DDNEA-P4-296;
· Other RFCs: -.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #190 on 06/05/2020




	Release information
	Release number
	TBD

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A





FESS-264 – Computerisation of Duty Paid B2B
	RFC Information
	RFC number
	FESS-264

	RFC status
	Accepted

	Reason for Change
	Increase of Functionality

	Incidents
	IM372196

	Known Error
	N/A

	Date at which the Change was proposed
	08/11/2019

	Requester
	EMCS CPT




	Change Assessment
	Change priority
	High

	Change Description
	Problem Statement
The major evolution of EMCS Phase 4 is the computerisation of Duty Paid Business-to-Business (B2B) procedures. Based on the legal package[footnoteRef:2] that received a political agreement on 8/11/2019 at the Council, this evolution will be handled by the extension of EMCS to cover the movements of excise goods released for consumption and moved intra-EU cross-border for commercial purposes. This evolution will have a significant impact across the Excise Common Specifications which need to be updated accordingly to cater for the computerisation of the Duty Paid B2B business domain. [2:  	The politically agreed compromise text is available at https://data.consilium.europa.eu/doc/document/ST-13634-2019-INIT/en/pdf ] 


Proposed Solution
As per the analysis provided in the [Problem Statement], the Excise BPMs will be updated, in order to accommodate all the required updates for the computerisation of Duty Paid B2B. 
The updated BPMs and related artefacts have been produced based on an iterative approach, where each excise domain (e.g. Core, RADM etc.) was analysed and discussed in detail with DG TAXUD and Member States.
Additionally, the overall approach taken was to re-use existing (i.e. Duty Suspension) processes and data as much as possible, in an attempt to minimise the required development effort and mitigate any potential risks. 
The outcome of this activity is consolidated in an MSP publication, where all required updates for Duty Paid B2B are included:
EXC_559_Aris_BPMs_and_related_artefacts_for_Duty_Paid_B2B_MSP.Excise MS (Entire method) 
The aforementioned publication includes only the BPMs and artefacts that are impacted by the computerisation of the Duty Paid B2B business domain. Given that specific objects are re-used in several processes/artefacts, some of the updates may be applicable to other artefacts that are actually not impacted as such, by the introduction of Duty Paid B2B. As an example, the IE801 message is updated by the introduction of Duty Paid B2B, with one of the applicable updates being the update of the ARC structure (i.e. Rule 'R030'). This does not imply though that any other message, which is not impacted by the introduction of Duty Paid B2B as such, but only associated with rule 'R030' will be included in this publication.
For clarity purposes, ‘update markers’ along with corresponding ‘update descriptions’ have been used to indicate the actual updates in the BPMs and/or related artefacts. Green markers are added to any ‘additions’ (e.g. new rule added), yellow markers are added to any ‘updates/changes’ (e.g. existing task modified), while red markers are added to any deletions (e.g. deletion of a data item). The ‘update markers’ are added by the modeller when a specific update/change should be highlighted and/or traced. This approach has been followed for any model/artefact/object that is updated by the introduction of the Duty Paid B2B business domain (e.g. update of a task's name or renaming of a data group/item, addition of a data group etc.)
It shall be highlighted that the updates modelled in the aforementioned publication will be consolidated to the existing ‘EMCS’ directories in ARIS, leading to a single directory for both Duty Suspension and Duty Paid B2B BPMs and artefacts. This will be performed as part of the delivery of the complete EMCS Phase 4 Common Specifications package. 
Moreover, the below updates related to the draft Duty Paid B2B will be also  included in the publication of the EMCS Phase 4 Common Specifications:
1. Rule ‘R030’ will be updated by adding a clarification regarding ‘Field 4’ of the ARC structure, stating that the introduced logic is applicable for ARCs generated after 01/01/2023. Any ARCs generated before 01/01/2023, are associated with a Duty Suspension movement, regardless of the alphanumeric character specified in ‘Field 4’ of the ARC;
1. In ‘TC Reminder Message Type’, the description of value ‘3’ will be updated to ‘Reminder message at expiry of time to give destination information (Article 22 of Directive 2020/262)’. This is also applicable for rule ‘R262’;
1. The corresponding text in the description of rule ‘R265’ will be updated to ‘2 = Allowed to leave empty the destination fields according to Article 22 of Directive 2020/262’;
1. A clarification will be added in the description of rules R258-R263, stating that the distinction between Duty Paid B2B and Duty Suspension movements should be derived from the ARC structure;
1. The typo in the description of rule ‘R261’ will be updated, by changing ‘Origin Type Codes’ to ‘Submission Type Codes’;
1. The typo in the description of process L4-ACO-01-17 will be updated, i.e. ‘...a control officer decides to submit a complementary Control Report’;
1. The description of ‘S600’ in rule ‘R263’ will be updated to ‘Completely denatured alcohol, falling within Article 20 of Directive 92/83/EEC, being alcohol which has been denatured and fulfils the conditions to benefit from the exemption provided for in Article 27(1)(a) of that Directive.’;
1. The description of rule ‘R044’ will be updated to include ‘Temporary Certified Consignor’ as an applicable <Operator Type Code> of the referred <TRADER>;
1. The description of process L3-CORE-01-01’ will be updated to indicate the ‘Certified Consignor’ authorisation applicability for Duty Paid B2B movements. Additionally, the legal reference in process ‘L3-CORE-01-06’ will be updated to the recast Council Directive 2020/262.

Note: The ARIS Reports associated to the published ARIS BPMs are available on CIRCABC: https://circabc.europa.eu/ui/group/5d0c005e-c8e5-4193-900b-53c21899fd31/library/115a8b06-ac04-41b4-9194-e8e732988371/details

	Impact assessment
	Specification Documents:
· FESS Excise BPMs (High);
· DDNEA for EMCS Phase 4 (High).

	Effect of not implementing the Change
	If the proposed change is not implemented, then the EMCS functional specifications will not be aligned with the Implementing Acts, Delegated Acts and Implementing Regulations related to Recast Council Directive 2020/262 and Amended Council Regulation 2020/261.

	Risk assessment
	There is no risk associated with the implementation of the present RFC.

	Deployment approach
	The deployment approach is addressed in the downstream DDNEA RFC.

	Reference to other RFCs
	· Parent RFCs: -;
· Children RFCs: DDNEA-P4-299, IE734-xxx;
· Other RFCs: -.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	Recast Directive 2020/262




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #191 on 26/05/2020




	Release information
	Release number
	TBD

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








FESS-265 – Maintenance of FESS-specific artefacts
	RFC Information
	RFC number
	FESS-265

	RFC status
	Accepted

	Reason for Change
	Change of Functionality

	Incidents
	IM372195

	Known Error
	N/A

	Date at which the Change was proposed
	15/04/2020

	Requester
	EMCS CPT




	Change Assessment
	Change priority
	High

	Change Description
	Problem Statement
The agreed approach to be followed for EMCS Phase 4 is that Excise BPMs and related artefacts will replace the existing FESS documentation. However, it has been identified that certain FESS artefacts are not currently mapped to corresponding BPM ones. Therefore, a decision needs to be taken regarding how or if these artefacts should be handled within the Excise BPMs. The artefacts that are examined under this RFC are:
· FESS Appendix E;
· CN codes/EPC correspondence mapping;
· FESS Appendix A;
· FESS Appendix H.

Proposed Solution
As per the analysis provided in the [Problem Statement], a list of existing artefacts has been identified, for which the way of maintaining those from EMCS Phase 4 onwards needs to be clarified.
In relation to FESS ‘Appendix E’:
The details included in FESS’s ‘Appendix E’ cannot be considered as strictly non-functional requirements (e.g. Access Rights). This appendix basically maps each process/use case to a corresponding role, while this is already covered in the existing BPMs, where each applicable actor is modelled in a separate lane/pool by design. Based on the above, FESS 'Appendix E' will be phased out, since the details included in this appendix are already defined in the existing BPMs with the use of the corresponding lanes/pools as actors.

In relation to the CN Codes/EPC correspondence mapping:
This mapping is currently included in FESS’s Appendix B, where all business codelists are consolidated, and is also included in the disseminated IE734. Essentially, the provided mapping, even though it is used by the Member States, cannot be considered strictly as codelist (e.g. not used in any message). Instead, this mapping is providing additional information to the Member States in relation to the mapping of the applicable CN codes to each applicable Excise Product Code as derived from the corresponding Excise Product Codes’ description.
From EMCS Phase 4.0 onwards and based on the transition to the Excise BPMs and artefacts, the CN Codes/EPC correspondence mapping will be maintained outside of ARIS, as a stand-alone document. However, this stand-alone document will be part of the supporting documentation delivered along with any Excise publication, such as ARIS BPM Reports.

In relation to FESS ‘Appendix A’:
FESS’s ‘Appendix A’ lists the availability and performance requirements for the corresponding EMCS processes. These non-functional requirements will be modelled in ARIS in alignment with the EU Customs BPM methodology.
 Regarding the ‘availability’ non-functional requirements, the following will be modelled:
· In the existing requirement maps for CORE, ACO, RADM, RADM, and CS/MISE, a structural element ‘Availability Requirements’ will be added under ‘Non-Functional Requirements’;
· A new requirement tree for ‘Availability Requirements’ will be created, including one non-functional requirement for each of the existing classes with the corresponding details (i.e. Permanent Availability, High Availability, General Availability, Office Availability, Scheduled Availability, Disconnected Availability);
· The existing requirement trees of all applicable processes will be updated by adding the corresponding non-functional requirements, from the list of non-functional requirements described above. Indicatively, in the ‘Submit Report of Receipt/Export’ requirement tree, the ‘General’ Availability’ non-functional requirement will be added.
Regarding the ‘performance’ non-functional requirements, the following will be modelled:
· In the existing requirement maps for CORE, ACO, RADM, RADM, and CS/MISE, a structural element ‘Performance Requirements’ will be added under ‘Non-Functional Requirements’;
· A new requirement tree for ‘Availability Requirements’ will be created, including one non-functional requirement for each class of response time and place combination with the corresponding details (e.g. Interactive (for Place ‘Consignor’));
· The existing requirement trees of all applicable processes will be updated by adding the corresponding non-functional requirements from the list of non-functional requirements described above. Indicatively, in the ‘Submit Report of Receipt/Export’ requirement tree, the ‘Interactive (for place ‘Consignee’)’, ‘Asynchronous (for place ‘Any MSA’)’ and ‘Asynchronous (for place ‘Consignor’)’ non-functional requirements will be added.

In relation to FESS ‘Appendix H’:
FESS’s ‘Appendix H’ lists the applicable timers used in EMCS. It shall be highlighted that the timers are already part of the Excise BPMs and artefacts, as these are included in the corresponding BPMs. However, for clarity purposes, the following updates will be performed in the Excise BPMs:
· The description of task ‘Start Timer TIM_EAD’ will be extended with the following details: “TIM_EAD is a Timer associated with the life cycle of each submitted e-AD. Its Expiry Date is Date of dispatch + journey time and cannot exceed three months (Note: The period of three months corresponds to a maximum of 9245 days.)”;
· The description of task ‘Start Timer TIM_FDF’ will be extended with the following details: “TIM_FDF is a timer associated with the filling in of destination fields (Article 22(1) of Directive 2008/118/EC2020/262). Its Expiry Date is Date of dispatch + national parameter and cannot be more than the expiry date of TIM_EAD.”;
· The description of task ‘Start Timer TIM_CHS’ will be extended with the following details: “TIM_FDF is a timer associated with the submission of a change of destination or of a splitting when the delivery is refused or the consignment is rejected. Its Expiry Date is Date of refusal/rejection + national parameter limited by a common system parameter”;
· The description of the task ‘Initiate Timer TIM_ACO’ will be extended with the following details: “TIM_ACO is a timer associated with the results of an administrative cooperation request. Its Expiry Date is given by the sender, limited by a common system parameter”;
· The description of the task ‘Initiate Timer TIM_HIS’ will be extended with the following details: “TIM_HIS is a timer associated with the results of a history request. Its Expiry Date is given by the sender, limited by a common system parameter”;
· The description of the task ‘Initiate Timer TIM_MVS’ will be extended with the following details: “TIM_MVS is a timer associated with the results of a movement verification request. Its Expiry Date is given by the sender, limited by a common system parameter”.

	Impact assessment
	Specification Documents:
· FESS Excise BPMs (Low);
· DDNEA for EMCS Phase 4 (None).

	Effect of not implementing the Change
	If the proposed change is not implemented, then the aforementioned FESS artefacts will not be maintained from EMCS Phase 4 onwards and the transition from FESS documentation to the Excise BPMs.

	Risk assessment
	There is no risk associated with the implementation of the present RFC.

	Deployment approach
	N/A

	Reference to other RFCs
	There is no reference to any other RFCs.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #191 on 26/05/2020




	Release information
	Release number
	TBD

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A






FESS-266 – Removal of technical messages from BPMs
	RFC Information
	RFC number
	FESS-266

	RFC status
	Accepted

	Reason for Change
	Change of Functionality

	Incidents
	IM377459

	Known Error
	N/A

	Date at which the Change was proposed
	20/05/2020

	Requester
	EMCS CPT




	Change Assessment
	Change priority
	High

	Change Description
	Problem Statement
It has been identified that technical messages are actually modelled in the Excise BPMs and artefacts. In alignment with FESS’ scope, any such details should not be included in the Excise BPMs, so that the scope of those is aligned with the existing FESS scope.

Proposed Solution
As per the analysis provided in the [Problem Statement], the Excise BPMs will need to be updated as described below:
· The following message allocation diagrams will be removed:
· IE904 STATUS REQUEST (C_STD_REQ); 
· IE905 STATUS RESPONSE (C_STD_RSP);
· IE906 FUNCTIONAL NACK (C_FUN_NCK);
· IE917 NEGATIVE ACKNOWLEDGEMENT OF XML RECEIPT (C_XML_NCK);
· IE934 DATA PACKAGING (C_PAC_DAT).
· The ‘Perform Syntactic validation of Common Domain message’ Function Allocation Diagram (FAD) will be updated by removing the data objects for ‘IE904’, ‘IE905’ and ‘IE934’;
· The ‘Perform Coordination Protocol validation of Common Domain message’ Function Allocation Diagram (FAD) will be updated by removing the data objects for ‘IE904’, ‘IE905’ and ‘IE934’;
· The existing process ‘L4-CORE-01-05-Handle validation Results of Common Domain message’ will still include a reference to the IE906 and IE917 messages, but it will be highlighted that it is only a reference for clarity purposes, while the details of such messages are described in the DDNEA documentation.

	Impact assessment
	Specification Documents:
· FESS Excise BPMs (High);
· DDNEA for EMCS Phase 4 (None).

	Effect of not implementing the Change
	If the proposed change is not implemented, then the scope of FESS will keep including the detailed data model of technical messages, such as IE904, IE905, IE906, IE917, and IE934. Instead, these messages should be detailed in the corresponding DDNEA sections.

	Risk assessment
	There is no risk associated with the implementation of the present RFC.

	Deployment approach
	N/A

	Reference to other RFCs
	There is no reference to any other RFCs.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #191 on 26/05/2020




	Release information
	Release number
	TBD

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








FESS-267 – Remove references to FESS appendices
	RFC Information
	RFC number
	FESS-267

	RFC status
	Accepted

	Reason for Change
	Change of Functionality

	Incidents
	IM373790

	Known Error
	N/A

	Date at which the Change was proposed
	28/04/2020

	Requester
	EMCS CPT




	Change Assessment
	Change priority
	High

	Change Description
	Problem Statement
The agreed approach to be followed from EMCS Phase 4 onwards is that Excise BPMs and related artefacts will replace the existing FESS documentation. The current version of the Excise BPMs includes references to specific FESS appendices, which will not be further maintained from EMCS Phase 4 onward. Therefore, any such references must be replaced accordingly.

Proposed Solution
As per the analysis provided in the [Problem Statement], a list of references to FESS appendices has been identified, which will need to be replaced accordingly. In detail, the list of updates which shall be performed are detailed in the attached Annex. It shall be clarified that the list included in the annex aims to be exhaustive. However, in any case, any reference to FESS appendices in the BPMs will have to be adjusted accordingly.

	Impact assessment
	Specification Documents:
· FESS Excise BPMs (Low);
· DDNEA for EMCS Phase 4 (Low).

	Effect of not implementing the Change
	If the proposed change is not implemented, then the aforementioned reference to obsolete FESS artefacts will be maintained and the Excise BPMs will include erroneous references.

	Risk assessment
	There is no risk associated with the implementation of the present RFC.

	Deployment approach
	N/A

	Reference to other RFCs
	· Parent RFCs: -;
· Children RFCs: DDNEA-P4-300;
· Other RFCs: -.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #191 on 26/05/2020




	Release information
	Release number
	TBD

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








FESS-268 – Deprecation of the IE820 message
	RFC Information
	RFC number
	FESS-268

	RFC status
	Accepted

	Reason for Change
	Change of Functionality

	Incidents
	IM375589

	Known Error
	N/A

	Date at which the Change was proposed
	08/05/2020

	Requester
	EMCS CPT




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
Due to the low usage volume of the IE820 message in the EMCS production environment (i.e. 1 IE820 exchanged over the common domain in year 2019), it has been decided that the IE820 message should actually be phased out from EMCS.
The necessary actions need to be taken at the Common Specifications so that the IE820 message is correctly deprecated.

Proposed Solution
As per the analysis provided in the [Problem Statement], the following updates are required in order to phase-out the IE820 message:
· In the ‘L4-ACO-00-00-Administrative Cooperation’ BPM, the call-activity ‘Request for History Information (Request)’ and the corresponding flow will be removed;
· The ‘L4-ACO-01-05-Request for history information (Request)’ BPM will be removed; 
· The ‘L4-ACO-01-06-History-Deadline for results’ BPM will be removed;
· The ‘L4-ACO-01-07-Request for history information (Results)’ BPM will be removed;
· The ‘IE820 history results C_HIM_RES’ message allocation diagram will be removed from the ‘Excise Business Processes’ directory;
· The technical term ‘HISTORY REQUEST’ (i.e. data group) will be removed from the ‘IE721 administrative cooperation common request C_COO_SUB‘ message allocation diagram, including all the included technical terms (i.e. data items);
· Conditions ‘C035’ and ‘C056’ will be removed;
· Rule ‘R090’ will be removed;
· The codelist value ‘Request for History’ from codelist ‘TC ACO Request Type’ will be renamed to ‘reserved’;
· The codelist value ‘History Answer Message’ from codelist ‘TC Answer Message Type’ will be renamed to ‘reserved’;
· The codelist value ‘History Results Reminder Message’ from codelist ‘TC ACO Reminder Message Type’ will be renamed to ‘reserved’.

	Impact assessment
	Specification Documents:
· FESS Excise BPMs (Medium);
· DDNEA for EMCS Phase 4 (Medium).

	Effect of not implementing the Change
	If the proposed change is not implemented, then FESS will not be aligned with the phase-out of the IE820 message and the impact that this phase-out has in the functional specifications.

	Risk assessment
	There is no risk associated with the implementation of the present RFC.

	Deployment approach
	The deployment approach is addressed in the downstream DDNEA RFC.

	Reference to other RFCs
	· Parent RFCs: -;
· Children RFCs: DDNEA-P4-301;
· Other RFCs: -.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #191 on 26/05/2020




	Release information
	Release number
	TBD

	Release date
	TBD

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








FESS-269 – Handling of Timers for manually closed movements
	RFC Information
	RFC number
	FESS-269

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM377465

	Known Error
	N/A

	Date at which the Change was proposed
	21/05/2020

	Requester
	MSA-NL




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
As part of the new Manual Closure process introduced in EMCS Phase 3.4, it was identified that there are no specific clarifications about the handling of the timers for movements that have been manually closed. 
For completeness purposes and in order to avoid any similar ambiguities in the future, the common specifications will be updated to clarify that once a movement has been manually closed, then any corresponding timers related to the manually closed movement should be stopped (if running already).

Proposed Solution
As per the analysis provided in the [Problem Statement], the Excise BPMs will need to be updated as described below:
· A new subprocess task named ‘Handle Timers associated with a Manually Closed movement’; 
· The newly created subprocess task will be added in the existing ‘L4-ACO-01-30 Manual Closure of a Movement’ process and will follow the existing task ‘Notify Consignor of Manual Closure’;
· A new process diagram named ‘Handle Timers associated with a Manually Closed Movement’ will be created and assigned to the new task mentioned above;
· The newly created process diagram will describe the handling of the applicable timers (i.e. TIM_EAD, TIM_FDF and TIM_CHS) in such processes, using the existing process ‘Handle Timers associated with an Interrupted Movement’ as a baseline (i.e. wording to be adjusted accordingly for the cases of manual closures).

	Impact assessment
	Specification Documents:
· FESS Excise BPMs (Medium);
· DDNEA for EMCS Phase 4 (Low).

	Effect of not implementing the Change
	If the proposed change is not implemented, then the scope of FESS will not clearly specify how timers should be handled in cases of manually closed movements.

	Risk assessment
	There is no risk associated with the implementation of the present RFC.

	Deployment approach
	N/A

	Reference to other RFCs
	· Parent RFCs: -;
· Children RFCs: DDNEA-P4-302;
· Other RFCs: -.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #191 on 26/05/2020




	Release information
	Release number
	TBD

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A





[bookmark: _Hlk44055151]


FESS-270 – SEED compliance with GDPR/Rev2
	RFC Information
	RFC number
	FESS-270

	RFC status
	Accepted

	Reason for Change
	Increase of Functionality

	Incidents
	N/A

	Known Error
	N/A

	Date at which the Change was proposed
	28/05/2020

	Requester
	EMCS CPT




	Change Assessment
	Change priority
	Medium

	Change Description
	Problem Statement
In the current version of SEED, there is no functionality to support a physical deletion of Economic Operators’ data. Any such request from a National Administration could only be supported through the execution of SQL scripts in the database directly. Instead, only a ‘logical’ deletion is provided with the ‘invalidation’ action, which is then disseminated to all Member States (i.e. the ones registered to receive SEED disseminations). 
In order to comply with the GDPR requirements, SEED must be updated in order to allow National Administrations to delete Economic Operators data from SEED under legitimate conditions.

Proposed Solution
As per the analysis provided in the [Problem Statement], FESS will be updated so that a ‘Delete’ operation is introduced for SEED, allowing a National Administration to request the deletion of its economic operators’ data from SEED in a structured manner. The ‘Delete’ operation should be aligned to the principles of the existing SEED operations (i.e. Create/Update/Invalidate). This means that a National Administration would be allowed to submit an IE713 message including ‘delete’ operations for existing SEED records. In alignment with the other existing operations, multiple delete operations may also be included in the same IE713 message, e.g. a delete operation for an ‘Authorised Warehouse Keeper’, together with the corresponding delete operations for its tax warehouses. After the successful processing of the IE713 message and its validation against the defined ‘terms of collaboration’ by central SEED, then this ‘Delete’ operation will be disseminated to other Member States, where as per the existing process, Member States are committed to use the state of information received back from the Common Domain to update their National SEED register. Specifically, for 'Delete' operations, it shall be clarified that all occurrences of the corresponding SEED records should be deleted, including the disseminated IE713 message and the corresponding 'Delete' operations. It shall be noted that no further operations in relation to GDPR on corresponding e-AD/e-SAD(s) are proposed to be executed, e.g. deletion of other attributes of an e-AD/e-SAD. However, it shall be noted that due to the deletion of specific SEED data, it is possible that errors may occur in cases of information exchange over the common domain on any movement the deleted SEED authorisation is used in, due to the fact that SEED authorisations are being checked in common domain messages (e.g.  <Trader Excise Number> in the IE821 message).
In details, the following updates shall be performed:
1. In the ‘L4-RADM-01-01-Maintenance of Registration Data’ BPM, the following clarification will be added in the ‘Description’ attribute:

“It shall be clarified that in cases the received IE713 message includes ‘Delete’ operations, then central SEED will:
Validate delete operation against the applicable IE713 rules and conditions (as per the existing process for Create/Update/Invalidate operations);
Validate that the entities are deleted only by the owner MSA (as per the existing process for Create/Update/Invalidate operations);
Validate that the entities are deleted in alignment to the agreed ‘terms of collaboration’ for deletion of SEED records:
The delete operation is related to an economic operator who is not involved in any movement at all 
or;
The delete operation is related to an economic operator who is not involved in an open movement and;
the activation date of the ‘delete’ operation must be at least five years after the end of the calendar year of the start of any movement (i.e. date and time of validation of the e-AD/e-SAD) the economic operator is involved in.”
2. A new codelist value will be added in ‘TC Modification Type’ with the following details:
· Name: Delete
· Remark/Example: D
3. A new business rule ‘BRxxx’ will be created and associated to the <Operation> data item of the IE713 message with the following details:

BR ID: BRxxx 
  
BR Category: SEED – Registration Data 
  
BR Description: 
It is obligatory that the delete operation must be related to an economic operator who is not involved in any movement or who is not involved in an open movement and that the activation date of the ‘delete’ operation ‘must be at least five years after the end of the calendar year of the start of any movement (i.e. date and time of validation of the e-AD/e-SAD) the economic operator is involved in.
    
FESS Validation Rule: 
• If a ‘delete’ operation is submitted, then this should be related to:
· An economic operator who is not involved in any movement;
OR
· An economic operator not involved to any open movement and;
· An economic operator involved in movements, but the activation date of the deletion is at least five years from the end of the calendar year in which the corresponding movement began (i.e. date and time of validation of the e-AD/e-SAD).
IE: IE713 

Data Item: ACTION.Operation

Optionality: Mandatory 

Comments: N/A

4. Furthermore, as additional constraints to maintain the data integrity of SEED data, the following rules will be created and associated to the <Operation> technical term (i.e. data item) of the IE713 message:
	Rule
	Description

	RXX1
R267
	For ‘delete’ operations of ‘Tax Warehouse’ records, the deleted ‘tax warehouse’ must not be linked to an ‘Authorised Warehouse Keeper’.

	RXX2
R268
	For ‘delete’ operations of ‘Authorised Warehouse Keeper’ records, the deleted ‘Authorised Warehouse Keeper’ must not be the sole keeper of a tax warehouse, i.e. the deletion of the ‘Authorised Warehouse Keeper’ must not result to an ‘orphan’ tax warehouse.

	RXX3
R269
	For ‘delete’ operations of ‘Registered Consignors’ or ‘Authorised Warehouse Keepers’, there should be no ‘Temporary Registered Consignees’ associated to the deleted economic operators.
Similarly, for ‘delete’ operations of ‘Certified Consignors’ or ‘Certified Consignees’, there should be no ‘Temporary Certified Consignees’ or ‘Temporary Certified Consignors’ respectively associated to the deleted economic operators.



It shall be noted that potential discrepancies in SEED after records deletion are expected not to have an impact on the core business, because the existence and validity of all authorisations are validated during the e-AD/e-SAD validation.

	Impact assessment
	Specification Documents:
· FESS Excise BPMs (Medium);
· DDNEA for EMCS Phase 4 (Medium).

	Effect of not implementing the Change
	If the proposed change is not implemented, then FESS will not be updated to provide a concrete functionality for deleting Economic Operators’ data and consequently being compliant to the GDPR principles. 

	Risk assessment
	There is no risk associated with the implementation of the present RFC.

	Deployment approach
	The deployment approach is addressed in the downstream DDNEA RFC.

	Reference to other RFCs
	· Parent RFCs: -;
· Children RFCs: DDNEA-P4-305;
· Other RFCs: -.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	Written approval procedure via e-mail on 30/06/2020.




	Release information
	Release number
	TBD

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A










[bookmark: _Toc416096177][bookmark: _Toc466643813]FESS-271 – Inclusion of CN Code ‘15180095’ in EMCS
	RFC Information
	RFC number
	FESS-271

	RFC status
	Accepted

	Reason for Change
	Legislation Alignment

	Incidents
	IM382502

	Known Error
	N/A

	Date at which the Change was proposed
	25/06/2020

	Requester
	MSA-ES




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
It has been identified that CN code ‘15180095’ is not included in the current version of the EMCS common specifications. However, products falling under the CN code ‘15180095’ may be used as heating or motor fuel, which implies that the aforementioned CN code should be included in the EMCS common specifications.
Proposed Solution
As per the analysis in the [Problem Statement] section, the following updates shall be performed in the Excise BPMs:
· A new technical term will be created and added in the ‘CL CN Codes’ matrix model. The newly created technical term will have the following details:
· Reference ID: BC37
· Name: Inedible mixtures or preparations of animal or of animal and vegetable fats and oils and their fractions
· Remark/Example: 15180095

· Addition of the below entry in the mapping of “Correspondence CN Codes-Excise Product”:
	Code
	Description

	...
	....

	E200
	15179093

	E200
	15179099

	E200
	15180010

	E200
	15180031

	E200
	15180039

	E200
	15180095

	E300
	27071000

	E300
	27072000

	...
	....




	Impact assessment
	Specification Documents:
· FESS Excise BPMs (Low);
· DDNEA for EMCS Phase 4 (None).

	Effect of not implementing the Change
	The effect of not performing the described updates in FESS will be the exclusion of products falling under the ‘15180095’ CN code, which may actually be used as heating or motor fuel, i.e. applicable for EMCS.

	Risk assessment
	See downstream RFC IE734-043.

	Deployment approach
	The deployment approach is addressed in the downstream IE734 RFC.

	Reference to other RFCs
	· Parent RFCs: -;
· Children RFCs: IE734-043;
· Other RFCs: -.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review 
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	Written approval procedure via e-mail on 01/07/2020.




	Release information
	Release number
	TBD

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








[bookmark: _Toc51332326]DDNEA Change Requests
[bookmark: _Toc16241990]DDNEA-P3-275 – Update the optionality of <Body Record Unique Reference> in Manual Closure messages
	RFC Information
	RFC number
	DDNEA-P3-275

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM319391

	Known Error
	KE19025

	Date at which the Change was proposed
	22/05/2019

	Requester
	MSA-AT




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
The current RFC proposes the necessary updates in order to align DDNEA with the updates described in RFC FESS-247. 
Specifically, it has been identified that the data item <Body Record Unique Reference> in the <(BODY) MANUAL CLOSURE> data group of the IE880 and IE881 messages, should be updated to ‘Required’.
In DDNEA v2.02, the <Body Record Unique Reference> is already marked as ‘Required’ in the IE880 message. Therefore, the change described is only applicable for the IE881 message.
Note: Clarifications on this issue have been provided to NAs through Webinars, as well as through the FAQ document (sec. 4.2.1.1) during the development of EMCS Phase 3.4.

Proposed Solution
Note: The .xsd changes described below will be applied to the Phase 3.4 .xsd files (i.e. v2.02) as a ‘Quick Fix’ approach for the specification issues identified.
As per the analysis in the [Problem Statement] section, the following updates shall be performed in DDNEA:
· APPENDIX D: TECHNICAL MESSAGE STRUCTURE
The optionality of the <Body Record Unique Reference> in the IE881 message should be updated to ‘Required’ as shown below in bold:
---(BODY) MANUAL CLOSURE
Body Record Unique Reference	    R        n..3          	 BR024 
                                                                                             R058
	                                                                                R232

· Appendix C: EMCS CORRELATION TABLES
The existing message element ‘MESSAGE - (MANUAL CLOSURE) BODY.Body Record Unique Reference’ will be updated by setting the optionality to ‘R’ for the IE881 message.

· APPENDIX H: DIRECTORY WITH XML SCHEMAS (XSDS)
The  ie881.xsd file will be updated as highlighted below in red:
From:
  <xs:complexType name="BodyManualClosureType">
    <xs:annotation>
      <xs:documentation>
        <doc:description value="(BODY) MANUAL CLOSURE" />
      </xs:documentation>
    </xs:annotation>
    <xs:sequence>
      <xs:element name="BodyRecordUniqueReference" type="emcs:BodyRecordUniqueReferenceType" minOccurs="0" />
      <xs:element name="IndicatorOfShortageOrExcess" type="tcl:IndicatorOfShortageOrExcess" minOccurs="0" />
      <xs:element name="ObservedShortageOrExcess" type="emcs:ObservedShortageOrExcessType" minOccurs="0" />
      <xs:element name="ExciseProductCode" type="emcs:ExciseProductCodeType" minOccurs="0" />
      <xs:element name="RefusedQuantity" type="emcs:RefusedQuantityType" minOccurs="0" />
      <xs:element name="ComplementaryInformation" type="ie:LSDComplementaryInformationType" minOccurs="0" />
    </xs:sequence>
  </xs:complexType>

To:
  <xs:complexType name="BodyManualClosureType">
    <xs:annotation>
      <xs:documentation>
        <doc:description value="(BODY) MANUAL CLOSURE" />
      </xs:documentation>
    </xs:annotation>
    <xs:sequence>
      <xs:element name="BodyRecordUniqueReference" type="emcs:BodyRecordUniqueReferenceType" />
      <xs:element name="IndicatorOfShortageOrExcess" type="tcl:IndicatorOfShortageOrExcess" minOccurs="0" />
      <xs:element name="ObservedShortageOrExcess" type="emcs:ObservedShortageOrExcessType" minOccurs="0" />
      <xs:element name="ExciseProductCode" type="emcs:ExciseProductCodeType" minOccurs="0" />
      <xs:element name="RefusedQuantity" type="emcs:RefusedQuantityType" minOccurs="0" />
      <xs:element name="ComplementaryInformation" type="ie:LSDComplementaryInformationType" minOccurs="0" />
    </xs:sequence>
  </xs:complexType>

· APPENDIX I: DIRECTORY WITH WEB SERVICE INTERFACE DEFINITIONS (WSDLS)
The changes applicable to the tcl.xsd file in Appendix H are also applicable to Appendix I.

	Impact assessment
	Specification Documents:
· DDNEA for EMCS Phase 3 (Low)
· CTP for EMCS Phase 3 (Low)
· TRP for EMCS Phase (Low)

CDEAs:
· Central SEED v1 application (None)
· CTA (None)
· CS/MISE (None)

NEAs:
· Impact on NEAs (Low)

	Effect of not implementing the Change
	If the proposed change is not implemented, then the DDNEA will be in misalignment with the changes proposed for FESS by FESS-247 RFC.
The fact that the <Body Record Unique Reference> data item is marked as optional could eventually lead a Member State submitting a IE881 message including multiple occurrences of the <(BODY) Manual Closure> data group with no <Body Record Unique Reference> specified. Even though, no syntactic issues are expected, this would lead to a misuse of the message.

	Risk assessment
	This RFC concerns changes at the syntactic level.
More specifically, concerning the .xsd changes, namely the update of the optionality of the <Body Record Unique Reference> to ‘Required’ in the ie881.xsd, it is considered to have no impact on business continuity and can therefore be deployed in a Migration Period. More specifically:
· If the sending application is aligned with the new .xsds with respect to the aforementioned updates while the receiving application is not, the respective messages will be validated successfully by the receiving application. The reason is that the <Body Record Unique Reference> data item was marked as optional; hence no syntactic validation error should occur when the value is actually present in a received IE881 message.
· If the sending application is not aligned with the new .xsds with respect to the aforementioned updates, while the receiving application has already deployed this RFC in production, the messages sent will not be validated successfully by the receiving application. The reason is that the receiving application will expect a value for the <Body Record Unique Reference>, since it is marked as ‘Required’. As a workaround, it is proposed that the sending application includes a ‘Body Record Unique Reference’ value in cases the ‘(BODY) Manual Closure’ data group is used, as each ‘(BODY) Manual Closure’ should map to a corresponding e-AD body.
Note: Considering that the updated ie881.xsd file has already been deployed within EMCS Phase 3.4, there is only a documentation update pending from this RFC. Therefore, this RFC entails no business continuity risk.

	Deployment approach
	The RFC can be deployed in a Migration Period with no business continuity risks

	Reference to other RFCs
	· Parent RFCs: FESS-247
· Children RFCs: -
· Other RFCs: TRP-P3-085




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review 
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #185 on 09/07/2019




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








[bookmark: _Toc16241991]DDNEA-P3-276 – Include entry for ‘IE905’ in TC60 and TC64
	RFC Information
	RFC number
	DDNEA-P3-276

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM321118

	Known Error
	KE19044

	Date at which the Change was proposed
	03/06/2019

	Requester
	MSA-FR




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
In the ‘Download of an e-AD’ scenario, following the reception of an IE904 message, the MSA Dispatch application is expected to respond with a IE905 message and a IE934 message that includes all business messages comprising the movement history.
It was identified that following the implementation of the DDNEA-P3-270 RFC, TC60 and TC64 codelists which are applied on the IE934 and IE905 messages respectively, were updated by replacing the value ‘IE905’ with the new introduced ‘IE880’ and ‘IE881’ messages.
However, in cases where a movement was manually closed in Phase 3.3 (i.e. with an IE905 message), it shall be expected that this message should be included in the corresponding IE905 and IE934 messages. 
This RFC proposes the necessary updates in TC60 and TC64 in order to allow the handling of historical manual closures (i.e. using a IE905 message) in the aforementioned scenario.
Proposed Solution
Note: The .xsd changes described below will be applied to the Phase 3.4 .xsd files (i.e. v2.02) as a ‘Quick Fix’ approach for the specification issues identified.
As per the analysis in the [Problem Statement] section, the following updates shall be performed in DDNEA:
· APPENDIX B: CODELISTS
In the ‘TC64-Requested Message Type’ codelist, the ‘STATUS RESPONSE’ entry (highlighted) will be added with the corresponding clarification, as shown below:
	Code
	Description
	Remarks

	IE801
	E-AD
	

	IE803
	NOTIFICATION OF DIVERTED E-AD
	

	IE807
	INTERRUPTION OF MOVEMENT
	

	IE810
	CANCELLATION OF AN E-AD
	

	IE813
	CHANGE OF DESTINATION
	

	IE818
	ACCEPTED OR (PARTIALLY) REFUSED REPORT OF RECEIPT/EXPORT
	

	IE819
	ALERT OR REJECTION OF AN E-AD
	

	IE829
	NOTIFICATION OF ACCEPTED EXPORT
	

	IE839
	REJECTION OF E-AD FOR EXPORT
	

	IE880
	MANUAL CLOSURE REQUEST
	

	IE881
	MANUAL CLOSURE RESPONSE
	

	IE905
	STATUS RESPONSE
	The IE905 should be included only for historical movements, which were manually closed with a IE905 message.

	None
	NONE
	



In the ‘TC60-Technical Message Type’ codelist, the ‘STATUS RESPONSE’ entry will be added with the corresponding clarification, as shown below:
	Code
	Description
	Remarks

	IE717
	CONTROL REPORT
	

	IE801
	E-AD
	

	IE802
	REMINDER MESSAGE FOR EXCISE MOVEMENT
	

	IE803
	NOTIFICATION OF DIVERTED E-AD
	

	IE807
	INTERRUPTION OF MOVEMENT
	

	IE810
	CANCELLATION OF E-AD
	

	IE813
	CHANGE OF DESTINATION
	

	IE818
	ACCEPTED OR (PARTIALLY) REFUSED REPORT OF RECEIPT/EXPORT
	

	IE819
	ALERT OR REJECTION OF AN E-AD
	

	IE829
	NOTIFICATION OF ACCEPTED EXPORT
	

	IE837
	EXPLANATION ON DELAY FOR DELIVERY
	

	IE839
	REJECTION OF E-AD FOR EXPORT
	

	IE840
	EVENT REPORT
	

	IE871
	EXPLANATION ON REASON FOR SHORTAGE
	

	IE880
	MANUAL CLOSURE REQUEST
	

	IE881
	MANUAL CLOSURE RESPONSE
	

	IE905
	STATUS RESPONSE
	The IE905 should be included only for historical movements, which were manually closed with a IE905 message.



· APPENDIX H: DIRECTORY WITH XML SCHEMAS (XSDS)
The following entries will be added in tcl.xsd file as highlighted below:
Under the ‘Technical Message Type’ codelist:
….
     <xs:enumeration value="IE880">
        <xs:annotation>
          <xs:documentation>MANUAL CLOSURE REQUEST</xs:documentation>
        </xs:annotation>
      </xs:enumeration>
      <xs:enumeration value="IE881">
        <xs:annotation>
          <xs:documentation>MANUAL CLOSURE RESPONSE</xs:documentation>
        </xs:annotation>
      </xs:enumeration>
    <xs:enumeration value="IE905">
        <xs:annotation>
          <xs:documentation>STATUS RESPONSE</xs:documentation>
        </xs:annotation>
      </xs:enumeration>
    </xs:restriction>
  </xs:simpleType>

Under the ‘Requested Message Type’ codelist:
….
     <xs:enumeration value="IE880">
        <xs:annotation>
          <xs:documentation>MANUAL CLOSURE REQUEST</xs:documentation>
        </xs:annotation>
      </xs:enumeration>
      <xs:enumeration value="IE881">
        <xs:annotation>
          <xs:documentation>MANUAL CLOSURE RESPONSE</xs:documentation>
        </xs:annotation>
      </xs:enumeration>
   <xs:enumeration value="IE905">
        <xs:annotation>
          <xs:documentation>STATUS RESPONSE</xs:documentation>
        </xs:annotation>
      </xs:enumeration>
   <xs:enumeration value="None">
        <xs:annotation>
          <xs:documentation>NONE</xs:documentation>
        </xs:annotation>
      </xs:enumeration>
    </xs:restriction>
  </xs:simpleType>

· APPENDIX I: DIRECTORY WITH WEB SERVICE INTERFACE DEFINITIONS (WSDLS)
The changes applicable to the tcl.xsd file in Appendix H are also applicable to Appendix I.

	Impact assessment
	Specification Documents:
· DDNEA for EMCS Phase 3 (Low);
· CTP for EMCS Phase 3 (None);
· TRP for EMCS Phase (Low).

CDEAs:
· Central SEED v1 application (Low);
· CTA (None);
· CS/MISE (None).

NEAs:
· Impact on NEAs (Low).

	Effect of not implementing the Change
	If the proposed change is not implemented, then in cases where a movement was manually closed in Phase 3.3 (i.e. with a IE905 message), it shall not be possible for a Member State to include an entry for the related IE905 in the sent IE934 message, i.e. ‘Download of an e-AD’ scenario.

	Risk assessment
	This RFC concerns updates on the tcl.xsd, in order to add the missing value for ‘IE905 in the technical codelists TC60 and TC64.
This change has no impact on business continuity and can, therefore, be deployed in a Migration Period. More specifically:
· If the sender has already deployed this RFC in production while the receiver has not, the respective IE906 messages may include the value for ‘IE905’; hence they will be not successfully validated by the receiver. To avoid such rejections, it is proposed that such cases are handled by including the value 'IE881' in the <Technical Message Type> data item of the IE934 message, but including the binary version of the relevant IE905 message in the <Message Data> data item.
· If the sender is not aligned with the new .xsds with respect to the aforementioned change when communicating with MSAs that have already deployed this RFC in production, the respective IE905 and IE934 messages will not include the code for ‘IE905’. However, it will be validated successfully by the receiver.
Note: Considering that the updated tcl.xsd file has already been deployed within EMCS Phase 3.4, there are only documentation updates pending from this RFC. Therefore, this RFC entails no business continuity risk.

	Deployment approach
	The RFC can be deployed in a Migration Period with no business continuity risks

	Reference to other RFCs
	· Parent RFCs: -
· Children RFCs: SEED-158
· Other RFCs: TRP-P3-086




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review 
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #185 on 09/07/2019




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A





[bookmark: _Toc16241992]DDNEA-P3-277 – Include the Manual Closure codelists in TC25
	RFC Information
	RFC number
	DDNEA-P3-277

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM325679

	Known Error
	KE19086

	Date at which the Change was proposed
	25/06/2019

	Requester
	EMCS-CPT




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
Member States may use the IE701 message against SEED in order to retrieve the values of a codelist. For this purpose, the data item <Requested List of Codes Code> data item is used, which is linked to ‘TC25’. 
As part of the SEED development activity, it was identified that TC25 is not updated to include the newly added ‘Manual Closure Request Reason’ and ‘Manual Closure Rejection Reason’ codelists.
This RFC proposes the necessary updates in order to update TC25 with the newly added codelists related to Manual Closure.

Proposed Solution
Note: The .xsd changes described below will be applied to the Phase 3.4 .xsd files (i.e. v2.02) as a ‘Quick Fix’ approach for the specification issues identified.
As per the analysis in the [Problem Statement] section, the following updates shall be performed in DDNEA:
· APPENDIX B: CODELISTS
In the ‘TC25-Requested List of Codes (full)’ codelist, the ‘Manual Closure Request Reason’ and ‘Manual Closure Rejection Reason’ entries will be added, as highlighted below:
	Code
	Description
	Remarks

	..
	…
	…

	34
	Administrative cooperation action not possible reasons
	

	35
	(reserved)
	

	36
	Type of document
	

	37
	(reserved)
	

	38
	(reserved)
	

	39
	Manual Closure Request Reasons
	

	40
	Manual Closure Rejection Reasons
	



· APPENDIX H: DIRECTORY WITH XML SCHEMAS (XSDS)
The following entries will be added in tcl.xsd file as highlighted below:
Under the ‘Requested List of Codes (full)’ codelist:
….
   <xs:enumeration value="9">
        <xs:annotation>
          <xs:documentation>Packaging codes</xs:documentation>
        </xs:annotation>
      </xs:enumeration>
  <xs:enumeration value="39">
        <xs:annotation>
          <xs:documentation>Manual Closure Request Reasons</xs:documentation>
        </xs:annotation>
      </xs:enumeration>
  <xs:enumeration value="40">
        <xs:annotation>
          <xs:documentation>Manual Closure Rejection Reasons</xs:documentation>
        </xs:annotation>
      </xs:enumeration>
    </xs:restriction>
  </xs:simpleType>

     
· APPENDIX I: DIRECTORY WITH WEB SERVICE INTERFACE DEFINITIONS (WSDLS)
The changes applicable to the tcl.xsd file in Appendix H are also applicable to Appendix I.

	Impact assessment
	Specification Documents:
· DDNEA for EMCS Phase 3 (Low);
· CTP for EMCS Phase 3 (None);
· TRP for EMCS Phase (Low).

CDEAs:
· Central SEED v1 application (Low);
· CTA (None);
· CS/MISE (None).

NEAs:
· Impact on NEAs (Low).

	Effect of not implementing the Change
	If the proposed change is not implemented, then Member States will not be able to request from central SEED (i.e. via sending a corresponding IE701 message) the values of the newly added Manual Closure codelists (i.e. ‘Manual Closure Request Reason’ and ‘Manual Closure Rejection Reason’).

	Risk assessment
	This RFC concerns updates on the tcl.xsd, in order to add the missing codelists related to Manual Closure in the technical codelist TC25.
This change has no impact on business continuity and can, therefore, be deployed in a Migration Period. More specifically:
· If an MSA has deployed this RFC in production, the IE701.xml  generated will be validated successfully by Central SEED, since the updates introduced by the specific RFC will already be implemented in Central SEED (i.e. at the start of the Migration Period);
· If an MSA has not deployed this RFC in production, the IE701.xml will be able to include a code value related to the Manual Closure codelists, hence it shall not be possible for an MSA to retrieve these codelists from central SEED. However, as an operational workaround solution until the update is performed in the next common specification release, MSAs are advised to use either the IE701 messages requesting to extract/retrieve all the code lists, including the Manual Closure codelists, or to use the Web Interface of CA SEED, in order to retrieve the required code list.
Note: Considering that the updated tcl.xsd file has already been deployed within EMCS Phase 3.4, there are only documentation updates pending from this RFC. Therefore, this RFC entails no business continuity risk.

	Deployment approach
	The RFC can be deployed in a Migration Period with no business continuity risks

	Reference to other RFCs
	· Parent RFCs: -
· Children RFCs: SEED-158
· Other RFCs: TRP-P3-086




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review 
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #185 on 09/07/2019




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








[bookmark: _Toc16241993]DDNEA-P3-278 – Update the format of ‘Supporting Document Type’ to allow TARIC codes inclusion
	RFC Information
	RFC number
	DDNEA-P3-278

	RFC status
	Accepted

	Reason for Change
	Increase of Functionality

	Incidents
	IM327096

	Known Error
	N/A

	Date at which the Change was proposed
	07/08/2019

	Requester
	MSA-DE




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
As described in RFC DDNEA-P3-269, the ‘Type of Document’ business codelist was updated to include TARIC codes having a ‘an..4’ format, which should be included in the <Document Type> data item in the IE815 and IE801 messages.
However, based on the latest communication with MSAs, it has been agreed that the use of TARIC codes should be extended to <Supporting Document Type> in related administrative cooperation messages (IE721, IE722, IE820, IE867, IE880 and IE881). 
Note: Clarifications on this issue have been provided to NAs through Webinars, as well as through the FAQ document (sec. 4.2.1.3) during the development of EMCS Phase 3.4.
Proposed Solution
Note: The .xsd change described below will be applied to the Phase 3.4 .xsd files (i.e. v2.02) as a ‘Quick Fix’ approach for the specification enhancements described.
As per the analysis in the [Problem Statement] section, the following updates shall be performed in DDNEA:
· APPENDIX D: TECHNICAL MESSAGE STRUCTURE
The format of the data item <Supporting Document Type> should be updated from ‘n..2’ to ‘an..4’. 
The aforementioned update is applicable in all instances of the <Supporting Document Type> data item under the <SUPPORTING DOCUMENT> data group. Specifically, the update is applicable to the following messages:
· IE721
· IE722
· IE820
· IE867
· IE880
· IE881
· APPENDIX G: DATA ITEMS
The existing entry for the <Supporting Document Type> data item will be updated as highlighted below:
	Data item
	Format

	…
	….

	Supporting Document Type
	an..4

	…
	….


· APPENDIX C: EMCS CORRELATION TABLES
The following existing entries for the <Supporting Document Type> data item will be updated as highlighted below:
	Message Element
	Data Type

	…
	….

	MESSAGE - (ADMINISTRATIVE COOPERATION) REQUEST - SUPPORTING DOCUMENTS.Supporting Document Type
	an..4

	MESSAGE - C_COO_SUB - (ADMINISTRATIVE COOPERATION) REQUEST - SUPPORTING DOCUMENTS.Supporting Document Type
	an..4

	MESSAGE - C_COO_RES - SUPPORTING DOCUMENTS.Supporting Document Type
	an..4

	MESSAGE - SUPPORTING DOCUMENTS.Supporting Document Type
	an..4

	…
	….


· APPENDIX H: DIRECTORY WITH XML SCHEMAS (XSDS)
In the ‘types.xsd’ file, the pattern for the simple type ‘SupportingDocumentTypeType’ will be updated as shown below:
From:
<!--========================================================--> 
  <!--=== Supporting Document Type ===--> 
  <!--=======================================================--> 
  <xs:simpleType name="SupportingDocumentTypeType"> 
    <xs:annotation> 
      <xs:documentation> 
        <doc:description value="Supporting Document Type" /> 
      </xs:documentation> 
    </xs:annotation> 
    <xs:restriction base="xs:token"> 
      <xs:maxLength value="2" />
      <xs:pattern value="[0-9]{1,2}" />
    </xs:restriction> 
  </xs:simpleType>
  
To:
<!--========================================================--> 
  <!--=== Supporting Document Type ===--> 
  <!--=======================================================--> 
  <xs:simpleType name="SupportingDocumentTypeType"> 
    <xs:annotation> 
      <xs:documentation> 
        <doc:description value="Supporting Document Type" /> 
      </xs:documentation> 
    </xs:annotation> 
    <xs:restriction base="xs:token"> 
      <xs:maxLength value="4" /> 
      <xs:pattern value=".{1,4}" /> 
    </xs:restriction> 
  </xs:simpleType>
· APPENDIX I: DIRECTORY WITH WEB SERVICE INTERFACE DEFINITIONS (WSDLS)
The changes applicable to the ‘types.xsd’ file in Appendix H are also applicable to Appendix I.

	Impact assessment
	Specification Documents:
· DDNEA for EMCS Phase 3 (Low);
· CTP for EMCS Phase 3 (None);
· TRP for EMCS Phase (Low).
CDEAs:
· Central SEED v1 application (None);
· CTA (Low);
· CS/MISE (None).
NEAs:
· Impact on NEAs (Low).

	Effect of not implementing the Change
	If the proposed change is not implemented, then DDNEA will be in misalignment with the changes proposed for FESS by FESS-249 RFC. Therefore, TARIC codes would only be allowed in the IE815 and IE801 messages, but not in the related administrative cooperation messages (IE721, IE722, IE820, IE867, IE880 and IE881). 

	Risk assessment
	This RFC concerns updates on the types.xsd, in order to allow TARIC codes to be included in the <Supporting Document Type> data item.
More specifically, the current RFC proposes the necessary updates in order to update the pattern of the simple type “SupportingDocumentTypeType” in the ‘types.xsd’, in order to allow values of ‘an..4’ format in the corresponding <Supporting Document Type> data item.
The present RFC can be deployed in production in a Migration Period. More specifically:
· If the sender is aligned with the new .xsd with respect to the aforementioned update while the receiver is not, then the messages sent will not be validated successfully by the receiver in cases that they include a value of ‘an..4’ format in the <Supporting Document Type> data item. To avoid such rejections, as a transformation solution, it is proposed that the sending application only uses the existing EMCS-specific document type codes (i.e. having a ‘n..2’ format). From a business perspective, TARIC codes are not expected to be significantly used in the respective ACO messages, therefore the proposed bypass solution does not entail any significant business continuity risks.
· If the sender is not aligned with the new .xsds with respect to the aforementioned change, when communicating with MSAs that have already deployed this RFC in production, the respective messages will be validated successfully by the receiver, since the existing values of ‘n..2’ format should be validated successfully by the receiver.
The changes introduced by the specific RFC, affect also the External Domain, since the messages including the <Supporting Document Type> data item are also exchanged over the ED. Though the implementation of this part of the RFC shall be examined at national level by the MSAs. 
Note: Considering that the updated types.xsd file has already been deployed within EMCS Phase 3.4, there are only documentation updates pending from this RFC. Therefore, this RFC entails no business continuity risk.

	Deployment approach
	The RFC can be deployed in a Migration Period with no business continuity risks.

	Reference to other RFCs
	· Parent RFCs: FESS-249
· Children RFCs: -
· Other RFCs: TRP-P3-090




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review 
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	Written approval procedure via e-mail on 12/08/2019.




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	TBD

	Review results
	TBD








DDNEA-P4-279 – Clarifications regarding the applicability of Temporary Authorisations
	RFC Information
	RFC number
	DDNEA-P4-279

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM244005

	Known Error
	KE18108

	Date at which the Change was proposed
	04/06/2018

	Requester
	MSA-BG




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
The current RFC proposes the necessary updates in order to align DDNEA with the updates introduced in FESS by FESS-251 RFC.
More specifically, the description of ‘R045’ in DDNEA Appendix D needs to be aligned with the corresponding description of the class ‘R045’ in the Excise BPMs (i.e. adding clarification related to temporary authorisations used in a movement that MSAs should check their validity against the declared data of dispatch and maximum journey time).
Proposed Solution
As per the analysis provided in the [Problem Statement], the following updates shall be performed in DDNEA:
· Appendix D: TECHNICAL MESSAGE STRUCTURE.
The following update should be performed in the description of ‘R045’ (highlighted in bold/italics):
	“R045
	The possible values of <Trader Identification> are described in the following table:

[image: ]

…
(4) An existing <Temporary Authorisation Reference> in the list of <TEMPORARY AUTHORISATION> which is valid at the declared date of dispatch + maximum journey time for that mode of transport.
…




	Impact assessment
	Specification Documents:
· DDNEA for EMCS Phase 4 (Low);
· CTP for EMCS Phase 4 (None);
· TRP for EMCS Phase (None).
CDEAs:
· Central SEED v1 application (None);
· CTA (None);
· CS/MISE (None).

NEAs:
· Impact on NEAs (None).

	Effect of not implementing the Change
	If the proposed change is not implemented, then DDNEA will not be aligned with FESS in relation to the description of rule ‘R045’.

	Risk assessment
	This RFC entails no business continuity risk, since it concerns a documentation update related to the description of rule ‘R045’.

	Deployment approach
	The RFC can be deployed in a Migration Period with no business continuity risks.

	Reference to other RFCs
	· Parent RFCs: FESS-251;
· Children RFCs: -;
· Other RFCs: -.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #187 on 15/04/2020




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A










DDNEA-P4-280 – Applicability of ‘C095’ on the IE880 message
	RFC Information
	RFC number
	DDNEA-P4-280

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM319155


	Known Error
	KE19003

	Date at which the Change was proposed
	15/05/19

	Requester
	MSA-DE




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
As per DDNEA Appendix D v2.02, condition ‘C095’ applies to the <Refused Quantity> data item of the IE880 and IE881 messages. However, condition ‘C095’ entails the <Global Conclusion of Receipt> data item, which does not exist in the IE880 message, but only in the IE881 message instead. Therefore, the applicability of condition ‘C095’ in the IE880 message is deemed non-implementable and the common specifications should be updated accordingly.
Note: Clarifications on this issue have been provided to NAs through Webinars, as well as through the FAQ document (sec. 4.2.2.1) during the development of EMCS Phase 3.4.
Proposed Solution
As per the analysis presented in the [Problem Statement] section, the condition ‘C095’ will be removed from the <Refused Quantity> data item in the IE880 message. Due to the removal of condition 'C095', the <Refused Quantity> data item will be updated to ‘O: Optional’.
[image: ]

	Impact assessment
	Specification Documents:
· DDNEA for EMCS Phase 4 (Low);
· CTP for EMCS Phase 4 (Low);
· TRP for EMCS Phase (Low).
CDEAs:
· Central SEED v1 application (None);
· CTA (None);
· CS/MISE (None).
NEAs:
· Impact on NEAs (Low).

	Effect of not implementing the Change
	If the proposed change is not implemented, then condition ‘C095’ would still be applied on the <Global Conclusion of Receipt> data item of the IE880 message, even though it cannot be actually implemented in this message.

	Risk assessment
	This RFC concerns changes at the semantic level, namely the removal of ‘C095’ from the <Global Conclusion of Receipt> data item in the IE880 message. Thus, alike any other semantic validation, the removed condition will be validated only at the sending side of the IE880 message, in alignment with the general EMCS principle of not performing semantic validations at the receiving side over CD. Hence, any such semantic violation related to the removal of the condition by the sender will not trigger any semantic rejection by the receiver.


	Deployment approach
	The RFC can be deployed in a Migration Period with no business continuity risks.


	Reference to other RFCs
	· Parent RFCs: -;
· Children RFCs: CTP-P3-xxx;
· Other RFCs: TRP-P3-xxx.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #187 on 15/04/2020




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








DDNEA-P4-281 – Update description of BR024 and BR025
	RFC Information
	RFC number
	DDNEA-P4-281

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM319001

	Known Error
	N/A

	Date at which the Change was proposed
	14/05/2019

	Requester
	MSA-NL




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
During the development of EMCS Phase 3.4, it was identified that even though the existing business rules ‘BR024’ and ‘BR025’ were correctly applied on the newly introduced IE880 and IE881 messages in the DDNEA, the corresponding descriptions of the aforementioned business rules were not correctly updated in DDNEA Appendix J.
Note: Clarifications on this issue have been provided to NAs through Webinars, as well as through the FAQ document (sec. 4.2.2.2) during the development of EMCS Phase 3.4.

Proposed Solution
As per the analysis provided in the [Problem Statement], the following updates (i.e. as highlighted below) shall be performed in DDNEA Appendix J:
[bookmark: _Toc38989835]BR024
	BR ID
	BR024

	BR Category
	Relation

	BR Description
	It is obligatory that the body record unique reference of each body report of receipt/manual closure that is included in the draft report of receipt/manual closure corresponds to the same excise product code as in the e-AD.

	Source FESS EBP
	UC-206-210

	FESS Validation Rule
	•For each record referring to a body record of the e-AD, the referred sequential number concerns the right product code.

	IE
	· Draft IE818(draft report of receipt);
· IE881 (manual closure response).

	Data Item
	· (BODY) REPORT OF RECEIPT/EXPORT.Body Record Unique Reference;
· (BODY) MANUAL CLOSURE.Body Record Unique Reference. 

	Optionality
	Mandatory

	Comments
	N/A



[bookmark: _Toc38989836]BR025
	BR ID
	BR025

	BR Category
	Relation

	BR Description
	It is obligatory that the sum of the observed shortage and the refused quantity of each body report of receipt/manual closure that is included in the draft report of receipt/manual closure is less or equal to the quantity of the body e-AD with the same body record unique reference that is included in the last e-AD or the refused quantity of the body report of receipt/manual closure with the same body record unique reference that is included in the last, if any, report of receipt/manual closure that indicated partial refusal.

	Source FESS EBP
	UC-206-210

	FESS Validation Rule
	• For each record referring to a body record of the e-AD, the sum of the observed shortage and of the refused quantity does not exceed the current quantity for the e-AD; these current quantities are those refused in the latest partially refused report of receipt/manual closure, if any; if there is no such partially refused report of receipt/manual closure, they are copied from the original e-AD.

	IE
	· Draft IE818(draft report of receipt);
· IE881 (manual closure response).

	Data Item
	· (BODY) REPORT OF RECEIPT/EXPORT.Body Record Unique ReferenceRefused Quantity;
· (BODY) MANUAL CLOSURE.Body Record Unique ReferenceRefused Quantity. 

	Optionality
	Mandatory

	Comments
	N/A




	Impact assessment
	Specification Documents:
· DDNEA for EMCS Phase 3 (Low);
· CTP for EMCS Phase 3 (None);
· TRP for EMCS Phase 3 (None).
CDEAs:
· Central SEED v1 application (None);
· CTA (None);
· CS/MISE (None).
NEAs:
· Impact on NEAs (None).

	Effect of not implementing the Change
	If the proposed change is not implemented, then the DDNEA will be in misalignment with the updates described in the parent RFC ‘FESS-252’.

	Risk assessment
	This RFC entails no business continuity risks, since it concerns documentation updates of the DDNEA document, in relation to the description of business rules ‘BR024’ and ‘BR025’. 

	Deployment approach
	The RFC can be deployed in a Migration Period with no business continuity risks

	Reference to other RFCs
	· Parent RFCs: FESS-252;
· Children RFCs: -;
· Other RFCs: -.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #187on 15/04/2020




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








DDNEA-P4-282 – Documentation update in Manual Closure process description
	RFC Information
	RFC number
	DDNEA-P4-282

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM325106

	Known Error
	KE19072

	Date at which the Change was proposed
	21/06/2019

	Requester
	MSA-BG




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
During the development of Phase 3.4, a misalignment between DDNEA Appendix D and DDNEA main document was identified, in relation to the manual closure request message (i.e. IE880). More specifically, in the DDNEA main document it is stated that ‘the submitting person code’ should be specified in the IE880 message, while in the actual structure of the IE880 message there is no such data item.
Proposed Solution
[bookmark: _Toc1400498]As per the analysis provided in the [Problem Statement], the following documentation update shall be implemented in DDNEA main document. In section ‘IV.I.4.1 Manual Closing is initiated by an Excise Officer of MSA Dispatch’, the corresponding bullet point 'The submitting person code (e.g. Excise Officer)’ should be deleted, from the text, i.e. the actual extract is highlighted below:
The Excise Officer of MSA Dispatch initiates the manual closure process by submitting the corresponding request (IE880: C_MNC_SUB) that includes:
· The ARC of the movement requested to be manually closed;
· The sequence number of the ARC;
· The submitting person code (e.g. Excise Officer);
· The reason for the manual closure request.


	Impact assessment
	Specification Documents:
· CTP for EMCS Phase 4 (None);
· TRP for EMCS Phase 4 (None).
CDEAs:
· Central SEED (None);
· CTA (None);
· CS/MISE (None).
NEAs:
· Impact on NEAs (None).

	Effect of not implementing the Change
	If the proposed change is not implemented, then DDNEA main document and the corresponding message structure of IE880 message will not be aligned. 

	Risk assessment
	This RFC entails no business continuity risks, since it concerns a documentation update in DDNEA main document only.

	Deployment approach
	The RFC can be deployed in a Migration Period with no business continuity risks

	Reference to other RFCs
	There is no reference to any other RFCs.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #187 on 15/04/2020




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








DDNEA-P4-283 – Applicability of ‘R059’ on Sequence Number in the IE819 message
	RFC Information
	RFC number
	DDNEA-P4-283

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM362575

	Known Error
	KE19622

	Date at which the Change was proposed
	
12/02/20


	Requester
	MSA-NL




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
A misalignment between the DDNEA documentation and the corresponding FESS and legislation (i.e. technical annexes) occurs concerning rule ‘R059’ and its applicability on the <Sequence Number> data item in the IE819 message.
In details, it has been identified that the <Sequence Number> data item in the <EXCISE MOVEMENT E-AD> data group of IE819 should not be linked to the rule ‘R059’.
Proposed Solution
As per the analysis provided in the [Problem Statement] and in alignment with corresponding FESS Appendix D message structure, the <Sequence Number> data item in the <EXCISE MOVEMENT E-AD> data group of IE819 should not be linked to the rule ‘R059’, thus the link between ‘R059’ and <Sequence Number> shall be removed. 
The actual extract from DDNEA_APP_D is shown below: 
[image: ]
Additionally, DDNEA Appendix K shall be updated with the removal of the link between R059 and the Sequence Number of the IE819 message as shown below:
[image: ]

	Impact assessment
	Specification Documents:
· CTP for EMCS Phase 4 (None);
· TRP for EMCS Phase 4 (None).

CDEAs:
· Central SEED v1 application (None);
· CTA (None);
· CS/MISE (None).
NEAs:
· Impact on NEAs (Low).

	Effect of not implementing the Change
	If the proposed change is not implemented, then DDNEA will be in misalignment with the legislation and FESS concerning the applicability of rule ‘R059’ in the <Sequence Number> data item of the IE819 message

	Risk assessment
	This RFC concerns changes in the semantic level, namely the removal of rule ‘R059’ from the <Sequence Number> data item in the <EXCISE MOVEMENT E-AD> data group of IE819. This change can be deployed in production in a Migration Period, since alike any other semantic validations, will be validated only at the sending side of the IE819 message (in alignment with the general EMCS principle of not performing semantic validations at the receiving side over the CD). Hence, if the sender is aligned with this update while the receiver is not, no semantic rejection shall be triggered by the receiver.  

	Deployment approach
	This change has no impact on business continuity and can therefore be deployed in production in a Migration Period.

	Reference to other RFCs
	There is no reference to any other RFCs.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review.
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB#187 on 15/04/2020




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








DDNEA-P4-284 – Clarifications on the applicability of rule ‘R251’
	RFC Information
	RFC number
	DDNEA-P4-284

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM359061

	Known Error
	KE19559

	Date at which the Change was proposed
	24/01/2020

	Requester
	MSA-IE




	Change Assessment
	Change priority
	Medium

	Change Description
	Problem Statement
Rule ‘R251’ produces difficulty in the interpretation of DDNEA-P3-252 RFC, allowing zero values in the “Number of Packages” Data Item of the IE801, IE815 and IE825 messages. More specifically there is a conflict concerning if the RFC refers to one Single Body with Multiple Packages or Multiple Bodies wherein all the Packages are accounted for in a Body.
Proposed Solution
The wording of rule ‘R251’ will be updated to clarify that the logic refers to multiple body records and not only to multiple packages within the same body record. The outcome will be to clarify that in case the number of packages is set to ‘0’, then there should exist at least one ‘PACKAGE’ with the same ‘Shipping Marks’ and ‘Number of Packages’ with value greater than ‘0’, on a per <E-AD> data group level rather than per <(BODY) E-AD> level as such:
From: “In case the ‘Number of Packages’ is set to ‘0’, then there should exist at least one ‘PACKAGE’ with the same ‘Shipping Marks’ and ‘Number of Packages’ with value greater than ‘0’.
To: “In case the ‘Number of Packages’ is set to ‘0’, then there should exist at least one PACKAGE (i.e. either within the same <E-AD BODY> or within other <E-AD BODY> occurrences of the same message) with the same ‘Shipping Marks’ and ‘Number of Packages’ with value greater than ‘0’”.

	Impact assessment
	Specification Documents:
· DDNEA for EMCS Phase 4 (Low);
· CTP for EMCS Phase 4 (Low);
· TRP for EMCS Phase (Low).

CDEAs:
· Central SEED v1 application (None);
· CTA (None);
· CS/MISE (None).

NEAs:
· Impact on NEAs (Low).

	Effect of not implementing the Change
	If the proposed change is not implemented, then rule ‘R251’ will continue to produce ambiguity in interpretation, and specifically, the data group level that this rule should be applied on the corresponding messages. 

	Risk assessment
	This RFC concerns changes in the semantic level, namely the update of rule’s ‘R251’ description in order to clarify that the logic refers to multiple body records and not only to multiple packages within the same body record. 
The change implemented can be deployed in production in a Migration Period, since alike any other semantic validations, will be validated only at the sending side of the IE801, IE815 & IE825 messages (in alignment with the general EMCS principle of not performing semantic validations at the receiving side over the CD). Hence, if the sender is aligned with this update while the receiver is not, no semantic rejection shall be triggered by the receiver.

	Deployment approach
	This change has no impact on business continuity and can therefore be deployed in production in a Migration Period.

	Reference to other RFCs
	· Parent RFCs: FESS-253;
· Children RFCs: CTP-P3-xxx;
· Other RFCs: TRP-P3-095.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB#187 on 15/04/2020 




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








DDNEA-P4-289 - Applicability of Degree Plato
	RFC Information
	RFC number
	DDNEA-P4-289

	RFC status
	Accepted

	Reason for Change
	Incompliance with Specification

	Incidents
	IM304543

	Known Error
	KE19410

	Date at which the Change was proposed
	
18/11/19


	Requester
	MSA-DE




	Change Assessment
	Change priority
	Medium

	Change Description
	Problem Statement
The current RFC proposes the necessary updates in order to align the DDNEA for EMCS phase 4 with the current legislation concerning the Degree Plato taxation for beer. According to COMMISSION REGULATION (EC) No 684/2009, the following is regulated in accordance to field 17 h) Degree Plato: “In principle the field is depended and required if the Member State of dispatch and / or the Member State of destination tax beer on the basis of Degree Plato.” 

Proposed Solution
As per the analysis provided in the [Problem Statement], condition ‘C048’ will be updated in order for the <Degree Plato> data item to be dependent on either the MSA of Dispatch or MSA of Destination. More specifically, the following changes shall be performed in DDNEA:
· Appendix D: TECHNICAL MESSAGE STRUCTURE

The following update will be performed in the description of condition ‘C048’ (highlighted in bold/italic):
From:
IF <EXCISE PRODUCT.Degree Plato Applicability> is "Yes"
THEN <Degree Plato> is 'O' (*)
ELSE <Degree Plato> does not apply

where <EXCISE PRODUCT.Degree Plato Applicability> is the indicator (associated to each excise product) retrieved from the list of <EXCISE PRODUCT>.
To:
IF (<EXCISE PRODUCT.Degree Plato Applicability> is "Yes") AND (MS of Dispatch OR MS of Destination tax beer according to the Degree Plato)
THEN <Degree Plato> is 'R'
ELSE <Degree Plato> does not apply
where <EXCISE PRODUCT.Degree Plato Applicability> is the indicator (associated to each excise product) retrieved from the list of <EXCISE PRODUCT>. AND Degree Plato applicability per Member State is retrieved from the list of <Member State-Degree Plato>.)

	Impact assessment
	Specification Documents:
· DDNEA for EMCS Phase 4 (Low);
· CTP for EMCS Phase 4 (Low);
· TRP for EMCS Phase (Low).

CDEAs:
· Central SEED v1 application (None);
· CTA (None);
· CS/MISE (None).

NEAs:
· Impact on NEAs (Low).

	Effect of not implementing the Change
	If the proposed change is not implemented, then DDNEA will not be aligned with the legislation concerning the excise duties on beer products on the basis of Degree Plato. 

	Risk assessment
	This RFC concerns changes in the semantic level, namely, the update of the condition ‘C048’. This update can be deployed in production in a Migration Period, since alike any other semantic validations, will be validated only at the sending side of the IE801 messages in which C048 is applied (in alignment with the general EMCS principle of not performing semantic validations at the receiving side over the CD). Hence, if the sender is aligned with this update while the receiver is not, no semantic rejection (IE906 message) shall be triggered by the receiver.

	Deployment approach
	The RFC can be deployed in a Migration Period with no business continuity risks.

	Reference to other RFCs
	· Parent RFCs: FESS-256;
· Children RFCs: -;
· Other RFCs: TRP-P3-xxx.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #187 on 15/04/2020




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








DDNEA-P4-292 – Updates regarding the use of economic operators in ACO requests
	RFC Information
	RFC number
	DDNEA-P4-292

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM256274

	Known Error
	KE18502

	Date at which the Change was proposed
	30/10/2018

	Requester
	MSA-FR




	Change Assessment
	Change priority
	Low	


	Change Description
	Problem Statement
[bookmark: _Hlk40255367]A misalignment between the legislation and the common specifications concerning the message IE721 (ADMINISTRATIVE COOPERATION COMMON REQUEST) has been identified, as stated in FESS-259 RFC. More specifically, according to the current legislation, each data group <(PERSON) TRADER> may refer to zero or more economic operators registered in the Member State of the requesting authority. However, the IE721, allows a Member State to potentially submit a request that concerns more than one economic operator registered in the requested Member State. 

Proposed Solution
As per the analysis provided in the [Problem Statement] and the corresponding FESS-259 RFC, the following updates will be implemented:
· [bookmark: _Hlk37430186]A new business rule ‘BR042’ will be created in APPENDIX J with the following description:
BR ID: BR042 
  
BR Category: Relation 
  
BR Description: 
An administrative cooperation request may concern zero or more economic operators registered in the Member State of the requesting authority and may not concern more than one economic operator registered in the Member State of the requested authority
  FESS Validation Rule: 
• If Trader Excise Number or VAT Number or Trader Name are used, these should concern one or more economic operators registered in the Member State of the requesting authority and no more than one economic operator registered in the Member State of the requested authority
  
IE: IE721 (administrative cooperation request) 

Data Item: TRADER Person. Trader Excise Number/  TRADER Person. VAT Number/ TRADER Person. Trader Name

Optionality: Mandatory 

Comments: N/A 


· The newly created business rule ‘BR042’ will be added in Appendix D associated with the following data items of the <(PERSON) TRADER> data group in the IE721 message:
[image: ]

	Impact assessment
	Specification Documents:
· DDNEA for EMCS Phase 4 (Low);
· CTP for EMCS Phase 4 (Low);
· TRP for EMCS Phase (Low).

CDEAs:
· Central SEED v1 application (None);
· CTA (None);
· CS/MISE (None).

NEAs:
· Impact on NEAs (Low).

	Effect of not implementing the Change
	If the proposed change is not implemented, the common specifications will not be aligned with the corresponding legislation in relation to administrative cooperation requests.

	Risk assessment
	This RFC concerns changes in the semantic level, namely, the introduction of the business rule BR042. This update can be deployed in production in a Migration Period, since alike any other semantic validations, the corresponding message will be validated only at the sending side of the IE721 message. Hence, if the sender is aligned with this update while the receiver is not, no semantic rejection (IE906 message) shall be triggered by the receiver.

	Deployment approach
	The RFC can be deployed in a Migration Period with no business continuity risks.

	Reference to other RFCs
	· Parent RFCs: FESS-259;
· Children RFCs: CTP-P4-xxx;
· Other RFCs: TRP-P4-xxx.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #190 on 06/05/2020




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A









DDNEA-P4-293 – Update naming and format of the <Gross Weight> and <Net Weight> data items
	RFC Information
	RFC number
	DDNEA-P4-293

	RFC status
	Accepted

	Reason for Change
	Increase of Functionality

	Incidents
	IM278408

	Known Error
	N/A

	Date at which the Change was proposed
	22/11/2018

	Requester
	MSA-LV




	Change Assessment
	Change priority
	Medium

	Change Description
	Problem Statement
The current RFC proposes the necessary updates in order to align DDNEA with the updates introduced in FESS by FESS-260 RFC.
More specifically, the naming and format of the <Gross Weight> and <Net Weight> data items need to be aligned with the corresponding naming and format of the <Gross Weight> and <Net Weight> technical terms in the Excise BPMs.

Proposed Solution
As per the analysis provided in the [Problem Statement], the following updates shall be performed in DDNEA:
· Appendix C: EMCS CORRELATION TABLES.
The following updates should be performed (highlighted in bold/italics):
· The existing message element ‘MESSAGE - OTHER ACCOMPANYING DOCUMENT - GOODS ITEM.Gross Weight’ will be updated:
· by modifying its naming to ‘MESSAGE - OTHER ACCOMPANYING DOCUMENT - GOODS ITEM.Gross Mass’;
· by modifying its data type to ‘n..16,6’. 

· The existing message element ‘MESSAGE - (BODY) E-AD.Gross Weight’ will be updated:
· by modifying its naming to ‘MESSAGE - (BODY) E-AD.Gross Mass’;
· by modifying its data type to ‘n..16,6’. 

· The existing message element ‘MESSAGE - (SPLIT DETAILS) E-AD - (BODY) E-AD.Gross Weight’ will be updated:
· by modifying its naming to ‘MESSAGE - (SPLIT DETAILS) E-AD - (BODY) E-AD.Gross Mass’;
· by modifying its data type to ‘n..16,6’. 

· The existing message element ‘MESSAGE - GOODS ITEM.Gross Weight’ will be updated:
· by modifying its naming to ‘MESSAGE - GOODS ITEM.Gross Mass’;
· by modifying its data type to ‘n..16,6’.

· The existing message element ‘MESSAGE - OTHER ACCOMPANYING DOCUMENT - GOODS ITEM.Net Weight’ will be updated:
· by modifying its naming to ‘MESSAGE - OTHER ACCOMPANYING DOCUMENT - GOODS ITEM.Net Mass’;
· by modifying its data type to ‘n..16,6’.

· The existing message element ‘MESSAGE - (BODY) E-AD.Net Weight’ will be updated:
· by modifying its naming to ‘MESSAGE - (BODY) E-AD.Net Mass’;
· by modifying its data type to ‘n..16,6’.

· The existing message element ‘MESSAGE - (SPLIT DETAILS) E-AD - (BODY) E-AD.Net Weight’ will be updated:
· by modifying its naming to ‘MESSAGE - (SPLIT DETAILS) E-AD - (BODY) E-AD.Net Mass’;
· by modifying its data type to ‘n..16,6’.

· The existing message element ‘MESSAGE - GOODS ITEM.Net Weight’ will be updated:
· by modifying its naming to ‘MESSAGE - GOODS ITEM.Net Mass’;
· by modifying its data type to ‘n..16,6’.

· Appendix D: TECHNICAL MESSAGE STRUCTURE
The following updates should be performed (highlighted in bold/italics):
· The existing data items <Gross Weight> and <Net Weight> will be modified under the data group <GOODS ITEM> in the IE717, IE722, and IE840 messages. Hence, the data group <GOODS ITEM> will be updated as shown below in the corresponding messages: 

IE717 - CONTROL REPORT (C_CCR_DAT)
------GOODS ITEM
	Description of the Goods	O	an..55		
	CN Code	                          D	n8		C201
	                                                                                           R232
	Commercial Description of the Goods	O	an..999		
	Additional code	                          O	an..35		
	Quantity	                          D	n..15,3		C201
	                                                                                           R232
	Unit of Measure Code	             D	n..2	BC52	C201
	Gross Mass	                          O	n..16,6		R219
	                                                                                           R232
	Net Mass	                          O	n..16,6		R219
	                                                                                           R232

IE722 - MOVEMENT VERIFICATION REQUEST (C_MVS_SUB)
------GOODS ITEM
	Description of the Goods	O	an..55		
	CN Code	                          D	n8		C201
	                                                                                           R232
	Commercial Description of the Goods	O	an..999		
	Additional code	                          O	an..35		
	Quantity	                          D	n..15,3		C201
	                                                                                           R232
	Unit of Measure Code	             D	n..2	BC52	C201
	Gross Mass	                          O	n..16,6		R219
	                                                                                           R232
	Net Mass	                          O	n..16,6		R219
	                                                                                           R232

IE840 - EVENT REPORT (C_EVT_DAT)
------GOODS ITEM
	Description of the Goods	O	an..55		
	CN Code	                          D	n8		C201
	                                                                                           R232
	Commercial Description of the Goods	O	an..999		
	Additional code	                          O	an..35		
	Quantity	                          D	n..15,3		C201
	                                                                                           R232
	Unit of Measure Code	             D	n..2	BC52	C201
	Gross Mass	                          O	n..16,6		R219
	                                                                                           R232
	Net Mass	                          O	n..16,6		R219
	                                                                                           R232

· The existing data items <Gross Weight> and <Net Weight> will be modified under the data group <(BODY) E-AD> in the IE801, IE815, and IE825 messages. Hence, the data group <(BODY) E-AD> will be updated as shown below in the corresponding messages: 

IE801 - E-AD (C_EAD_VAL)
---(BODY) E-AD
	Body Record Unique Reference	R	n..3		BR037
	                                                                                           BR040
	                                                                                           R232
	Excise Product Code	             R	an4	BC36	R215
	CN Code	                          R	n8		BR039
	                                                                                           R211
	                                                                                           R232
	Quantity	                          R	n..15,3		R232
	Gross Mass	                          R	n..16,6		R219
	                                                                                           R232
	Net Mass	                          R	n..16,6		BR038
	                                                                                           R219
	                                                                                           R232
	Alcoholic Strength by Volume in Percentage D	n..5,2	C047
	                                                                                           C152
	                                                                                           R237
	Degree Plato	                          D	n..5,2		C048
	                                                                                           C152
	                                                                                           R232
	Fiscal Mark	                          O	an..350		
	Fiscal Mark_LNG	             D	a2	BC12	C002
	Fiscal Mark Used flag	             O	n1	TC27	
	Designation of Origin	             O	an..350		
	Designation of Origin_LNG	D	a2	BC12	C002
	Size of Producer	             O	n..15		R232
	Density	                                       D	n..5,2		C049
	                                                                                           R232
	Commercial Description	             O	an..350		
	Commercial Description_LNG	D	a2	BC12	C002
	Brand Name of Products	O	an..350		
	Brand Name of Products_LNG	D	a2	BC12	C002


IE815 - SUBMITTED DRAFT OF E-AD (N_EAD_SUB)
---(BODY) E-AD
	Body Record Unique Reference	R	n..3		BR037
	                                                                                           BR040
	                                                                                           R232
	Excise Product Code	             R	an4	BC36	R215
	CN Code	                          R	n8		BR039
	                                                                                           R211
	                                                                                           R232
	Quantity	                          R	n..15,3		R232
	Gross Mass	                          R	n..16,6		R219
	                                                                                           R232
	Net Mass	                          R	n..16,6		BR038
	                                                                                           R219
	                                                                                           R232
	Alcoholic Strength by Volume in Percentage D	n..5,2	C047
	                                                                                           C152
	                                                                                           R237
	Degree Plato	                          D	n..5,2		C048
	                                                                                           C152
	                                                                                           R232
	Fiscal Mark	                          O	an..350		
	Fiscal Mark_LNG	             D	a2	BC12	C002
	Fiscal Mark Used flag	             O	n1	TC27	
	Designation of Origin	             O	an..350		
	Designation of Origin_LNG	D	a2	BC12	C002
	Size of Producer	             O	n..15		R232
	Density	                                       D	n..5,2		C049
	                                                                                           R232
	Commercial Description	             O	an..350		
	Commercial Description_LNG	D	a2	BC12	C002
	Brand Name of Products	O	an..350		
	Brand Name of Products_LNG	D	a2	BC12	C002


IE825 - SUBMITTED DRAFT OF SPLITTING OPERATION (E_SPL_SUB)
---(BODY) E-AD
	Body Record Unique Reference	R	n..3		BR037
	                                                                                           BR040
	                                                                                           R232
	Excise Product Code	             R	an4	BC36	R215
	CN Code	                          R	n8		BR039
	                                                                                           R211
	                                                                                           R232
	Quantity	                          R	n..15,3		R232
	Gross Mass	                          R	n..16,6		R219
	                                                                                           R232
	Net Mass	                          R	n..16,6		BR038
	                                                                                           R219
	                                                                                           R232
	Alcoholic Strength by Volume in Percentage D	n..5,2	C047
	                                                                                           C152
	                                                                                           R237
	Degree Plato	                          D	n..5,2		C048
	                                                                                           C152
	                                                                                           R232
	Fiscal Mark	                          O	an..350		
	Fiscal Mark_LNG	             D	a2	BC12	C002
	Fiscal Mark Used flag	             O	n1	TC27	
	Designation of Origin	             O	an..350		
	Designation of Origin_LNG	D	a2	BC12	C002
	Size of Producer	             O	n..15		R232
	Density	                                       D	n..5,2		C049
	                                                                                           R232
	Commercial Description	             O	an..350		
	Commercial Description_LNG	D	a2	BC12	C002
	Brand Name of Products	O	an..350		
	Brand Name of Products_LNG	D	a2	BC12	C002


· The following update should be performed in the description of rule ‘R219’: 
	R219
	The <Gross Mass> must be equal or higher than <Net Mass>



· Appendix E: XML MAPPING
The following entries should be updated (highlighted in bold/italics):
	Data-group or Data-item
	Data Type
	XML-Tag

	MESSAGE - OTHER ACCOMPANYING DOCUMENT - GOODS ITEM.Gross Mass
	n..16,6
	GrossMass

	MESSAGE - OTHER ACCOMPANYING DOCUMENT - GOODS ITEM.Net Mass
	n..16,6
	NetMass

	MESSAGE - (BODY) E-AD.Gross Mass
	n..16,6
	GrossMass

	MESSAGE - (BODY) E-AD.Net Mass
	n..16,6
	NetMass

	MESSAGE - (SPLIT DETAILS) E-AD - (BODY) E-AD.Gross Mass
	n..16,6
	GrossMass

	MESSAGE - (SPLIT DETAILS) E-AD - (BODY) E-AD.Net Mass
	n..16,6
	NetMass

	MESSAGE - GOODS ITEM.Gross Mass
	n..16,6
	GrossMass

	MESSAGE - GOODS ITEM.Net Mass
	n..16,6
	NetMass



· Appendix G: DATA ITEMS
The following entries should be updated (highlighted in bold/italics):
	Data item
	Format

	Gross Mass
	n..16,6

	Net Mass
	n..16,6



· Appendix K: RULES AND CONDITIONS MAPPING
The following entries for ‘R219’ and ‘R232’ should be updated (highlighted in bold/italics):
	C/R
	IE path

	R219
	IE717.MESSAGE - OTHER ACCOMPANYING DOCUMENT - GOODS ITEM.Gross Mass

	R219
	IE717.MESSAGE - OTHER ACCOMPANYING DOCUMENT - GOODS ITEM.Net Mass

	R219
	IE722.MESSAGE - GOODS ITEM.Gross Mass

	R219
	IE722.MESSAGE - GOODS ITEM.Net Mass

	R219
	IE801.MESSAGE - (BODY) E-AD.Gross Mass

	R219
	IE801.MESSAGE - (BODY) E-AD.Net Mass

	R219
	IE815.MESSAGE - (BODY) E-AD.Gross Mass

	R219
	IE815.MESSAGE - (BODY) E-AD.Net Mass

	R219
	IE825.MESSAGE - (SPLIT DETAILS) E-AD - (BODY) E-AD.Gross Mass

	R219
	IE825.MESSAGE - (SPLIT DETAILS) E-AD - (BODY) E-AD.Net Mass

	R219
	IE840.MESSAGE - OTHER ACCOMPANYING DOCUMENT - GOODS ITEM.Gross Mass

	R219
	IE840.MESSAGE - OTHER ACCOMPANYING DOCUMENT - GOODS ITEM.Net Mass

	R232
	IE717.MESSAGE - OTHER ACCOMPANYING DOCUMENT - GOODS ITEM.Gross Mass

	R232
	IE717.MESSAGE - OTHER ACCOMPANYING DOCUMENT - GOODS ITEM.Net Mass

	R232
	IE722.MESSAGE - GOODS ITEM.Gross Mass

	R232
	IE722.MESSAGE - GOODS ITEM.Net Mass

	R232
	IE801.MESSAGE - (BODY) E-AD.Gross Mass

	R232
	IE801.MESSAGE - (BODY) E-AD.Net Mass

	R232
	IE815.MESSAGE - (BODY) E-AD.Gross Mass

	R232
	IE815.MESSAGE - (BODY) E-AD.Net Mass

	R232
	IE825.MESSAGE - (SPLIT DETAILS) E-AD - (BODY) E-AD.Gross Mass

	R232
	IE825.MESSAGE - (SPLIT DETAILS) E-AD - (BODY) E-AD.Net Mass

	R232
	IE840.MESSAGE - OTHER ACCOMPANYING DOCUMENT - GOODS ITEM.Gross Mass

	R232
	IE840.MESSAGE - OTHER ACCOMPANYING DOCUMENT - GOODS ITEM.Net Mass



· Appendix H: DIRECTORY WITH XML SCHEMAS (XSDS)
The following updates should be performed (highlighted in bold/italics):
· The “GrossWeightType” in types.xsd file should be updated as follows:

  <!--===================================================-->
  <!--===                  GrossMassType                   ===-->
  <!--===================================================-->
  <xs:simpleType name="GrossMassType">
    <xs:annotation>
      <xs:documentation>
        <doc:description value="Gross Mass" />
      </xs:documentation>
    </xs:annotation>
    <xs:restriction base="xs:decimal">
      <xs:totalDigits value="16" />
      <xs:fractionDigits value="6" />
      <xs:minExclusive value="0" />
      <xs:pattern value="[1-9]\d{0,15}" />
      <xs:pattern value="([1-9]\d{0,14}|0)\.[0-9]" />
      <xs:pattern value="([1-9]\d{0,13}|0)\.\d[0-9]" />
      <xs:pattern value="([1-9]\d{0,12}|0)\.\.\d[0-9]" />
      <xs:pattern value="([1-9]\d{0,11}|0)\.\.\.\d[0-9]" />
      <xs:pattern value="([1-9]\d{0,10}|0)\.\.\.\.\d[0-9]" />
      <xs:pattern value="([1-9]\d{0,9}|0)\.\.\.\.\.\d[0-9]" />
    </xs:restriction>
  </xs:simpleType>

· The “NetWeightType” in types.xsd file should be updated as follows:

  <!--===================================================-->
  <!--===                   NetMassType                    ===-->
  <!--===================================================-->
  <xs:simpleType name="NetMassType">
    <xs:annotation>
      <xs:documentation>
        <doc:description value="Net Mass" />
      </xs:documentation>
    </xs:annotation>
    <xs:restriction base="xs:decimal">
      <xs:totalDigits value="16" />
      <xs:fractionDigits value="6" />
      <xs:minExclusive value="0" />
      <xs:pattern value="[1-9]\d{0,15}" />
      <xs:pattern value="([1-9]\d{0,14}|0)\.[0-9]" />
      <xs:pattern value="([1-9]\d{0,13}|0)\.\d[0-9]" />
      <xs:pattern value="([1-9]\d{0,12}|0)\.\.\d[0-9]" />
      <xs:pattern value="([1-9]\d{0,11}|0)\.\.\.\d[0-9]" />
      <xs:pattern value="([1-9]\d{0,10}|0)\.\.\.\.\d[0-9]" />
      <xs:pattern value="([1-9]\d{0,9}|0)\.\.\.\.\.\d[0-9]" />
    </xs:restriction>
  </xs:simpleType>


· The “GrossWeight” and “NetWeight” elements in ie717.xsd, ie722.xsd and ie840.xsd files should be updated as follows:
<xs:complexType name="GoodsItemType">
    <xs:annotation>
      <xs:documentation>
        <doc:description value="GOODS ITEM" />
      </xs:documentation>
    </xs:annotation>
    <xs:sequence>
      <xs:element name="DescriptionOfTheGoods" type="emcs:DescriptionOfTheGoodsType" minOccurs="0" />
      <xs:element name="CnCode" type="emcs:CnCodeType" minOccurs="0" />
      <xs:element name="CommercialDescriptionOfTheGoods" type="emcs:CommercialDescriptionOfTheGoodsType" minOccurs="0" />
      <xs:element name="AdditionalCode" type="emcs:AdditionalCodeType" minOccurs="0" />
      <xs:element name="Quantity" type="emcs:QuantityType" minOccurs="0" />
      <xs:element name="UnitOfMeasureCode" type="emcs:UnitOfMeasureCodeType" minOccurs="0" />
      <xs:element name="GrossMass" type="emcs:GrossMassType" minOccurs="0" />
      <xs:element name="NetMass" type="emcs:NetMassType" minOccurs="0" />
    </xs:sequence>
  </xs:complexType>


· The “GrossWeight” and “NetWeight” elements in ie801.xsd, ie815.xsd and ie825.xsd files should be updated as follows:
<xs:complexType name="BodyEadType">
    <xs:annotation>
      <xs:documentation>
        <doc:description value="(BODY) E-AD" />
      </xs:documentation>
    </xs:annotation>
    <xs:sequence>
      <xs:element name="BodyRecordUniqueReference" type="emcs:BodyRecordUniqueReferenceType" />
      <xs:element name="ExciseProductCode" type="emcs:ExciseProductCodeType" />
      <xs:element name="CnCode" type="emcs:CnCodeType" />
      <xs:element name="Quantity" type="emcs:QuantityType" />
      <xs:element name="GrossMass" type="emcs:GrossMassType" />
      <xs:element name="NetMass" type="emcs:NetMassType" />
      <xs:element name="FiscalMark" type="ie:LSDFiscalMarkType" minOccurs="0" />
      <xs:element name="FiscalMarkUsedFlag" type="tcl:Flag" minOccurs="0" />
      <xs:element name="Density" type="emcs:DensityType" minOccurs="0" />
      <xs:element name="CommercialDescription" type="ie:LSDCommercialDescriptionType" minOccurs="0" />
      <xs:element name="BrandNameOfProducts" type="ie:LSDBrandNameOfProductsType" minOccurs="0" />
      <xs:element name="Package" type="ie:PackageType" maxOccurs="99" />
    </xs:sequence>
  </xs:complexType>

· APPENDIX I: DIRECTORY WITH WEB SERVICE INTERFACE DEFINITIONS (WSDLS)
The changes applicable to the types.xsd file in Appendix H are also applicable to Appendix I.

	Impact assessment
	Specification Documents:
· DDNEA for EMCS Phase 4 (Medium);
· CTP for EMCS Phase 4 (Medium);
· TRP for EMCS Phase (Medium).

CDEAs:
· Central SEED v1 application (Low);
· CTA (None);
· CS/MISE (None).

NEAs:
· Impact on NEAs (Medium).

	Effect of not implementing the Change
	If the proposed change is not implemented, then DDNEA will be in misalignment with the changes proposed for FESS by FESS-260 RFC.

	Risk assessment
	This RFC concerns changes at the syntactic level. 
More specifically, it concerns the update of the XML tags and the types.xsd file in relation to the <Gross Mass> and <Net Mass> data items.
It is considered that the aforementioned change has no impact on business continuity and can therefore be deployed in a Migration Period. More specifically:
· If the sender is aligned with the new .xsd files, while the receiver is not, any corresponding message sent will not be validated successfully by the receiver. Therefore, as a transformation solution, it is proposed that the sending application replaces any occurrence of the <GrossMass> and <NetMass> XML tags with the <GrossWeight> and <NetWeight> XML tags respectively. Additionally, the sending side should be advised to only specify values which are compatible with the old format of <Gross Weight> and <Net Weight>, i.e. having a format of ‘n..15,2’;

· In the same way, if the sender is not aligned with the new .xsd files when communicating with MSAs that have already deployed this RFC in production, the messages sent will not be validated successfully by the receiver. To avoid such rejections, it is proposed that the receiving application replaces any occurrence of the <GrossWeight> and <NetWeight> XML tags with the <GrossMass> and <NetMass> XML tags respectively in the received messages. In relation to the updated format, any values specified in the respective data items according to the previous format (i.e. n..15,2) should also be compatible with the updated format (i.e. n..16,6), so no further transformation actions are suggested in this case.
 
The changes introduced by the specific RFC, affect also the External Domain since the IE801, IE815, and IE825 messages are also exchanged over the ED. Therefore, the implementation of this part of the RFC shall be examined at a national level by the MSAs.

	Deployment approach
	The RFC can be deployed in a Migration Period with no business continuity risk.

	Reference to other RFCs
	· Parent RFCs: FESS-260;
· Children RFCs: SEED-xxx, CTP-P4-xxx;
· Other RFCs: TRP-P4-xxx.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #190 on 06/05/2020




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








DDNEA-P4-294 – Clarifications regarding the expected Quantity for e-ADs created after the rejection of consignments
	RFC Information
	RFC number
	DDNEA-P4-294

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM295317

	Known Error
	KE19826

	Date at which the Change was proposed
	04/03/2019


	Requester
	MSA-DE




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
As stated in the corresponding FESS-261 RFC, in cases of change of destination triggered from rejected quantities of an e-AD (e.g. from the submission of an IE818 message with rejected quantities), then the consignor is expected to change the destination for the part of the consignment that has been refused, thus, the newly generated e-ADs should be related to the part of the consignment that had been initially rejected. However, concerning the new IE801 message that will be created, there is no specific rule stating the relationship between the quantities on such e-ADs, creating possible ambiguities in the process.  

Proposed Solution
As per the analysis provided in the [Problem Statement], the following business rule ‘BR043’ will be created and added in APPENDIX J of DDNEA, in order to clarify the relationship between the refused quantity of the original e-AD and the quantity that has to be specified in the new IE801 message:
· BR ID: BR043.
  
BR ID: BR043 
  
BR Category: Relation 
  
BR Description: 
It is obligatory for an e-AD created as a result of a change of destination triggered from a rejected consignment (i.e. from the submission of an IE818 message with rejected quantities), then the quantity of excise goods included in the new e-AD is equal to the refused quantity of the original consignment.
    
FESS Validation Rule: 
• If a new e-AD is created for as a result of a rejected consignment, then the quantity included in the e-AD should be equal to the rejected quantity in the original consignment.  
  
IE: IE801 (e-AD) 

Data Item: E-AD Body.Quantity

Optionality: Mandatory 

Comments: N/A 

· The newly created business rule ‘BR043’ will be added to Appendix D, associated to the <Quantity> data item of the <(BODY) e-AD> data group of the IE801 message, as shown below:

[image: ]

	Impact assessment
	Specification Documents:
· DDNEA for EMCS Phase 4 (Low);
· CTP for EMCS Phase 4 (Low);
· TRP for EMCS Phase (Low).

CDEAs:
· Central SEED v1 application (None);
· CTA (None);
· CS/MISE (None).

NEAs:
· Impact on NEAs (Low).

	Effect of not implementing the Change
	If the proposed change is not implemented, ambiguities in the common specifications will remain, in relation to the actual quantity that should be included in new e-ADs, created as a result of a rejected consignment.

	Risk assessment
	This RFC concerns changes in the semantic level, namely, the introduction of the business rule BR043. The update can be deployed in production in a Migration Period, since alike any other semantic validations, the corresponding message will be validated only at the sending side of the IE801 message. Hence, if the sender is aligned with this update while the receiver is not, no semantic rejection (IE906 message) shall be triggered by the receiver.

	Deployment approach
	The RFC can be deployed in a Migration Period with no business continuity risks.


	Reference to other RFCs
	· Parent RFCs: FESS-261;
· Children RFCs: CTP-P4-xxx;
· Other RFCs: TRP-P4-xxx.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #190 on 06/05/2020




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A






DDNEA-P4-295 – Clarifications regarding the Explanation on Delay for Delivery process
	RFC Information
	RFC number
	DDNEA-P4-295

	RFC status
	Accepted

	Reason for Change
	Specifications Defect

	Incidents
	IM355632

	Known Error
	KE19827

	Date at which the Change was proposed
	01/04/2020

	Requester
	MSA-DE




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
As described in the corresponding FESS-262 RFC, there is an ambiguity concerning the generation of the IE837 message. More specifically, the scenario states that the IE837 message should be sent after the TIM_EAD' timer has expired and the consequent IE802 message has been transmitted.
However, as raised by the Member States, there is a potentially valid use case, where exceptionally the IE837 message could be proactively sent in advance (i.e. before the sending of the IE802 message), to notify the Member State of Dispatch of an expected delay in the submission of the Report of Receipt (e.g. in case of public holidays, strikes, etc.)
Additionally, currently, there is no technical limitation in place, in order to forbid a Member State not to send an IE837 message before the IE802 message has been transmitted.

Proposed Solution
As per the analysis provided in the [Problem Statement], a documentation update in section “III.I.7.2 Submission of explanations on delay for delivery” will be implemented (in bold and italics written below) in order to specify that the IE837 message could be exceptionally sent before the IE802 message:
[image: ]

	Impact assessment
	Specification Documents:
· DDNEA for EMCS Phase 4 (Low);
· CTP for EMCS Phase 4 (Low);
· TRP for EMCS Phase (Low).

CDEAs:
· Central SEED v1 application (None);
· CTA (None);
· CS/MISE (None).

NEAs:
· Impact on NEAs (Low).

	Effect of not implementing the Change
	If the proposed change is not implemented, ambiguities in relation to whether the IE837 message could be exceptionally sent before the IE802 message will remain.

	Risk assessment
	This RFC concerns changes in the documentation, thus, no risk of rejection for any message concerned will occur. 

	Deployment approach
	The RFC can be deployed in a Migration Period with no business continuity risks.

	Reference to other RFCs
	· Parent RFCs: FESS-262;
· Children RFCs: CTP-P4-xxx;
· Other RFCs: CTP-P4-xxx.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #190 on 06/05/2020




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








DDNEA-P4-296 – Update of legal references
	RFC Information
	RFC number
	DDNEA-P4-296

	RFC status
	Accepted

	Reason for Change
	Incompliance with Specifications

	Incidents
	IM370221

	Known Error
	KE19828

	Date at which the Change was proposed
	02/04/20

	Requester
	EMCS CPT




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
A recast horizontal Council Directive (EU) 2020/262 was introduced, which creates the need to update all corresponding legal references included in the DDNEA document.

Proposed Solution
It shall be clarified that any legal references to Directive 2008/118/EC, will be updated to the recast Directive 2020/262. This is applicable to the DDNEA main document and all appendices.
More specifically, all references of the DDNEA document to Council Directive 2008/118/EC will be updated to the corresponding references of recast Council Directive 2020/262 of 19 December 2019 as follows: 
· III.I.1.1.2 Origin is tax warehouse and the destination is unknown

From: 
According to this scenario, the Consignor submits a draft e-AD (IE815: N_EAD_SUB) to the MSA dispatch application. The origin of the movement is a tax warehouse and the destination of the movement is unknown in accordance with Article 22 of Directive 2008/118/EC.

To: 
According to this scenario, the Consignor submits a draft e-AD (IE815: N_EAD_SUB) to the MSA dispatch application. The origin of the movement is a tax warehouse and the destination of the movement is unknown in accordance with Article 22 of Directive 2020/262.

· III.I.1.2.3 Origin is import and the destination is unknown

From:
According to this scenario, the Consignor submits a draft e-AD (IE815: N_EAD_SUB) to the MSA dispatch application. The origin of the movement is import and the destination of the movement is unknown in accordance with Article 22 of Directive 2008/118/EC.
To:
According to this scenario, the Consignor submits a draft e-AD (IE815: N_EAD_SUB) to the MSA dispatch application. The origin of the movement is a tax warehouse and the destination of the movement is unknown in accordance with Article 22 of Directive 2020/262.

· III.IV.2.2.2 When MS of Dispatch is different than MS of Export
    Table 16: TIM_FDF functional timer:
From:
	TIM_FDF	

	Started:
	UC-201-230 - Start Follow up
In case an e-AD has been accepted and the destination fields have been left empty according to Article 22 of Directive 2008/118/EC, the TIM_FDF timer is initiated by the MSA dispatch application to expire at the limit date for filling in the destination fields.

	Stopped:
	UC-205-230 - Start follow up
After the change of destination and if the concerned e-AD has been accepted without destination details (Article 22 of Directive 2008/118/EC), the MSA dispatch application stops the TIM_FDF timer, since the destination has been specified.



To:
	TIM_FDF

	Started:
	UC-201-230 - Start Follow up
In case an e-AD has been accepted and the destination fields have been left empty according to Article of 22 of Directive 2020/262EC., the TIM_FDF timer is initiated by the MSA dispatch application to expire at the limit date for filling in the destination fields.

	Stopped:
	UC-205-230 - Start follow up
After the change of destination and if the concerned e-AD has been accepted without destination details (Article 22 of Directive 2020/262), the MSA dispatch application stops the TIM_FDF timer, since the destination has been specified.



· V.I.3.1.1. The Role of SEED data.

From:
SEED information includes all items that are described in Article 22 of Council Regulation (EC) No 2073/2004, namely:
•	authorised warehouse keepers (as defined in Directive 2008/118/EC);
•	registered Consignees (as defined in Directive 2008/118/EC);
•	other registered operators that a MSA may allow to provide a movement guarantee in place of the Consignor; they may be considered as "persons who have assumed the obligations within the meaning of Article 18(1) of Directive 2008/118/EC";
•	Temporary authorisations (as defined in Directive 2008/118/EC).
And:
In addition to the above-mentioned information, which is part of the SEED register, it should be mentioned that other relevant information such as specific authorisations (i.e. the allowance to practise direct delivery or to send energy products without identified destination under Article 22 of Directive 2008/118/EC) is contained in the register as well
Last but not least, temporary authorisations granted by a MSA of Destination to a non-registered Consignee (as defined in Directive 2008/118/EC) are also part of the SEED information.

To:
SEED information includes all items that are described in Article 22 of Directive 2020/262 EC, namely:
•	authorised warehouse keepers (Article 22 ofas defined in Directive 2020/262);
•	registered Consignees (as defined in Directive 2020/262 EC);
•	other registered operators that a MSA may allow to provide a movement guarantee in place of the Consignor; they may be considered as "persons who have assumed the obligations within the meaning of Article 17(1) of Directive 2020/262 ";
•	Temporary authorisations (as defined in Directive 2020/262).
And:
In addition to the above-mentioned information, which is part of the SEED register, it should be mentioned that other relevant information such as specific authorisations (i.e. the allowance to practise direct delivery or to send energy products without identified destination under Article 22 of Directive 2020/262 EC) is contained in the register as well
Last but not least, temporary authorisations granted by a MSA of Destination to a non-registered Consignee (as defined in Directive 2020/262 EC) are also part of the SEED information.

Additionally, the DDNEA Appendix B shall be updated as shown below:
· TC29, value 5

From: 
No guarantee is provided according to Article 18.4(b) of 2008/118/EC
To:
No guarantee is provided according to Article 17.5 of Directive 2020/262'

· TC48, value 3

From: 
Reminder message at expiry of time to give destination information (Article 22 of Directive 2008/118/EC)
To:
Reminder message at expiry of time to give destination information (Article 22 of Directive 2020/262)

· TC69, value 2

From: 
Allowed to leave empty the destination fields according to Article 22 of Directive 2008/118/EC
To:
Allowed to leave empty the destination fields according to Article 22 of Directive 2020/262

· TC83, value 4

From: 
Intention to make claim under Article 10 of Council Directive 2008/118/EC
To:
Intention to make claim under Article 9 of Council Directive 2020/262

· TC83, value 5

From: 
Allowable loss detected, in relation to Article 7(4) of Council Directive 2008/118/EC
To:
Allowable loss detected, in relation to Article 6 of Council Directive 2020/262

	Impact assessment
	Specification Documents:
· DDNEA for EMCS Phase 4 (Low);
· CTP for EMCS Phase 4 (None);
· TRP for EMCS Phase (None).

CDEAs:
· Central SEED v1 application (None);
· CTA (None);
· CS/MISE (None).

NEAs:
· Impact on NEAs (Low).

	Effect of not implementing the Change
	If the change is not implemented, the DDNEA document will be incongruent with the Council Directive (EU) 2020/262.

	Risk assessment
	There is no risk associated with the implementation of the present RFC since it concerns a documentation update.

	Deployment approach
	The RFC can be deployed in a Migration Period with no business continuity risks.

	Reference to other RFCs
	· Parent RFCs: FESS-263;
· Children RFCs: -.
· Other RFCs: -.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #190 on 06/05/2020




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A









DDNEA-P4-297 – Removal of ‘TA’ references
	RFC Information
	RFC number
	DDNEA-P4-297

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM309560

	Known Error
	KE19829

	Date at which the Change was proposed
	15/03/19

	Requester
	ITSM3 TES




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
According to DDNEA-P3-231 RFC, documentation updates in DDNEA main document were added due to the parallel maintenance of TA and CTA applications. The current RFC proposes the necessary updates in order to align and amend the DDNEA with the decommission of the “TA” application. 

Proposed Solution
As per the analysis provided in the [Problem Statement], the DDNEA v2.02 will be updated to remove any reference to the ‘TA’ application. More specifically the following changes will be implemented:
· Table I.I.2.3 Acronyms and Abbreviations
[image: ]
· X.I.3 Environment
· Common Domain Testing Environment used to exchange messages for testing purposes on the Common Domain. This environment is used for National Compliance Testing (Mode-1) and Conformance Testing (Mode-2) with the testing application (TA or CTA). This environment is also used for International Testing (Mode-3 and Mode-3+) between two or more countries.
· Footnote:  NETA is a nationally developed application and it should not be confused with the testing application (TA or CTA), which is a centrally developed application. The testing application (TA or CTA) is deployed only centrally and it cannot be deployed at the premises of MSAs
· X.I.3.1 National Gateways
Queues for both TA and CTA are defined for Mode-1 and Mode-2, in order to support the Common Domain Testing activities.

· X.I.3.2.1 Queue Name
In the above table:
“xx” is a value for use by the testing application (TA or CTA) in Common Domain Testing environment defined in the above table.
Queues for both TA and CTA are defined for Mode-1 and Mode-2, in order to support the Common Domain Testing activities.

· Figure 253: Conformance Testing with TA will be removed:
[image: ]
· X.I.5.3.1.6 ccnUserProfileId
· The names of the UserProfileId per queue are defined as shown in Table 6 (for more information regarding queues please refer to Section 0.o From X.I.3 “Environment). For detailed implementation of the UserProfileIds for SEED, TA and CTA, please refer to the corresponding CTODs (Conformance Test Organisation Documents).

· In table 58: List of user profiles the following entries will be removed:
	TA2-NEA-CORE-XML-RCT-QUE.EMCS
	TA-NEA-READ-RCT-PRF.EMCS
	R

	TA2-NEA-CORE-XML-RCT-QUE.EMCS
	TA-NEA-WRITE-RCT-PRF.EMCS
	W

	TA2-CORE1-XML-xx-RCT-QUE.EMCS
	TA-WRITE-RCT-PRF.EMCS
	W

	TA2-CORE2-XML-xx-RCT-QUE.EMCS
	TA-WRITE-RCT-PRF.EMCS
	W

	TA2-CORE3-XML-xx-RCT-QUE.EMCS
	TA-WRITE-RCT-PRF.EMCS
	W

	TA2-NEA-ADMIN-XML-RCT-QUE.EMCS
	TA-NEA-READ-RCT-PRF.EMCS
	R

	TA2-NEA-ADMIN-XML-RCT-QUE.EMCS
	TA-NEA-WRITE-RCT-PRF.EMCS
	W

	TA2-ADMIN1-XML-xx-RCT-QUE.EMCS
	TA-WRITE-RCT-PRF.EMCS
	W

	TA2-ADMIN2-XML-xx-RCT-QUE.EMCS
	TA-WRITE-RCT-PRF.EMCS
	W

	TA2-ADMIN3-XML-xx-RCT-QUE.EMCS
	TA-WRITE-RCT-PRF.EMCS
	W

	TA2-NEA-REPORT-RCT-QUE.EMCS
	TA-NEA-READ-RCT-PRF.EMCS
	R

	TA2-NEA-REPORT-RCT-QUE.EMCS
	TA-NEA-WRITE-RCT-PRF.EMCS
	W

	TA2-REPORT-xx-RCT-QUE.EMCS
	TA-WRITE-RCT-PRF.EMCS
	W

	TA2-NEA-ED-RCT-QUE.EMCS
	TA-NEA-READ-RCT-PRF.EMCS
	R

	TA2-NEA-ED-RCT-QUE.EMCS
	TA-NEA-WRITE-RCT-PRF.EMCS
	W

	TA2-ED-xx-RCT-QUE.EMCS
	TA-WRITE-RCT-PRF.EMCS
	W

	TA2-REPORT-xx-RCT-QUE.EMCS
	TA-WRITE-RCT-PRF.EMCS
	W

	TA2-NEA-ED-RCT-QUE.EMCS
	TA-NEA-READ-RCT-PRF.EMCS
	R

	TA2-NEA-ED-RCT-QUE.EMCS
	TA-NEA-WRITE-RCT-PRF.EMCS
	W

	TA2-ED-xx-RCT-QUE.EMCS
	TA-WRITE-RCT-PRF.EMCS
	W


[bookmark: _Ref264464458][bookmark: _Ref313439226][bookmark: _Toc1401041][bookmark: _Toc42771412][bookmark: _Toc51332338]Table 6: List of user profiles
In the above table “yy” can take the value 01 - 10 to indicate 10 different queues while “xx” is a value for use by testing application (TA or CTA) in Common Domain Testing environment defined in table 54.

	Impact assessment
	Specification Documents:
· DDNEA for EMCS Phase 4 (Low);
· CTP for EMCS Phase 4 (None);
· TRP for EMCS Phase (None).

CDEAs:
· Central SEED v1 application (None);
· CTA (None);
· CS/MISE (None).

NEAs:
· Impact on NEAs (None).

	Effect of not implementing the Change
	If the proposed statement is not implemented, the DDNEA document will be misaligned with the discontinuation of the “TA” tool.

	Risk assessment
	This RFC concerns only documentation updates on the DDNEA document. More specifically, all “TA” references will be removed, with no business continuity risks.

	Deployment approach
	The RFC can be deployed in a Migration Period with no business continuity risks.

	Reference to other RFCs
	· Parent RFCs: -;
· Children RFCs: -;
· Other RFCs: DDNEA-P3-231.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #190 on 06/05/2020




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








DDNEA-P4-298 – Clarifications regarding the structure of the IE917 message
	RFC Information
	RFC number
	DDNEA-P4-298

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM351266

	Known Error
	KE19467

	Date at which the Change was proposed
	05/12/2019

	Requester
	MSA-NL




	Change Assessment
	Change priority
	Medium

	Change Description
	Problem Statement
During the analysis of a CT issue raised by MSA-NL, it was observed that the “VIII.I.3.2.2 Syntactic layer” section of DDNEA v2.02 describes only the case of invalid Administrative Reference Code as a prerequisite for the <HEADER> Data Group not be present in the IE917 message. The existing description should be updated to include also the syntactically invalid Sequence Number as an alternative prerequisite for the removal of the <HEADER> Data Group from IE917.

Proposed Solution
As per the analysis provided in the [Problem Statement], the following updates shall be performed in DDNEA:
· Main document : Section “VIII.I.3.2.2 Syntactic layer”.
The following paragraph will be updated as described below (highlighted in bold/italics): 
“For cases where the received message contains Administrative Reference Code and Sequence Number and the information is syntactically valid (i.e. the XML content can be parsed), then the information should be included in the Negative Acknowledgement (IE917: C_XML_NCK) message to support correlation at the message sender’s side. Therefore, the <HEADER> Data Group should be present. If the received message contains either syntactically invalid Administrative Reference Code or syntactically invalid Sequence Number, the <HEADER> Data Group should not be present.”

	Impact assessment
	Specification Documents:
· DDNEA for EMCS Phase 4 (Low);
· CTP for EMCS Phase 4 (None);
· TRP for EMCS Phase (None).

CDEAs:
· Central SEED v1 application (None);
· CTA (None);
· CS/MISE (None).

NEAs:
· Impact on NEAs (None).

	Effect of not implementing the Change
	If the proposed change is not implemented, then DDNEA will not cover all cases when the <HEADER> Data Group should not be present in the IE917 message.

	Risk assessment
	This RFC entails no business continuity risk since it concerns a documentation update.

	Deployment approach
	The RFC can be deployed in a Migration Period with no business continuity risks.

	Reference to other RFCs
	There is no reference to other RFCs.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #190 on 06/05/2020




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








DDNEA-P4-299 – Computerisation of Duty Paid B2B
	RFC Information
	RFC number
	DDNEA-P4-299

	RFC status
	Accepted

	Reason for Change
	Increase of Functionality

	Incidents
	IM372196

	Known Error
	N/A

	Date at which the Change was proposed
	08/11/2019

	Requester
	EMCS CPT




	Change Assessment
	Change priority
	High

	Change Description
	Problem Statement
The major evolution of EMCS Phase 4 is the computerisation of the Duty Paid Business-to-Business (B2B) procedures. Based on the legal package[footnoteRef:3] that received a political agreement on 8/11/2019 at the Council, this evolution will be handled by the extension of EMCS to cover the movements of excise goods released for consumption and moved intra-EU cross-border for commercial purposes.  [3:  	The politically agreed compromise text is available at https://data.consilium.europa.eu/doc/document/ST-13634-2019-INIT/en/pdf ] 


Proposed Solution
As per the analysis provided in the [Problem Statement], the following updates shall be performed in DDNEA:
· Main Document
Detailed description of the changes in the DDNEA main document are described in the accompanying Annexes, i.e. designated annexes for updates in the ‘Core Business’ (‘Annex 1’), ‘Follow-up and Collaboration’ (‘Annex 2’) and ‘Central Services’ (‘Annex 3’) sections.  
· Appendix B: CODELISTS
· A new value ‘Origin -Duty Paid’ will be added in the existing ‘TC30 – Origin Type Code’, as shown below:
	Code
	Description
	Remarks

	1
	Origin - Tax warehouse
	

	2
	Origin - Import
	

	3
	Origin – Duty Paid
	



· New values will be added in the existing ‘TC32– Destination Type Code’, as shown below:
	Code
	Description
	Remarks

	…
	…
	

	6
	Destination - Export
	

	7
	(reserved)
	

	8
	Unknown destination (consignee unknown)
	

	9
	Destination – Certified Consignee
	

	10
	Destination – Temporary Certified Consignee
	



· New values will be added in the existing ‘TC77 – Changed Destination Type Code’, as shown below:
	Code
	Description
	Remarks

	…
	…
	

	6
	Destination - Export
	

	7
	(reserved)
	

	8
	(reserved)
	

	9
	Destination – Certified Consignee
	

	10
	Destination – Temporary Certified Consignee
	



· Existing values will be updated in the existing ‘TC04 – Common Request Type’, as shown below:
	Code
	Description
	Remarks

	…
	…
	

	5
	Request for re-synchronisation of the register of economic operators
	

	6
	Request for retrieval of a list of e-ADs/e-SADs
	

	7
	Request for SEED statistics
	



· The existing codelist ‘TC48 – Reminder Message Type’ will be updated, as shown below:
	Code
	Description
	Remarks

	1
	Reminder message at expiry of time to change destination
	

	2
	Reminder message at expiry of time to send the report of receipt/export
	

	3
	Reminder message at expiry of time to give destination information (Article 22 of Directive 2008/118/EC2020/262)
	Not applicable for Duty Paid B2B



· New values will be added in the existing ‘TC65 – Operator Type Code’, as shown below:
	Code
	Description
	Remarks

	1
	Authorised warehouse keeper
	

	2
	Registered consignee
	

	3
	Registered consignor
	

	4
	Certified Consignor
	

	5
	Certified Consignee
	



· New value will be added in the existing ‘TC71 – Submission Type’, as shown below:
	Code
	Description
	Remarks

	1
	Standard submission
	

	2
	Submission for export (local clearance)
	

	3
	Submission for Duty Paid B2B
	



· Appendix D: TECHNICAL MESSAGE STRUCTURE
Introduction of <Global Excise Trader Identifier> on the IE713 message
· A new data item <Global Excise Trader Identifier> will be added under the <Trader Authorisation> data group as shown below:
[image: ]


· The existing data group <(CONSIGNOR) TRADER> under the <TEMPORARY AUTHORISATION> data group will be renamed to <(LINKED TO TEMPORARY AUTHORISATION)TRADER)> as shown below:
[image: ]
Renaming of Data Groups/Data Items
The naming of existing data groups and data items will be updated, so that they are applicable for the Duty Paid B2B business domain, as well as the introduction of ‘e-SAD’. The following table outlines the list of the identified updates for each impacted message.
	Type
	IE
	From
	To

	Data Group
	IE701
	E-AD LIST REQUEST
	E-AD/E-SAD LIST REQUEST

	Data Group
	IE717
	EXCISE MOVEMENT E-AD
	EXCISE MOVEMENT

	Data Group
	IE821
	E-AD LIST ITEM
	E-AD/E-SAD LIST ITEM

	Data Group
	IE821
	EXCISE MOVEMVENT E-AD
	EXCISE MOVEMENT

	Data Item
	IE821
	Date and Time of Validation of e-AD
	Date and Time of Validation of e-AD/e-SAD

	Data Group
	IE840
	EXCISE MOVEMVENT E-AD
	EXCISE MOVEMENT

	Data Group
	IE801
	EXCISE MOVEMENT E-AD
	EXCISE MOVEMENT

	Data Group
	IE801
	E-AD
	E-AD/E-SAD

	Data Group
	IE801
	(HEADER) E-AD
	(HEADER) E-AD/E-SAD

	Data Group
	IE801
	(BODY) E-AD
	(BODY) E-AD/E-SAD

	Data Item
	IE801
	Date and Time of Validation of e-AD
	Date and Time of Validation of e-AD/e-SAD

	Data Group
	IE815
	(HEADER) E-AD
	(HEADER) E-AD/E-SAD

	Data Group
	IE815
	(BODY) E-AD
	(BODY) E-AD/E-SAD

	Data Group
	IE815
	E-AD Draft
	E-AD/E-SAD Draft

	Data Group
	IE813
	(UPDATE) E-AD
	(UPDATE) E-AD/E-SAD

	Data Group
	IE802
	EXCISE MOVEMENT E-AD
	EXCISE MOVEMENT

	Data Group
	IE818
	EXCISE MOVEMENT E-AD
	EXCISE MOVEMENT

	Data Group
	IE819
	EXCISE MOVEMENT E-AD
	EXCISE MOVEMENT

	Data Group
	IE819
	ALERT OR REJECTION OF E-AD REASON
	ALERT OR REJECTION OF E-AD/E-SAD REASON

	Data Item
	IE819
	E-AD Rejected Flag
	E-AD/E-SAD Rejected Flag

	Data Item
	IE819
	Alert or Rejection of E-AD Reason Code
	Alert or Rejection of Movement Reason Code

	Data Group
	IE861
	EXCISE MOVEMENT E-AD
	EXCISE MOVEMENT 

	Data Group
	IE871
	EXCISE MOVEMENT E-AD
	EXCISE MOVEMENT



· Appendix D: RULES
The following rules will be updated/created as described below:
	ID
	Description
	IEs

	R030
	The format of <ARC> is defined as per the below structure:[footnoteRef:4] [4:  It shall be highlighted that the updated ARC structure is defined in the updated rule ‘R030’. However, the corresponding pattern defined in ‘types.xsd’ will not be updated, ensuring backwards compatibility at the syntactic level, when validating any old ARCs. Therefore, based on the existing pattern defined in the ‘types.xsd’, field 20 of the ARC structure would still allow any alphanumeric character. However, based on the updated ARC structure defined in ‘R030’, value ‘P’ must be used for Duty Paid B2B movements, while any other alphanumeric value should be used for Duty Suspension movements.] 

 
Field / Content / Field type / Examples
1 / Year / Numeric 2 / "05"
2 / Identifier of the MS where the e-AD/e-SAD was initially submitted / Alphabetic 2 / "ES"
3 / Nationally assigned, unique code / Alphanumeric 15 (digits and capital letters) / "7R19YTE17UIC8J4"
4 / Type of Movement / Alphanumeric 1 / "P"    
5 / Check Digit / Numeric 1 / "9"
 
Field 1 is last two digits of year of formal acceptance of movement.
Field 2 is taken from the list of <MEMBER STATES> 
Field 3 must be filled with a unique identifier per EMCS movement. The way this field is used is under MSAs’ responsibility, but each EMCS movement must have a unique number.
Field 4 gives an identifier for the type of the movement. If <Submission Message Type> is ‘3’, then value ‘P’ must be used (note: the introduced logic is applicable for ARCs generated after 01/01/2023. Any ARCs generated before 01/01/2023, are associated with a Duty Suspension movement, regardless of the alphanumeric character specified in 'Field 4' of the ARC).
Field 5 gives the Check Digit for the whole ARC (see section ‘Design Principles’ of the DDNEA main document), that will help detect an error when keying the ARC.
	Any IE which includes ‘ARC’ as a data item (e.g. IE801, IE818, IE721, IE881, etc.)

	R070
	The <Trader Excise Number> must be unique in the list of <TRADER AUTHORISATION>. 
The <Tax Warehouse Reference> must be unique in the list of <TAX WAREHOUSE>". 
 
The format of <Trader Excise Number> or <Tax Warehouse Reference> is defined as per the below structure:
 
Field / Content / Field type / Examples
1 / Identifier of the MS where the economic operator or tax warehouse is registered / Alphabetic 2 / "PL"
2 / Nationally assigned, unique code / Alphanumeric 11 / "2005764CL78"
 
Field 1 is taken from the list of <MEMBER STATES>.
Field 2 must be filled with a unique identifier for the Excise registered operator (authorised warehouse keeper, registered consignee, registered consignor, certified consignor, and certified consignee) or for the tax warehouse. The way this value is assigned falls under the MSAs’ responsibility, but each Excise registered operator (authorised warehouse keeper, registered consignee, registered consignor, certified consignor, and certified consignee) and each tax warehouse must have a unique number.
	IE713

	R233
	An existing identifier <Trader Excise Number> in the set of <TRADER AUTHORISATION>
The <Operator Type Code> of the referred <TRADER> must be:
- "Authorised warehouse keeper" OR "Registered consignor" for <Temporary Registered Consignee> authorisations OR;
- "Certified Consignor" for <Temporary Certified Consignee> authorisations OR;
- "Certified Consignee" for <Temporary Certified Consignor> authorisations.
 
In addition the Member State of the <TRADER AUTHORISATION> must be different from the Member State the <TEMPORARY AUTHORISATION> is registered for.
	IE713

	R044 
	For TRADER Consignor

An existing identifier <Trader Excise Number> in the set of <TRADER AUTHORISATION>

The <Operator Type Code> of the referred <TRADER> must be:
- "Authorised warehouse keeper"; OR
- "Registered consignor"; OR
- "Certified consignor"; OR
- "Temporary Certified Consignor".

For TRADER Place of dispatch

An existing identifier <Tax Warehouse Reference> (Excise Number in SEED).
	IE801,
IE815,
IE821,
IE871.

	R045
	The possible values of <Trader Identification> are described in the following table:
If Destination Type Code==1 - Destination - Tax warehouse
Then
TRADER CONSIGNEE. Trader Identification -> Excise number (1)
TRADER Place of Delivery.Trader Identification -> Tax Warehouse Reference (Excise Number) (5)
If Destination Type Code==2 - Destination - Registered consignee
Then
TRADER CONSIGNEE. Trader Identification -> Excise number (2)
TRADER Place of Delivery.Trader Identification -> Any identification (*)
If Destination Type Code==3 - Destination - Temporary registered consignee
Then
TRADER CONSIGNEE. Trader Identification ->Temporary authorisation reference (4)
TRADER Place of Delivery.Trader Identification ->Any identification (*)
If Destination Type Code==4 - Destination - Direct delivery
Then
TRADER CONSIGNEE. Trader Identification -> Excise number (3)
TRADER Place of Delivery.Trader Identification -> (Does not apply)
If Destination Type Code==5 - Destination - Exempted consignee
Then
TRADER CONSIGNEE. Trader Identification -> (Does not apply)
TRADER Place of Delivery.Trader Identification -> Any identification (*)
If Destination Type Code==6 - Destination – Export
Then
TRADER CONSIGNEE. Trader Identification -> VAT number (optional)
TRADER Place of Delivery.Trader Identification -> (The data group <TRADER Place of Delivery> does not exist)
 
If Destination Type Code==9 - Destination – Certified Consignee
Then
TRADER CONSIGNEE. Trader Identification -> Excise Number (6)
TRADER Place of Delivery.Trader Identification -> Any identification (*)
 
If Destination Type Code==10 - Destination – Temporary Certified Consignee
Then
TRADER CONSIGNEE. Trader Identification -> Temporary Authorisation Reference (4)
TRADER Place of Delivery.Trader Identification -> Any identification (*)
(1) The operator type of the consignee is "Authorised warehouse keeper". An existing identifier <Trader Excise Number> in the set of <TRADER AUTHORISATION>;
(2) The operator type of the consignee is "Registered consignee". An existing identifier <Trader Excise Number> in the set of <TRADER AUTHORISATION>;
(3) The operator type of the consignee is either "Authorised warehouse keeper" or "Registered consignee" An existing identifier <Trader Excise Number> in the set of <TRADER AUTHORISATION>;
(4) An existing <Temporary Authorisation Reference> in the set of <TEMPORARY AUTHORISATION>;
(5) An existing identifier <Tax Warehouse Reference> in the set of <TAX WAREHOUSE>;
(6) The operator type of the consignee is "Certified consignee". An existing identifier <Trader Excise Number> in the set of <TRADER AUTHORISATION>;
(*) For the place of delivery, "Any identification" means: a VAT number or any other identifier; it is optional.
When the value of the “TRADER CONSIGNEE.Trader Identification” and “TRADER Place of Delivery. Trader Identification” is any of the following: “Excise Number” or “Tax Warehouse Reference” or “Temporary Authorisation Reference”, then the structure of the value should comply with the structure of the “Trader Excise Number/Tax Warehouse Reference”'.
	IE801,
IE813,
IE815,
IE818,
IE819
IE821,
IE871.

	R058
	Refers to <Body Record Unique Reference> of the e-AD/e-SAD Body of the associated e-AD/e-SAD AND
must be unique within the message.
	IE717,
IE818,
IE840.

	R059
	The <Sequence Number> is an automatically generated sequential number, set to 1 at initial submission of the e-AD/e-SAD, and then incremented of 1 upon each change of destination.
	IE801,
IE813,
IE819

	R196
	In case of standard submission (i.e. <Message Type> is "Standard submission"), the possible values of <Destination Type Code> are:
- 1 = Destination - Tax warehouse
- 2 = Destination - Registered consignee
- 3 = Destination - Temporary registered consignee
- 4 = Destination - Direct delivery
- 5 = Destination - Exempted consignee
- 6 = Destination - Export
- 8 = Unknown destination (consignee unknown)
In case of 'Duty Paid' submission (i.e. <Message Type> is "Duty Paid B2B"), the possible values of <Destination Type Code> are:
- 9 = Destination - Certified consignee
- 10 = Destination - Temporary certified consignee

In the particular case of submission for export (local clearance) (i.e. <Message type> is "Submission for export (local clearance)"), the value of <Destination Type Code> must be set to:
- 6 = Destination – Export
	IE815

	R231
	The <Body Record Unique Reference> must be unique within the message and must refer to a <Body Record Unique Reference> of the e-AD/e-SAD Body of the associated e-AD/e-SAD for which shortages or excesses have been declared.
	IE871

	R255
	Provide the latest sequence number of the related e-AD/e-SAD.
	IE818

	R991
R258
	The applicable 'Destination Type Codes' for Duty Suspension movements are:
'1 - Destination-Tax Warehouse'
'2 - Destination-Registered Consignee'
'3 - Destination-Temporary Registered Consignee'
'4 - Destination-Direct Delivery'
'5 - Destination-Exempted Consignee'
'6 - Destination-Export'
'8 - Unknown destination (consignee unknown)'

The applicable 'Destination Type Codes' for Duty Paid B2B movements are:
'9 - Destination-Certified Consignee'
'10 - Destination-Temporary Certified Consignee'
It shall be clarified that the distinction between Duty Paid B2B and Duty Suspension movements should be derived from the ARC structure or based on the <Submission Message Type> in case of IE815, where the ARC is not available.
	IE801

	R992
R259
	The applicable 'Destination Type Codes' for Duty Suspension movements are:
'1 - Destination-Tax Warehouse'
'2 - Destination-Registered Consignee'
'3 - Destination-Temporary Registered Consignee'
'4 - Destination-Direct Delivery'
'6 - Destination-Export'

The applicable 'Destination Type Codes' for Duty Paid B2B movements are:
'9 - Destination-Certified Consignee'
'10 - Destination-Temporary Certified Consignee'
It shall be clarified that the distinction between Duty Paid B2B and Duty Suspension movements should be derived from the ARC structure or based on the <Submission Message Type> in case of IE815, where the ARC is not available.
	IE813

	R993
R260
	The applicable 'Origin Type Codes' for Duty Suspension movements are:
'1 - Origin-Tax Warehouse'
'2 - Origin-Import'

The applicable 'Origin Type Codes' for Duty Paid B2B movements are:
'3 - Origin-Duty Paid'
It shall be clarified that the distinction between Duty Paid B2B and Duty Suspension movements should be derived from the ARC structure or based on the <Submission Message Type> in case of IE815, where the ARC is not available.
	IE815,
IE801

	R994
R261
	The applicable 'Submission Type Codes' for Duty Suspension movements are:
'1 - Standard Submission'
'2 - Submission for export (local clearance)'
The applicable 'OriginSubmission Type Codes' for Duty Paid B2B movements are:
'3 - Submission for Duty Paid B2B'
R994 is applied on IE815, where based on the specified ‘submission message type’ and upon successful validation, the corresponding ARC will be constructed accordingly (as detailed in rule ‘R030’).
It shall be clarified that the distinction between Duty Paid B2B and Duty Suspension movements should be derived from the ARC structure or based on the <Submission Message Type> in case of IE815, where the ARC is not available.
	IE815

	R995
R262
	The applicable 'Reminder Message Type Codes' for Duty Suspension movements are:
'1 - Reminder message at expiry of time to change destination'
'2 - Reminder message at expiry of time to send the report of receipt/export'
'3 - Reminder message at expiry of time to give destination information (Article 22 of Directive 2008/118/EC2020/262)'

The applicable 'Reminder Message Type Codes' for Duty Paid B2B movements are:
'1 - Reminder message at expiry of time to change destination'
'2 - Reminder message at expiry of time to send the report of receipt/export'
It shall be clarified that the distinction between Duty Paid B2B and Duty Suspension movements should be derived from the ARC structure or based on the <Submission Message Type> in case of IE815, where the ARC is not available.
	IE802

	R996
R263
	The applicable 'Excise Product Codes' for Duty Suspension movements are:
- all codes listed in the 'CL - Excise Product' codelist, except from 'S600 - Completely denatured alcohol, falling within Article 20 of Directive 92/83/EEC and article 5 of (EEC) 3649/92, being alcohol which has been denatured but which does not yet fulfilland fulfils the conditions to benefit from the exemption provided for in Article 27(1)(a) of that Directive'.

The applicable 'Excise Product Codes' for Duty Paid B2B movements are:
- all codes listed in the 'CL - Excise Product' codelist'
It shall be clarified that the distinction between Duty Paid B2B and Duty Suspension movements should be derived from the ARC structure or based on the <Submission Message Type> in case of IE815, where the ARC is not available.
	IE815,
IE801,
IE818

	R997
R264
	The Excise Product Code 'S600' is only applicable to the 'Certified Consignor' and 'Certified Consignee' authorisation types.
	IE713

	R998
R265
	The possible values of <Operator Role Code> are:
- 1 = Allowed to practise direct delivery
- 2 = Allowed to leave empty the destination fields according to Article 22 of Directive 2008/118/EC2020/262

The couplings <Operator Type / Operator Role Code> are as follows:
- 1 = Allowed to practise direct delivery--> Applicable for 'Authorised Warehouse Keeper' and 'Registered Consignee'
- 2 = Allowed to leave empty the destination fields according to Article 22 of Directive 2008/118/EC --> Applicable for 'Authorised Warehouse Keeper' and 'Registered Consignor'
	IE713

	R990
R266
	The format of <Global Excise Trader Identifier> is defined as per the below structure:
Field / Content / Field type / Examples1 / Identifier of the MS where the economic operator or tax warehouse is registered / Alphabetic 2 / "PL"2 / Nationally assigned, unique code / Alphanumeric 20 / "2005764CL78232ERW123"
Field 1 is taken from the list of <MEMBER STATES>.
Field 2 must be filled with a unique identifier that will allow linking of the different authorisation types (authorised warehouse keeper, registered consignee, registered consignor, certified consignor, and certified consignee) of a single Excise economic operator.
	IE713



· Appendix D: CONDITIONS
The following conditions will be updated/created as described below:
	ID
	Description
	IEs

	C010 
	IF <Destination Type Code> is in:
- "Destination - Tax warehouse" 
- "Destination - Registered consignee"
- "Destination - Temporary registered consignee"
- "Destination - Direct delivery"
- "Destination - Certified Consignee"
- "Destination - Temporary Certified Consignee"
THEN <TRADER Consignee.Trader Identification> is 'R'
ELSE 
IF <Destination Type Code> is:
- "Destination – Export"
THEN <TRADER Consignee.Trader Identification> is 'O'
ELSE <TRADER Consignee.Trader Identification> does not apply
	IE801,
IE813,
IE815,
IE818,
IE819,
IE821.


	C012
	IF <E-AD/E-SAD.Origin Type Code> is "Origin - Tax warehouse" OR <E-AD/E-SAD.Origin Type Code> is "Duty Paid"
THEN
<TRADER Place of Dispatch> is 'R'
<OFFICE of Dispatch - Import> does not apply
ELSE
<TRADER Place of Dispatch> does not apply
<OFFICE of Dispatch - Import> is 'R'
	IE801,
IE815,
IE821.

	C013
	The optionality of the data groups <TRADER Place of Delivery> and <OFFICE Place of Delivery – Customs> are described in the table below, according to the <Destination Type Code>:
If Destination Type Code ==1 - Destination - Tax warehouse
Then
<TRADER Place of Delivery> ->R
<OFFICE Place of Delivery – Customs> ->Does not apply
 
If Destination Type Code==2 - Destination - Registered consignee
Then
<TRADER Place of Delivery> ->O
<OFFICE Place of Delivery – Customs> ->Does not apply
 
If Destination Type Code==3 - Destination - Temporary registered consignee
Then
 <TRADER Place of Delivery> ->O
<OFFICE Place of Delivery – Customs> ->Does not apply
If Destination Type Code==4 - Destination - Direct delivery
Then
<TRADER Place of Delivery> ->R
<OFFICE Place of Delivery – Customs> ->Does not apply
If Destination Type Code==5 - Destination - Exempted consignee
Then
<TRADER Place of Delivery> ->O
<OFFICE Place of Delivery – Customs> ->Does not apply
If Destination Type Code==6 - Destination – Export
Then
<TRADER Place of Delivery>Does not apply 
<OFFICE Place of Delivery – Customs> ->'R'
 
If Destination Type Code==8 - Unknown destination (consignee unknown)
Then
<TRADER Place of Delivery>Does not apply 
<OFFICE Place of Delivery – Customs> ->Does not apply
 
If Destination Type Code==9 - Certified Consignee
Then
<TRADER Place of Delivery> -> R 
<OFFICE Place of Delivery – Customs> ->Does not apply
 
 If Destination Type Code==10 - Temporary Certified Consignee
Then
<TRADER Place of Delivery> -> R 
<OFFICE Place of Delivery – Customs> ->Does not apply
	IE801,
IE821.

	C052
	IF <Request Type> is "Request for retrieval of a list of e-ADs/e-SADs"
  THEN <E-AD/E-SAD LIST REQUEST> is 'R'
  ELSE <E-AD/E-SAD LIST REQUEST> does not apply
	IE701

	C066
	IF <Sequence Number> is 1
THEN <Date and Time of Validation of Update> is equal to <EXCISE MOVEMENT e-AD/e-SAD.Date and Time of Validation>
ELSE <Date and Time of Validation of Update> is equal to the date and time of the change of destination
	IE801

	C074
	IF <Destination Type Code> is "Destination - Tax warehouse" or "Destination - Certified Consignee" or "Destination – Temporary Certified Consignee"
THEN <TRADER Place of Delivery.Trader Identification> is 'R'
ELSE
IF <Destination Type Code> is "Destination - Direct delivery"
THEN <TRADER Place of Delivery.Trader Identification> does not apply
ELSE <TRADER Place of Delivery.Trader Identification> is 'O'
	IE801,
IE813,
IE815,
IE818,
IE821.


	C102
	IF <E-AD/E-SAD Header.Transport Arrangement>(IE801) (or <E-AD/E-SAD Header.Transport Arrangement>(IE815)) is "Consignor" or "consignee"
THEN <TRADER Transport Arranger> does not apply
ELSE <TRADER Transport Arranger> is 'R'
	IE801,
IE815,
IE821.

	C118
	The optionality of the data group <TRADER Place of Delivery> is described in the table below, according to the <Destination Type Code>:
 
If Destination Type Code==1 - Destination - Tax warehouse
Then
<TRADER Place of Delivery> ->R
 
If Destination Type Code==2 - Destination - Registered consignee
Then
<TRADER Place of Delivery> ->O
 
If Destination Type Code==3 - Destination - Temporary registered consignee
Then
<TRADER Place of Delivery> ->O
 
If Destination Type Code==4 - Destination - Direct delivery
Then
<TRADER Place of Delivery> -> R
 
If Destination Type Code==5 - Destination - Exempted consignee
Then
<TRADER Place of Delivery> ->O
 
If Destination Type Code==6 - Destination – Export
Then
<TRADER Place of Delivery> ->Does not apply
 
 If Destination Type Code==9 - Destination - Certified consignee
Then
<TRADER Place of Delivery> ->O
 
If Destination Type Code==10 - Destination - Temporary certified consignee
Then
<TRADER Place of Delivery> ->O
	IE818

	C161
	IF <Alert or Rejection of E-AD/E-SAD Reason Code> is "Other"
THEN
<Complementary Information> is 'R'
ELSE
<Complementary Information> is 'O'
	IE819

	C165
	The optionality of the data groups <TRADER Place of Delivery> and <OFFICE Place of Delivery – Customs> are described in the table below, according to the <Destination Type Code>:
  
If Destination Type Code==1 - Destination - Tax warehouse                             
Then
<TRADER Place of Delivery> -> R
<OFFICE Place of Delivery –Customs> ->Does not apply
 
If Destination Type Code==2 - Destination - Registered consignee                    
Then
the <TRADER Place of Delivery> Data Group is optional after successful validation, otherwise it is not applicable
<OFFICE Place of Delivery –Customs> ->Does not apply
 
If Destination Type Code==3 - Destination - Temporary registered consignee     
Then
<TRADER Place of Delivery> -> O
<OFFICE Place of Delivery –Customs> ->Does not apply
 
If Destination Type Code==4 - Destination - Direct delivery
Then
<TRADER Place of Delivery> -> R
<OFFICE Place of Delivery –Customs> ->Does not apply
 
If Destination Type Code==5 - Destination - Exempted consignee
Then
<TRADER Place of Delivery> -> O
<OFFICE Place of Delivery –Customs> ->Does not apply
 
If Destination Type Code==6 - Destination – Export
Then
<TRADER Place of Delivery> ->Does not apply
<OFFICE Place of Delivery –Customs> -> R
 
If Destination Type Code==8 - Unknown destination (consignee unknown)
Then
<TRADER Place of Delivery> -> Does not apply
<OFFICE Place of Delivery –Customs> -> Does not apply
 
 If Destination Type Code==9 - Destination - Certified consignee                    
Then
the <TRADER Place of Delivery> Data Group is optional after successful validation, otherwise it is not applicable
<OFFICE Place of Delivery –Customs> ->Does not apply
 
If Destination Type Code==10 - Destination - Temporary certified consignee     
Then
<TRADER Place of Delivery> -> O
<OFFICE Place of Delivery –Customs> ->Does not apply
	IE813

	C191
	One of the <EXCISE MOVEMENT e-AD/e-SAD> or <OTHER ACCOMPANYING DOCUMENT> data groups must be present
	IE717

	C192
	IF the <EXCISE MOVEMENT e-AD/e-SAD> data group is present
  THEN 
    <Body Record Unique Reference> is 'R'
  ELSE
    <Body Record Unique Reference> does not apply
	IE717

	C196
	One of the <EXCISE MOVEMENT e-AD/e-SAD> or <OTHER ACCOMPANYING DOCUMENT> data groups must be present
	IE840

	C996
C207
	IF <ARC> is related to a Duty Paid B2B movement (as derived from its structure defined in 'R030')
THEN
< Trader Name > is 'R'
< Street Name > is 'R' 
< Post Code > is 'R' 
< City > is 'R' 
ELSE
< Trader Name > is 'O'
< Street Name > is 'O' 
< Post Code > is 'O' 
< City > is 'O' 
	IE801[footnoteRef:5] [5:  The data items of IE801 to which C207 will be applied are: <Trader Name>, <Street Name>, <Postcode> and <City> under the <(PLACE OF DISPATCH) TRADER> data group.] 


	C997
C208
	 IF <ARC> is related to a Duty Paid B2B movement (as derived from its structure defined in 'R030')
THEN
<Tax Warehouse Reference> is N/A
ELSE
<Tax Warehouse Reference> is 'R'
	IE801[footnoteRef:6] [6:  The data item of IE801 to which C208 will be applied is: <Reference of Tax Warehouse> under the <(PLACE OF DISPATCH) TRADER> data group.] 




· Appendix C: EMCS CORRELATION TABLES
All data groups/data items which have been renamed or newly introduced (i.e. as detailed in the previous section of this RFC regarding the impact on Appendix D) will be included in the updated ‘Appendix C’.
· Appendix E: XML MAPPING
All data groups/data items which have been renamed or newly introduced (i.e. as detailed in the previous section of this RFC regarding the impact on Appendix D) will be included in the updated ‘Appendix E’.
· Appendix G: DATA ITEMS
All data items which have been renamed or newly introduced (i.e. as detailed in the previous section of this RFC regarding the impact on Appendix D) will be included in the updated ‘Appendix G’.
· Appendix K: RULES AND CONDITIONS MAPPING
The newly created rules and conditions (i.e. as detailed in the previous section of this RFC regarding the impact on Appendix D) will be included in the updated ‘Appendix K’.
· Appendix H: DIRECTORY WITH XML SCHEMAS (XSDS)
Based on the updated message structure, detailed in the previous section of this RFC regarding the impact on Appendix D, new .xsd files will be created in alignment with the previously described updates. 
The .xsd files that will be directly impacted by the aforementioned updates are ie801.xsd, ie815.xsd, ie813.xsd, ie818.xsd, ie713.xsd, ie717.xsd, ie840.xsd, ie821.xsd, ie819.xsd, ie871.xsd, types.xsd and tcl.xsd
· APPENDIX I: DIRECTORY WITH WEB SERVICE INTERFACE DEFINITIONS (WSDLS)
The changes applicable to the types.xsd, tcl.xsd and ie713.xsd files in Appendix H are also applicable to Appendix I.

	Impact assessment
	Specification Documents:
· DDNEA for EMCS Phase 4 (High);
· CTP for EMCS Phase 4 (High);
· TRP for EMCS Phase (High).

CDEAs:
· Central SEED v1 application (High);
· CTA (None);
· CS/MISE (High).

NEAs:
· Impact on NEAs (High).

	Effect of not implementing the Change
	If the proposed change is not implemented, then DDNEA will not be aligned with the legislation and FESS regarding the computerisation of the Duty Paid B2B business domain. 

	Risk assessment
	Disclaimer: This ‘Risk Assessment’ analysis focuses on the proposed functionality updates and how these could be introduced during a migration period. However, specific elements of the described updates may be deployed in a phased approach in alignment with any corresponding planning decisions taken (e.g. early SEED release). Such decisions are not taken into consideration in this RFC, which purely focuses on the introduced functional enhancements.
This RFC includes a significant amount of changes at both syntactic and semantic level. Essentially, all required updates for the computerisation of Duty Paid B2B business domain are listed in this RFC, including, but not limited to:
· Updates on the messages structure of existing messages;
· introduction of new data items;
· updates of rules, conditions, and codelists

If not all MSAs deploy this RFC in production at the same time when the sender is aligned with the new .xsd files while the receiver is not, the respective messages will not be validated successfully by the receiver.
It shall be noted that a transformation solution is not suggested in this case, due to the large amount and the corresponding complexity of the introduced changes.
Hence, unless the MSAs that opt to deploy this RFC in production before Mm, are capable of differentiating the behaviour of their NEAs so that it behaves as today when communicating with Phase 3.4 MSAs (i.e. MSAs that have not deployed the Duty Paid B2B functionality), whereas it behaves in alignment with this RFC when communicating with Phase 4 MSAs (only) (i.e. MSAs that have deployed the Duty Paid B2B functionality), a simultaneous deployment by all MSAs is proposed to be followed for the roll-out of this RFC so that no syntactic violations and business continuity issues occur.
It should be noted that the changes introduced by this specific RFC affect both the External and Common Domain since the impacted messages are exchanged over both domains.

	Deployment approach
	This RFC shall be simultaneously deployed by all MSAs at Mm due to the entailed business continuity risks.

	Reference to other RFCs
	· Parent RFCs: FESS-264;
· Children RFCs: SEED-xxx, SEED CTP-xxx, CTP-P4-xxx, CS/MISE-xxx;
· Other RFCs: TRP-P4-xxx, IE734-xxx.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #191 on 26/05/2020




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








DDNEA-P4-300 – Remove references to FESS appendices
	RFC Information
	RFC number
	DDNEA-P4-300

	RFC status
	Accepted

	Reason for Change
	Change of Functionality

	Incidents
	IM373790

	Known Error
	N/A

	Date at which the Change was proposed
	28/04/2020

	Requester
	EMCS CPT




	Change Assessment
	Change priority
	High

	Change Description
	Problem Statement
The agreed approach to be followed from EMCS Phase 4 onwards is that Excise BPMs and related artefacts will replace the existing FESS documentation. In this scope, in the EMCS Phase 4, FESS documentation will be replaced by the ARIS BPMs, thus making any references in all DDNEA documents and appendixes to the existing FESS document obsolete.   

Proposed Solution
As per the analysis provided in the [Problem Statement], all references to the existing FESS documents in the DDNEA documents must be replaced, since the FESS documentation will no longer be valid in EMCS Phase 4. In detail, the list of updates that shall be performed are detailed in the attached Annex. It shall be clarified that the list included in the annex aims to be exhaustive. However, in any case, any reference to FESS appendices in the BPMs will have to be adjusted accordingly.

	Impact assessment
	Specification Documents:
· FESS Excise BPMs (Low);
· DDNEA for EMCS Phase 4 (Low).

	Effect of not implementing the Change
	If the changes are not implemented, the DDNEA documentation will be misaligned as far as references to the FESS documentation are concerned.

	Risk assessment
	This RFC entails no business continuity risk since it concerns a documentation update.

	Deployment approach
	The RFC can be deployed in a Migration Period with no business continuity risks.

	Reference to other RFCs
	· Parent RFCs: FESS-267;
· Children RFCs: CSMISE-xxx, SEED-xxx-;
· Other RFCs: -.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #191 on 26/05/2020




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








DDNEA-P4-301 – Deprecation of the IE820 message 
	RFC Information
	RFC number
	DDNEA-P4-301

	RFC status
	Accepted

	Reason for Change
	Incompliance with specification 

	Incidents
	IM375589

	Known Error
	KE19885

	Date at which the Change was proposed
	08/05/2020


	Requester
	EMCS CPT




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
The present RFC incorporates the necessary changes in order to align the DDNEA specifications with the changes proposed for FESS by RFC FESS-268. 
More specifically, the FESS-268 RFC proposes the phasing-out of the IE820 message, due to the low usage of the “Access to the history of movements” functionality. The necessary updates need to take place in the DDNEA specifications, so that the deprecation of the IE820 message is done correctly. 

Proposed Solution
As per the analysis provided in the [Problem Statement], the following updates shall be performed in DDNEA:
1. DDNEA Main Document:
· From section III.I.12 “Download of an e-AD (UC3.31)” the first paragraph will be reworded to remove references to the “Request for history information” and will become:
“This use case describes the message exchange protocol for requesting to download an e-AD. It describes the case where the e-AD is available on-line in which case the MSA of Dispatch responds with a data packaging message (IE934: C_PAC_DAT) that includes all business messages comprising the movement history.”.
· From section III.I.12.2 “Download of an e-AD failed” the following phrase shall be deleted “When deemed necessary a MSA may request archived/historical data to be retrieved by following the scenarios described in IV.III.1 Request for history information”.
· From section III.I.13 “General query to retrieve an e-AD (UC3.32)” the following phrase shall be removed: “If the e-AD is archived and the MSA Official still wants to retrieve this e-AD, then Section IV.III.1 “Request for history information” that includes use case UC3.29 should be considered.”.
· Sub-Section IV.III “Access to the history of movements” shall be removed.
· References to the IE820 message shall be removed from the following parts of DDNEA Section X “Transport of messages via CCN/CSI”:
· [bookmark: _Ref458499428][bookmark: _Ref77397821][bookmark: _Ref135478917][bookmark: _Toc178390879][bookmark: _Toc191308468][bookmark: _Toc191309325][bookmark: _Toc1400634]From X.I.2.2.5 “Encoding the CSIDD for EMCS”, the entry of IE820 History Results will be removed from Table 45: “MsgTypId used for an Information Exchange of EMCS”.
· [bookmark: _Toc113879356][bookmark: _Ref135419849][bookmark: _Toc178390891][bookmark: _Toc191308480][bookmark: _Toc191309333][bookmark: _Ref264464477][bookmark: _Ref264464481][bookmark: _Ref264464486][bookmark: _Toc1400647][bookmark: _Toc42771400]From X.I.3 “Environment”, the entry of IE820 History Results will be removed from Table 50: “Information Exchanges exchanged via the ‘Core flow’ queue”.
· From X.I.5 “Configuration”’:
· In X.I.5.3.1.4 “ccnMessageId”, the entry “CD820A-MSG.emcs” will be removed
· In X.I.5.3.2 “Message configuration procedure for EMCS” the following will be removed from Table 59: “IDL definition of CCN messages for EMCS”
interface CD820A-MSG.emcs
{
typedef byte RawBuffer ;
}
2. Appendix D: Technical Message Structure:
· The message IE820 - HISTORY RESULTS shall be removed.
· The <HISTORY REQUEST> Data Group with all included data items will be removed from the IE721 message, as shown below:

[bookmark: _Toc42771401]IE721 - ADMINISTRATIVE COOPERATION COMMON REQUEST (C_COO_SUB)
	MESSAGE
	1x
	R
	

	---HEADER
	1x
	R
	

	---FOLLOW UP
	1x
	R
	

	---(ADMINISTRATIVE COOPERATION) REQUEST
	1x
	D
	C055

	------REQUEST REASON
	99x
	R
	

	---------RISK ASSESSMENT REFERENCE
	99x
	O
	

	------ARC LIST
	99x
	O
	

	------(PERSON) TRADER
	99x
	O
	

	------SUPPORTING DOCUMENTS
	9x
	O
	

	------ACTIONS REQUESTED
	99x
	O
	

	---HISTORY REQUEST
	1x
	D
	C056

	---CONTACT
	1x
	O
	



· Condition C056 shall be deleted, as it is applied only to the <HISTORY REQUEST> Data Group in messages IE721 and IE820.
· Condition C035 shall be deleted as it is applied only to the “Scope Date” Data Item, which along with the <HISTORY REQUEST> Data Group in message IE721 and message IE820, shall be deleted. 
· The description of rule R213 will be reworded from “A Control Report IE717 exists in the system (including the case that it is encapsulated in a received IE934/IE820) having the same <Control Report Reference>with that of the submitted message. In addition if the ARC is provided in the submitted message then it coincides with the ARC of the referenced Control Report IE717”, to 
“A Control Report IE717 exists in the system (including the case that it is encapsulated in a received IE934) having the same <Control Report Reference>with that of the submitted message. In addition if the ARC is provided in the submitted message then it coincides with the ARC of the referenced Control Report IE717”.
· The description of Technical Rule TR9120 will be reworded from “The value of this field shall be ‘1’ in case a Status Synchronisation Request is requested. The value of this attribute shall be ‘2’ in case a Movement History Request is requested. If it is not used a Status Request/Response will be performed”, to 
“The value of this field shall be ‘1’ in case a Status Synchronisation Request is requested. If it is not used a Status Request/Response will be performed”.

Note: in alignment to the aforementioned changes in Appendix D, the following Appendices will be updated accordingly: Appendix A: Message Scope, Appendix C: EMCS Correlation Table, Appendix E: XML Mapping, Appendix F: Data Groups & Transaction Hierarchy, Appendix G: Data Items, Appendix K: Rules and Conditions

3. Appendix B: Codelists:
· In Technical Codelist TC86 - “Answer Message Type”, the description of code ‘2’ will be updated from ‘History answer message’ to ‘(reserved)’In Technical Codelist TC90 - “ACO Request Type”, the description of code ‘2’ will be updated from ‘Request for history’ to ‘(reserved)’
· In Technical Codelist TC93 - “ACO Reminder Message Type” , the description of code ‘2’ will be updated from ‘History results reminder message’ to ‘(reserved)’
· The Technical Codelist TC91 – “History Request Scope Type” will be deleted 

4. Appendix H: Directory with XML SCHEMAS (XSDS)
· The "HistoryRequestType" complex type shall be deleted from the ie721.xsd: 
“…
<xs:complexType name="HistoryRequestType">
    <xs:annotation>
      <xs:documentation>
        <doc:description value="HISTORY REQUEST" />
      </xs:documentation>
    </xs:annotation>
    <xs:sequence>
      <xs:element name="AdministrativeReferenceCode" type="emcs:AdministrativeReferenceCodeType" />
      <xs:element name="HistoryRequestScopeType" type="tcl:HistoryRequestScopeType" />
      <xs:element name="ScopeDate" type="emcs:DateType" minOccurs="0" />
      <xs:element name="HistoryRequestReason" type="ie:LSDHistoryRequestReasonType" />
    </xs:sequence>
  </xs:complexType>”
…”
· The ie820.xsd will be removed
· The following updates will take place in tcl.xsd:
· TC86 will be updated as follows:
“…
<!--=========================================-->
  <!--===== Answer Message Type =====-->
  <!--=========================================-->
 …..
      <xs:enumeration value="2">
        <xs:annotation>
          <xs:documentation>(reserved)</xs:documentation>
        </xs:annotation>
      </xs:enumeration>
    </xs:restriction>
  </xs:simpleType>
…”
· TC90 will be updated as follows:
“…
<!--=========================================-->
  <!--===== ACO Request Type=====-->
  <!--=========================================-->
 …..
      <xs:enumeration value="2">
        <xs:annotation>
          <xs:documentation>(reserved)</xs:documentation>
        </xs:annotation>
      </xs:enumeration>
    </xs:restriction>
  </xs:simpleType>
…”

· TC93 will be updated as follows:
“…
<!--=========================================-->
  <!--===== ACO Reminder Message Type=====-->
  <!--=========================================-->
 …..
      <xs:enumeration value="2">
        <xs:annotation>
          <xs:documentation>(reserved)</xs:documentation>
        </xs:annotation>
      </xs:enumeration>
    </xs:restriction>
  </xs:simpleType>
…”

· TC91 will be deleted:
“…

<!--=========================================-->
  <!--===== History Request Scope Type =====-->
  <!--=========================================-->
  <xs:simpleType name="HistoryRequestScopeType">
    <xs:annotation>
      <xs:documentation>History Request Scope Type</xs:documentation>
    </xs:annotation>
    <xs:restriction base="xs:nonNegativeInteger">
      <xs:enumeration value="1">
        <xs:annotation>
          <xs:documentation>Applicable data at a given date set by the &lt;Scope Date&gt;</xs:documentation>
        </xs:annotation>
      </xs:enumeration>
      <xs:enumeration value="2">
        <xs:annotation>
          <xs:documentation>History of data since a given date set by the &lt;Scope Date&gt;</xs:documentation>
        </xs:annotation>
      </xs:enumeration>
      <xs:enumeration value="3">
        <xs:annotation>
          <xs:documentation>Complete history of data</xs:documentation>
        </xs:annotation>
      </xs:enumeration>
    </xs:restriction>
  </xs:simpleType>
…”

	Impact assessment
	Specification Documents:
· DDNEA for EMCS Phase 4 (Medium);
· CTP for EMCS Phase 4 (Medium);
· TRP for EMCS Phase 4 (Medium).

CDEAs:
· Central SEED v1 application (Low);
· CTA (None);
· CS/MISE (High).

NEAs:
· Impact on NEAs (Medium).

	Effect of not implementing the Change
	If the proposed change is not implemented, then the DDNEA will be in misalignment with the changes proposed for FESS by FESS-268 RFC.

	Risk assessment
	This RFC concerns changes at the syntactic level regarding the removal of the <HISTORY REQUEST> Data Group in the IE721 message and the deprecation of the IE820 message. Concerning the .xsd changes, it is considered that they pose no impact on business continuity, thus, this RFC can be deployed in a Migration period, providing that sending applications which have not implemented this RFC, do not request for history information from receiving applications that are aligned to Phase 4 regarding this RFC. 
More specifically:
· Assuming that the sending application has implemented the change whereas the receiving application has not, the IE721 message that will be sent will not contain the Data Group <HISTORY REQUEST>. The received message will be validated successfully by the receiving application since the <HISTORY REQUEST> Data Group is not currently a Required one;
· Assuming that the receiving application has implemented the change whereas the sending application has not, in case an IE721 message is sent containing the <HISTORY REQUEST> Data Group, this will not be validated successfully by the receiving application. For this scenario, a transformation solution is not proposed, on the basis that the History Request functionality has a very low usage volume (i.e. 1 registered History Request case in 2019). It proposed that the sending applications which will not be aligned to this RFC, shall not request for history information from receiving applications that have implemented this RFC for Phase 4. 


	Deployment approach
	The RFC can be deployed in a Migration Period with no business continuity risks.

	Reference to other RFCs
	· Parent RFCs: FESS-268; 
· Children RFCs: TRP-P4-xxx, CTP-P4-xxx, CSMISE-xxx, SEED-xxx;
· Other RFCs: -.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #191 on 26/05/2020




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








DDNEA-P4-302 – Handling of Timers for manually closed movements
	RFC Information
	RFC number
	DDNEA-P4-302

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM377465

	Known Error
	N/A

	Date at which the Change was proposed
	21/05/2020


	Requester
	MSA-NL




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
The present RFC incorporates the necessary changes in order to align the DDNEA specifications with the changes proposed for FESS by RFC FESS-269. 
More specifically, it describes the necessary updates in the DDNEA documentation so that the handling of timers for manually closed movements is clearly illustrated.

Proposed Solution
As per the analysis provided in the [Problem Statement], the following update shall be performed in DDNEA, Main Document: 
In sub-section “IV.I.4.1 Manual Closing is initiated by an Excise Officer of MSA Dispatch”, the following paragraph:
“The MSA dispatch application after validating the received message structure, registers the manual closure and the state of the movement at the MSA of Dispatch is set to ‘e-AD Manually Closed’. Additionally, the MSA dispatch application transfers the manual closure response message (IE881: C_MNC_RES), including the status of the movement (i.e. e-AD Manually Closed) to the MSA destination application and notifies the requesting Excise Officer and the relevant Consignor.”
will be updated as follows: 
“The MSA dispatch application after validating the received message structure, registers the manual closure and the state of the movement at the MSA of Dispatch is set to ‘e-AD Manually Closed’. Additionally, the MSA dispatch application transfers the manual closure response message (IE881: C_MNC_RES), including the status of the movement (i.e. e-AD Manually Closed) to the MSA destination application and notifies the requesting Excise Officer and the relevant Consignor. If any timers associated with the manually closed movement TIM_EAD, TIM_FDF and TIM_CHS have already expired at the limit date, the MSA dispatch application resets their flag that has been raised locally at the expiration time. If any timers associated with the manually closed movement are still running, the MSA dispatch application stops them”.

In sub-section “IV.I.4.2 Manual Closing is initiated by an Excise Officer of MSA Dispatch”, the following paragraph:
“Upon successful validation, the MSA destination application transfers the manual closure request to the MSA dispatch application which in turn, after validating the received message structure, registers the manual closure and the state of the movement at the MSA of Dispatch is set to ‘e-AD Manually Closed’.”
will be updated as follows: 
“Upon successful validation, the MSA destination application transfers the manual closure request to the MSA dispatch application which in turn, after validating the received message structure, registers the manual closure and the state of the movement at the MSA of Dispatch is set to ‘e-AD Manually Closed’. If any timers associated with the manually closed movement TIM_EAD, TIM_FDF and TIM_CHS have already expired at the limit date, the MSA dispatch application resets their flag that has been raised locally at the expiration time. If any timers associated with the manually closed movement are still running, the MSA dispatch application stops them”.

Additionally, the Time Sequence Diagrams (TSD) of ‘Manual closure initiated by an Excise Officer of MSA Dispatch’ and ‘Manual closure initiated by an Excise Officer of MSA Destination’ will be updated to include a ‘Stop Running Timers’ step associated to ‘MSA Dispatch Application’ actor, in alignment with other processes described in the DDNEA. 

	Impact assessment
	Specification Documents:
· DDNEA for EMCS Phase 4 (Medium);
· CTP for EMCS Phase 4 (None);
· TRP for EMCS Phase 4 (None).

CDEAs:
· Central SEED v1 application (None);
· CTA (None);
· CS/MISE (None).

NEAs:
· Impact on NEAs (Low).

	Effect of not implementing the Change
	If the proposed change is not implemented, then the DDNEA will be in misalignment with the changes proposed for FESS by FESS-269 RFC.

	Risk assessment
	This RFC entails no business continuity risks, since it concerns documentation updates of the DDNEA document, in relation to the handling of timers for manually closed movements.
It should be highlighted that at a national administration level, even in cases where the TIM_EAD would expire for a movement that is actually manually closed, then according to the DDNEA specifications, an automatic Status Request/Response should be triggered by the MSA dispatch application to examine why the TIM_EAD timer expired; prior to the MSA of Dispatch proceeding with further actions, such as the sending of an IE802 message.


	Deployment approach
	The RFC can be deployed in a Migration Period with no business continuity risks.

	Reference to other RFCs
	· Parent RFCs: FESS-269; 
· Children RFCs: -;
· Other RFCs: -.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #191 on 26/05/2020




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








DDNEA-P4-303 – Modification of figures in DDNEA “X.I.3.3 Queues usage Overview” section
	RFC Information
	RFC number
	DDNEA-P4-303

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM369729

	Known Error
	KE19760

	Date at which the Change was proposed
	09/04/2020

	Requester
	EMCS CPT




	Change Assessment
	Change priority
	Low

	Change Description
	Problem Statement
During the EMCS Phase 3.4 CT Campaign, it was proven confusing for NAs to refer to Figure 254 in DDNEA v2.02 in order to understand the CCN/CSI infrastructure and, more specifically, the role of their national queues and gateways within it. Figure 254 should be modified to represent conformance testing with CTA in a more accurate way. Moreover, in order to keep a unified format among figures under the “X.I.3.3 Queues usage Overview” section of DDNEA v2.02, also the Figures 249-252 should be modified. Figure 253 should be removed as it refers to the TA application. 
In addition, considering that the text of the “X.I.3.3 Queues usage Overview” section refers to the figures that should be modified, this textual description should also be modified.

Proposed Solution
As per the analysis provided in the [Problem Statement], the following updates shall be performed in DDNEA:
· Main document: Section “X.I.3.3 Queues usage Overview”
The textual description and Figures of the DDNEA section “X.I.3.3 Queues usage Overview” should be modified. A detailed description of the changes in DDNEA Section X.I.3.3 is described in the accompanying Annex.

	Impact assessment
	Specification Documents:
· DDNEA for EMCS Phase 4 (Low);
· CTP for EMCS Phase 4 (None);
· TRP for EMCS Phase (None).
CDEAs:
· Central SEED v1 application (None);
· CTA (None);
· CS/MISE (None).
NEAs:
· Impact on NEAs (None).

	Effect of not implementing the Change
	If the proposed change is not implemented, then DDNEA will not represent the infrastructure of the operational and conformance environment in a comprehensible way.

	Risk assessment
	This RFC entails no business continuity risk since it concerns a documentation update.

	Deployment approach
	The RFC can be deployed in a Migration Period with no business continuity risks.

	Reference to other RFCs
	There is no reference to other RFCs.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #191 on 26/05/2020




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A








[bookmark: _Hlk41929797]DDNEA-P4-304 – Correction in DDNEA “III.VI.2.3.4 e-AD Manual Closure and the e-AD is under the 'Accepted' state at the MSA of Destination” section
	RFC Information
	RFC number
	DDNEA-P4-304

	RFC status
	Accepted

	Reason for Change
	Specification Defect

	Incidents
	IM368753, IM371663

	Known Error
	KE19734

	Date at which the Change was proposed
	24/03/2020

	Requester
	MSA-NL




	Change Assessment
	Change priority
	Medium

	Change Description
	Problem Statement
Based on an observation by MSA-NL, the “III.VI.2.3.4 e-AD Manual Closure and the e-AD is under the 'Accepted' state at the MSA of Destination” section of DDNEA v2.02 should be updated by taking into consideration that, for manual closures from Phase 3.4 onwards, the message IE905 has been replaced by the newly introduced message IE881. 

Proposed Solution
As per the analysis provided in the [Problem Statement], the following updates shall be performed in DDNEA:
· Main document: Section “III.VI.2.3.4 e-AD Manual Closure and the e-AD is under the 'Accepted' state at the MSA of Destination”
The message IE905, when used for manual closure, will be replaced by the message IE881. The figures for DDNEA Section III.VI.2.3.4 will also be updated accordingly. 
A detailed description of the changes in DDNEA Section III.VI.2.3.4 is described in the accompanying Annex.

	Impact assessment
	Specification Documents:
· DDNEA for EMCS Phase 4 (Low);
· CTP for EMCS Phase 4 (None);
· TRP for EMCS Phase (None).

CDEAs:
· Central SEED v1 application (None);
· CTA (None);
· CS/MISE (None).

NEAs:
· Impact on NEAs (None).

	Effect of not implementing the Change
	If the proposed change is not implemented, then the aforementioned section of the DDNEA main document will not be correctly updated with the introduction of the IE881 message which replaced the previously used IE905 message.

	Risk assessment
	This RFC entails no business continuity risk since it concerns a documentation update.

	Deployment approach
	The RFC can be deployed in a Migration Period with no business continuity risks.

	Reference to other RFCs
	There is no reference to other RFCs.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review;
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	EMCS CAB #191 on 26/05/2020




	Release information
	Release number
	v2.04

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A







DDNEA-P4-305 – SEED compliance with GDPR/Rev2
	RFC Information
	RFC number
	DDNEA-P4-305

	RFC status
	Accepted

	Reason for Change
	Increase of Functionality

	Incidents
	N/A

	Known Error
	N/A

	Date at which the Change was proposed
	28/05/2020

	Requester
	EMCS CPT




	Change Assessment
	Change priority
	Medium

	Change Description
	Problem Statement
As described in the parent FESS-270 RFC, in the current version of SEED, there is no functionality to support a physical deletion of Economic Operators’ data. Any such request from a National Administration could only be supported through the execution of SQL scripts in the database directly. Instead, only a ‘logical’ deletion is provided with the ‘invalidation’ action, which is then disseminated to all Member States (i.e. the ones registered to receive SEED disseminations). 
In order to comply with the GDPR requirements, SEED must be updated in order to allow National Administrations to delete Economic Operators data from SEED under legitimate conditions.

Proposed Solution
As per the analysis presented in the [Problem Statement] section, the following updates shall be performed:
· DDNEA Main document
The following clarifications will be added in section ‘V.I.3.1.2 Dissemination of SEED data (UC1.14)’:
“…
After receiving this message, SEED performs a formal validation in connection with pre-existing information.
In particular:
Validate message against the applicable DDNEA rules and conditions;
Validate that the entities are created/updated/invalidated/deleted only by the owner MSA;
Validate relationships between dates. The start date of an excise authorisation must precede the date when the authorisation expires. The activation date should be equal to or greater than the modification date. The end date of an excise authorisation can be left unspecified (‘until further notice’);
In case of deletions, validate that the entities are deleted in alignment to the agreed ‘terms of collaboration’ for deletion of SEED records:
The delete operation is related to an economic operator who is not involved in any movement; 
OR
The delete operation is related to an economic operator who is not involved in an open movement and;
the activation date of the ‘delete’ operation must be at least five years after the end of the calendar year of the start of any movement (i.e. date and time of validation of the e-AD/e-SAD) the economic operator is involved in.
It shall be noted that in alignment with the other existing operations, multiple delete operations may also be included in the same IE713 message, e.g. a delete operation for an ‘Authorised Warehouse Keeper’, together with the corresponding delete operations for its tax warehouses. After the successful processing of the IE713 message and its validation against the defined ‘terms of collaboration’ by central SEED, then this ‘Delete’ operation will be disseminated to other Member States, where  as per the existing process, Member States are committed to use the state of information received back from the Common Domain to update their National SEED register. Specifically, for 'Delete' operations, it shall be clarified that all occurrences of the corresponding SEED records should be deleted, including the disseminated IE713 message and the corresponding 'Delete' operations. It shall also be noted that no further operations in relation to GDPR on corresponding e-AD/e-SAD(s) are proposed to be executed, e.g. deletion of other attributes of an e-AD/e-SAD. However, it shall be noted that due to the deletion of specific SEED data, it is possible that errors may occur in cases of information exchange over the common domain on any movement the deleted SEED authorisation is used in, due to the fact that SEED authorisations are being checked in common domain messages (e.g.  <Trader Excise Number> in the IE821 message).
· Appendix B: CODELISTS
A new codelist value shall be added in ‘TC24 Modification Type’ as highlighted below:
	Code
	Description
	Remarks

	C
	Create
	

	I
	Invalidate
	

	U
	Update
	

	D
	Delete
	



· Appendix J: BUSINESS RULES
A new business rule ‘BRxxx’ will be with the following details:
BR ID: BRxxx 
  
BR Category: SEED – Registration Data 
  
BR Description: 
It is obligatory that the delete operation must be related to an economic operator who is not involved in any movement or who is not involved in an open movement and that the activation date of the ‘delete’ operation ‘must be at least five years after the end of the calendar year of the start of any movement (i.e. date and time of validation of the e-AD/e-SAD) the economic operator is involved in.
    
FESS Validation Rule: 
• If a ‘delete’ operation is submitted, then this should be related to:
· An economic operator who is not involved in any movement;
OR
· An economic operator not involved to any open movement and;
· An economic operator involved in movements, but the activation date of the deletion is at least five years from the end of the calendar year in which the corresponding movement began (i.e. date and time of validation of the e-AD/e-SAD).
  
IE: IE713 

Data Item: ACTION.Operation

Optionality: Mandatory 

Comments: N/A

· Appendix D: TECHNICAL MESSAGE STRUCTURE
The description of ‘R007’ should be updated as per below (highlighted in bold/italics):
	R007
	The IE consists of top level Data Groups. Each top level Data Group has its own Data Group ACTION which attributes apply to the top level Data Group and its subsequent sub Data Groups. 
The sender of the IE will always (in case of Create, Update, Invalidate and Delete) send all values of the occurrence. 

The <Operation> attribute is used to indicate what action is applied to the occurrence in the IE. Its value is: ‘C’ (create), ‘U’ (update), ‘I’(Invalidate), ‘D’ (delete).

The <Activation date> indicates when the operation will become applicable for the specific occurrence.



Additionally, three new rules will be introduced to maintain the integrity of SEED data with the following description:
	Rule
	Description

	Rxx1
R267
	For ‘delete’ operations of ‘Tax Warehouse’ records, the deleted ‘tax warehouse’ must not be linked to an ‘Authorised Warehouse Keeper’.

	Rxx2
R268
	For ‘delete’ operations of ‘Authorised Warehouse Keeper’ records, the deleted ‘Authorised Warehouse Keeper’ must not be the sole keeper of a tax warehouse, i.e. the deletion of the ‘Authorised Warehouse Keeper’ must not result to an ‘orphan’ tax warehouse.

	Rxx3
R269
	For ‘delete’ operations of ‘Registered Consignors’ or ‘Authorised Warehouse Keepers’, there should be no Temporary Registered Consignees associated to the deleted economic operators.
Similarly, for ‘delete’ operations of ‘Certified Consignors’ or ‘Certified Consignees’, there should be no ‘Temporary Certified Consignees’ or ‘Temporary Certified Consignors’ respectively associated to the deleted economic operators.


The newly created business rule ‘BRxxx’ and rules ‘Rxx1’, ‘Rxx2’ and ‘Rxx3’ will be associated to the <Operation> data item of the IE713 message, as shown below:
[image: ]

	Impact assessment
	Specification Documents:
· DDNEA for EMCS Phase 3 (Medium);
· CTP for SEEDv1 (Medium);
· TRP for EMCS Phase (None).
CDEAs:
· Central SEED v1 application (High);
· CTA (None);
· CS/MISE (None).
NEAs:
· Impact on NEAs (High).

	Effect of not implementing the Change
	If the proposed change is not implemented, then DDNEA will not be aligned with FESS regarding the introduction of a ‘Delete’ operation for SEED, allowing National Administrations to request the deletion of economic operators’ data, in order to comply with GDPR rules. 

	Risk assessment
	This RFC concerns a change in the tcl.xsd related to the insertion of value ‘D = Delete’ in TC24 as well as an update in the national SEED applications, so that economic operators’ data could be deleted.
If an MSA has deployed this RFC in production, the corresponding IE713.xml that will be generated will be validated successfully by Central SEED, since the updates introduced by the specific RFC will already be implemented in Central SEED at Mm (i.e. at the start of the Migration Period). It shall be clarified that central SEED is capable of supporting two phases in parallel, thus central SEED can communicate to each Member State according to the phase each Member State is on. However, in this case, a specific process shall be in place, allowing forerunners to submit ‘delete’ operations during the Phase 4 migration period, but also avoiding de-synchronisation issues between central and national SEED applications, as a result of submitted ‘delete’ operations. In details, if a forerunner submits an IE713 including deletions then:
1. Central SEED will disseminate the deletion only to Phase 4 MSAs;
1. Central SEED will exclude deletions from disseminations to Phase 3.4 MSAs;
1. Central SEED will extract a list of the deletion entries and forward them to a -configurable- CCN Mail 3 functional mailbox (e.g. ITSM TES);
1. An SMT incident will be raised (i.e. by ITSM TES) to inform Phase 3.4 MSAs about the deletions;
1. Based on the raised incident, Phase 3.4 MSAs would need to synchronise their national SEED, for example by:
4. Requesting an extraction to compare central SEED with national SEED to identify differences (i.e. deleted data) and then aligning their national SEED;
4. Requesting an extraction and then effectively dropping and re-building national SEED based on the extraction;
4. Running ad-hoc scripts to delete the corresponding entries (i.e. the ones communicated via SMT).

Therefore, it is considered that based on the described process, the aforementioned change can be deployed in a Migration Period with no business continuity risks.

It should be noted that the changes introduced by the specific RFC do not affect the External Domain, since the IE713 message is not exchanged over the ED.

	Deployment approach
	Taking into account the process to be followed during the migration period of EMCS Phase 4, the RFC can be deployed in a Migration Period with no business continuity risks.

	Reference to other RFCs
	· Parent RFCs: FESS-270;
· Children RFCs: SEED-162, CTP-P4-xxx;
· Other RFCs: TRP-P4-xxx.




	Indicative changes to legislation
	Draft recital for information
	N/A

	Location of change in Legislation
	N/A




	Approval Process
	CAB recommendation
	· Category of the Change: Review; 
· Approval process:
· The Change is authorised for approval by the CAB.

	ECWP position
	N/A

	Authorisation date and process
	Written approval procedure via e-mail on 30/06/2020.




	Release information
	Release number
	TBD

	Release date
	13/02/2023

	Deadline for alignment in Production
	TBD




	Change Review
	Review date
	N/A

	Review results
	N/A
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		BPM/Artefact

		From:

		To:



		R030 

		[bookmark: _GoBack]The format of <ARC> is defined in "Appendix B"

		The format of <ARC> is defined as per the below structure:

 

Field / Content / Field type / Examples

1 / Year / Numeric 2 / "05"

2 / Identifier of the MS where the e-AD/e-SAD was initially submitted / Alphabetic 2 / "ES"

3 / Nationally assigned, unique code / Alphanumeric 15 (digits and capital letters) / "7R19YTE17UIC8J4"

4 / Type of Movement / Alphanumeric 1 / "P"    

5 / Check Digit / Numeric 1 / "9"

 

Field 1 is last two digits of year of formal acceptance of movement.

Field 2 is taken from the list of <MEMBER STATES> 

Field 3 must be filled with a unique identifier per EMCS movement. The way this field is used is under MSAs’ responsibility, but each EMCS movement must have a unique number.

Field 4 gives an identifier for the type of the movement. If <Submission Message Type> is ‘3’, then value ‘P’ must be used.

Field 5 gives the Check Digit for the whole ARC (see section ‘Design Principles’ of the DDNEA main document), that will help detect an error when keying the ARC.



		R032

		The format of <Office Reference Number> is defined in "FESS Appendix

B”

		The format of <Office Reference Number> is defined as per below:



Field / Content / Field type / Examples

1 / Identifier of the MS to which the Office belongs / Alphabetic 2 / "IT"

2 / National number of the Customs Office/ Alphanumeric 6 (digits and capital letters) / "0830AB "



Field 1 is taken from the list of <COUNTRY CODES>  of the Member States.

Field 2 has to be freely filled with a 6 character alphanumeric code. The 6 characters allow MSAs, where necessary, to define a hierarchy of customs offices (COL).



		R040

		The format of <Temporary Authorisation Reference> is defined in

"Appendix B"

		The format of <Temporary Authorisation Reference > is defined as per below:



Field / Content / Field type / Examples

1 / Identifier of the MS where the temporary authorisation reference is registered/ Alphabetic 2 / "PL"

2 / Nationally assigned, unique code / Alphanumeric 11 (digits and capital letters) / "0830AB "



Field 1 is taken from the list of <COUNTRY CODES>  of the Member States.

The format of the temporary authorisation reference is the same as the format of the trader excise number.



		R045

		….

When the value of the “TRADER CONSIGNEE.Trader Identification” and

“TRADER Place of Delivery.Trader Identification” is any of the following:

“Excise Number” or “Tax Warehouse Reference” or “Temporary

Authorisation Reference”, then the structure of the value should comply

with the structure of the “Trader Excise Number/Tax Warehouse

Reference” as defined in Section 3.2 in FESS Appendix B.

		….

When the value of the “TRADER CONSIGNEE.Trader Identification” and “TRADER Place of Delivery.Trader Identification” is any of the following: “Excise Number” or “Tax Warehouse Reference” or “Temporary Authorisation Reference”, then the structure of the value should comply with the structure of the “Trader Excise Number/Tax Warehouse Reference” as defined in  ‘R070’.



		R070

		The format of <Trader Excise Number> or <Tax Warehouse Reference> is

defined in "FESS, Appendix B".

…

		The <Trader Excise Number> must be unique in the list of <TRADER AUTHORISATION>. 

The <Tax Warehouse Reference> must be unique in the list of <TAX WAREHOUSE>". 

 

The format of <Trader Excise Number> or <Tax Warehouse Reference> is defined as per the below structure:

 

Field / Content / Field type / Examples

1 / Identifier of the MS where the economic operator or tax warehouse is registered / Alphabetic 2 / "PL"

2 / Nationally assigned, unique code / Alphanumeric 11 / "2005764CL78"

 

Field 1 is taken from the list of <MEMBER STATES>.

Field 2 must be filled with a unique identifier for the Excise registered operator (authorised warehouse keeper, registered consignee, registered consignor, certified consignor and certified consignee) or for the tax warehouse. The way this value is assigned falls under the MSAs’ responsibility, but each Excise registered operator (authorised warehouse keeper, registered consignee, registered consignor, certified consignor and certified consignee) and each tax warehouse must have a unique number.



		R071

		The format of <Event Report Number> is defined in "Appendix B"

		The format of <Event Report Reference> is defined as per the below structure:

 

Field / Content / Field type / Examples

1 / Identifier of the MS where the report is validated / Alphabetic 2 / "ES"

2 / Nationally assigned, unique code / Alphanumeric 13 (digits and capital letters) / "2005YTE17UIC2"

3 / Check Digit / Numeric 1 / "9"

 

Field 1 is taken from the list of <MEMBER STATES>

Field 2 must be filled with a unique identifier per report. The way this field is used is under MSAs’ responsibility, but each report must have a unique number. It is possible, but not mandatory, that it contains the year when the report was initially submitted (as suggested in the example).

Field 3 gives the Check Digit for the whole identifier, that will help detect an error when keying this identifier.



		R083

		The format of <Follow Up Correlation ID> is defined in "Appendix B":

		The format of <Follow Up Correlation ID> is defined as per the below structure:



Field / Content / Field type / Examples

1 / Year / Numeric 2 / "05"

2 / Identifier of the MS where the message was initially submitted / Alphabetic 2 / “ES”

3 / Free nationally assigned, code / Alphanumeric 21 / ARC

4 / Complement / Alphanumeric 3 / "123"

 

Field 1 is last two digits of year.

Field 2 is taken from the list of <MEMBER STATES> 

Field 3 must be filled with a nationally assigned identifier. In certain case, for the Follow Up Correlation ID it can be an ARC.

Field 4 gives a complement to field 3 to make together a unique identifier (for example, in the case of Follow Up Correlation ID where several follow-up messages deals with the same ARC.)



		R109

		The format of <Control Report Reference> is defined in "Appendix B"

		The format of <Control Report Reference> is defined as per the below structure:

 

Field / Content / Field type / Examples

1 / Identifier of the MS where the report is validated / Alphabetic 2 / "ES"

2 / Nationally assigned, unique code / Alphanumeric 13 (digits and capital letters) / "2005YTE17UIC2"

3 / Check Digit / Numeric 1 / "9"

 

Field 1 is taken from the list of <MEMBER STATES>

Field 2 must be filled with a unique identifier per report. The way this field is used is under MSAs’ responsibility, but each report must have a unique number. It is possible, but not mandatory, that it contains the year when the report was initially submitted (as suggested in the example).

Field 3 gives the Check Digit for the whole identifier, that will help detect an error when keying this identifier.



		R217

		The format of <MV Correlation ID> is defined in "Appendix B"

		The format of <MC Correlation ID> is defined as per the below structure:



Field / Content / Field type / Examples

1 / Year / Numeric 2 / "05"

2 / Identifier of the MS where the message was initially submitted / Alphabetic 2 / “ES”

3 / Free nationally assigned, code / Alphanumeric 21 / ARC

4 / Complement / Alphanumeric 3 / "123"

 

Field 1 is last two digits of year.

Field 2 is taken from the list of <MEMBER STATES> 

Field 3 must be filled with a nationally assigned identifier. In certain case, for the Follow Up Correlation ID it can be an ARC.

Field 4 gives a complement to field 3 to make together a unique identifier (for example, in the case of Follow Up Correlation ID where several follow-up messages deals with the same ARC.)



		Assumptions in process ‘Download of an e-AD (Query)’[footnoteRef:1] [1:  Process name to be updated to ‘Download of an e-AD/e-SAD (Query)’ due to the introduction of Duty Paid B2B.] 


		The model include references only to the messages’ IDs (e.g. IE784,

IE785 and IE838) and messages’ names (e.g. “movement download

request”, “movement download answer” and “history of a

movement”) available in the Appendix D of FESS.

…

		The model include references only to the messages’ IDs (e.g. IE784,

IE785 and IE838) and messages’ names (e.g. “movement download

request”, “movement download answer” and “history of a

movement”) available in the Excise BPMs and artefacts.

…



		Assumptions in process ‘Download of an e-AD (Results)’[footnoteRef:2] [2:  Process name to be updated to ‘Download of an e-AD/e-SAD (Results)’ due to the introduction of Duty Paid B2B.] 


		…

“Movement Download Request”, “Movement Download Answer” and

“History of a Movement”) available in the Appendix D of FESS

		…

“Movement Download Request”, “Movement Download Answer” and

“History of a Movement”) available in the Excise BPMs and artefacts



		Task ‘Perform Coordination Protocol validation of Common Domain message’

		93 - Invalid ARC: The structure of the ARC (Administrative Reference Code) does not conform to specifications given in FESS Appendix B…

And 

94 - Invalid Follow Up Correlation ID / MV Correlation ID: The structure

of the Follow Up Correlation ID or MV Correlation ID does not conform to

specifications given in FESS Appendix B

		93 - Invalid ARC: The structure of the ARC (Administrative Reference Code) does not conform to specifications given in rule R030…

And 

94 - Invalid Follow Up Correlation ID / MV Correlation ID: The structure

of the Follow Up Correlation ID or MV Correlation ID does not conform to specifications given in rule R083





Table 1: Removal of FESS references - Updated Descriptions
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1) [bookmark: _Ref198630712][bookmark: _Toc1400340][bookmark: _Ref198389504][bookmark: _Toc1400342]The description of the use case “Submission and registration of an e-AD (UC2.01)” shall be updated to indicate that this use case covers also Duty Paid B2B movements and e-SAD’s, as shown below:



Note: This annex details the sections describing a business scenario that is directly impacted by the computerisation of Duty Paid B2B. However, it shall be noted that the following updates are applicable throughout the sections:

· any occurrence of e-AD will be renamed to e-AD/e-SAD.



III.I.1 Submission and registration of an e-AD/e-SAD (UC2.01)

This use case describes the message exchange protocol for submitting and registering an e-AD/e-SAD. Within the context of the EMCS, the e-AD/e-SAD is a message containing information about the consignment; namely the origin, the destination, the Economic Operators that are involved in the movement, and the product codes along with their quantities being moved.

The different scenarios of this use case are determined by the combinations of certain types of the origin and the destination of the movement. The origin types that determine the combinations depend on whether the consignment initiates from a tax warehouse, from a place of import or for Duty Paid purposes. The destination types that determine the combinations depend on whether the consignment has a known destination or an unknown destination. The destination type of an e-AD may be outside the community in which case the scenarios for the exportation of goods apply described in Sub-Section III.II Export Scenarios.

For each combination of the aforementioned origin and destination types, the different scenarios are the following:

when the origin of the movement is a tax warehouse and:

the destination of the movement is known (see III.I.1.1.1); or

the destination of the movement is unknown (see III.I.1.1.2). or

when the origin of the movement is a place of import and:

the destination of the movement is known (see III.I.1.2.2); or

the destination of the movement is unknown (see III.I.1.2.3). or

when the origin of the movement is Duty Paid and:

the destination of the movement is known (see III.I.1.3.1).

All scenarios begin essentially with the consignor submitting a draft e-AD/e-SAD (IE815: N_EAD_SUB) to the MSA dispatch application that subsequently validates the structure and the message content. It should be noted that although the submission occurs before the actual dispatch of goods, if the e-AD/e-SAD is submitted in deferred mode, then the actual dispatch of goods would have preceded the draft e-AD/e-SAD submission. The exceptional cases of the aforementioned validations are described in Sub-Section III.VI.

For the case where the origin of the movement is a place of import, an additional scenario describes the exceptional case where the e-AD has been found to be inconsistent with the import data (see III.I.1.2.1).



A dedicated scenario will be added for the case where the origin of the movement is Duty Paid B2B, as shown below:

III.I.1.3 Origin is Duty Paid

III.I.1.3.1 Origin is Duty Paid and the destination is known

According to this scenario, the Certified Consignor submits a draft e-SAD (IE815: N_EAD_SUB) to the MSA dispatch application. The origin of the movement is a Duty Paid and the destination of the movement is known (i.e. for Duty Paid B2B movements, the destination is always known).

The MSA dispatch application upon receiving the draft e-SAD performs the relevant validations, which pass successfully (the exceptional cases of the message validations in this scenario are described in Sub-Section III.VI). The MSA dispatch application assigns an ARC to the e-SAD (the structure of ARC and the Check Digit algorithm are defined in rule ‘R030’ of the Excise BPMs) and creates a validated e-SAD (IE801: C_EAD_VAL) with sequence number “1” that disseminates to the MSA destination application and to the Certified Consignor. Finally, the state of the movement at the MSA of Dispatch is set to “Accepted” and the timer TIM_EAD_ESAD is initiated to expire at the expected end of the movement (i.e. date of dispatch plus journey time).

Upon the reception of the validated e-SAD (IE801: C_EAD_VAL) from the MSA dispatch application, the MSA destination application stores the e-SAD and sets the state of the e-SAD at MSA of Destination to “Accepted”. Finally, the MSA destination application forwards the e-SAD (IE801: C_EAD_VAL) to the Certified Consignee.

The scenario of the submission and registration of an e-SAD having Duty Paid as the origin and a known movement destination is depicted in Figure X and Figure Y:



Note: The corresponding ‘Time Sequence Diagrams’ and ‘Collaboration Diagrams’ will include ‘Certified Consignor’ and ‘Certified Consignee’ as the applicable actors for the scenario ‘Origin is Duty Paid and the Destination is known’.





























2) The description of the “Alert of rejection of an e-AD (UC2.07)” use case will be updated to indicate it also covers Duty Paid B2B movements and e-SADs. The actual updates are highlighted below (in bold/italics):

[bookmark: _Toc1400348][bookmark: _Ref198959216][bookmark: _Toc1400352]III.I.2 Alert or rejection of an e-AD/e-SAD (UC2.07)

The Consignee may submit an alert or rejection (IE819: C_REJ_DAT) before the goods arrive at the destination to notify the involved actors. The successful completion of the scenarios in this section causes state transition for the concerned e-AD/e-SAD to “Accepted” or “Rejected” when Consignee alerts or rejects the e-AD/e-SAD, respectively. The state transition pertains to both the MSA of Dispatch and the MSA of Destination.

The scenarios of this use case are initiated by the Consignee, hence the destination of the concerned e-AD/e-SAD cannot be unknown since in this case the movement has no Consignee. Moreover, the scenarios of this use case require the state of the concerned e-AD/e-SAD to be in the “Accepted” state.

		Section

		Scenario

		Ending State



		III.I.1.1.1

		Origin is tax warehouse and the destination is known

		Accepted



		III.I.1.2.2

		Origin is import and the destination is known

		Accepted



		III.I.1.3.1

		Origin is Duty Paid and the destination is known

		Accepted



		III.II.1.2.3

		Change of Destination (UC2.05)

		Accepted



		III.II.2.2.3

		Change of Destination (UC2.05)

		Accepted



		III.II.2.6.2

		Change of Destination (UC2.05)

		Accepted



		III.II.2.8

		Export Operation at Office of Export and movement not released by Customs followed by change of destination

		Accepted



		III.II.3.3.2

		Change of Destination (UC2.05)

		Accepted



		III.II.3.6.2

		Change of Destination (UC2.05)

		Accepted





[bookmark: _Toc1400991]Table 8: Scenarios that must have been previously completed in order to submit an alert or rejection

The different scenarios of this use case are determined by the indicator of the alert or rejection, which can either signify an alert or rejection:

e-AD/e-SAD alerted (see III.I.4.1); and

e-AD/e-SAD rejected (see III.I.4.2).

Both scenarios begin essentially with the Consignee submitting an alert or rejection (IE819: C_REJ_DAT) to the MSA destination application that subsequently validates the structure and the message content. The exceptional cases of the aforementioned validations are described in Sub-Section III.VI.

[bookmark: _Ref198636390][bookmark: _Toc1400349]III.I.2.1 e-AD/e-SAD alerted

According to this scenario, the Consignee submits an alert (IE819: C_REJ_DAT) to the MSA destination application. The Consignee has provided the ARC and the last sequence number of the movement that he/she alerts, which is in the “Accepted” for both the MSA of Dispatch and the MSA of Destination.

The MSA destination application upon receiving the alert (IE819: C_REJ_DAT) performs the relevant validations, which pass successfully (the exceptional cases of the message validations in this scenario are described in Sub-Section III.VI). The MSA destination does not alter the state of the concerned e-AD/e-SAD and forwards the alert (IE819: C_REJ_DAT) to the MSA dispatch application. Finally, the MSA destination application sends back the validated alert to the Consignee as a confirmation.

Upon the reception of the alert (IE819: C_REJ_DAT) the MSA dispatch application does not alter the state of the concerned e-AD/e-SAD and forwards the alert (IE819: C_REJ_DAT) to the Consignor.

The scenario of the submission and registration of an alert is depicted in Figure 14 and Figure 15:



[image: ]

[bookmark: _Ref202009889][bookmark: _Toc1400733]Figure 14: TSD - e-AD/e-SAD alerted

[image: ]

[bookmark: _Ref202011466][bookmark: _Toc1400734]Figure 15: CLD - e-AD/e-SAD alerted

[bookmark: _Ref198636402][bookmark: _Toc1400350]III.I.2.2 e-AD/e-SAD rejected

According to this scenario, the Consignee submits a rejection (IE819: C_REJ_DAT) to the MSA destination application. The Consignee has provided the ARC of the movement and the last sequence number that he/she rejects, which is in the “Accepted” for both the MSA of Dispatch and the MSA of Destination.

The MSA destination application upon receiving the rejection (IE819: C_REJ_DAT) performs the relevant validations, which pass successfully (the exceptional cases of the message validations in this scenario are described in Sub-Section III.VI). The MSA destination application sets the state of the movement at the MSA of Destination to “Rejected” and forwards the rejection (IE819: C_REJ_DAT) to the MSA dispatch application. Finally, the MSA destination application sends back the validated rejection to the Consignee as a confirmation.

Upon the reception of the rejection (IE819: C_REJ_DAT) the MSA dispatch application sets the state of the movement at the MSA of Dispatch to “Rejected” and forwards the rejection to the Consignor. The Consignor is expected to change the e-AD/e-SAD destination, split the e-AD, or cancel the e-AD as a response to the rejection and the MSA dispatch application initiates the TIM_CHS timer, which once elapsed, will send a reminder to the Consignor.

Please note that the “Rejected” state is not a final state and the Consignor is expected to take actions such that the e-AD/e-SAD will finally reach a final state. The expected actions from the Consignor and the timer TIM_CHS expiration are described in chapter III.I.8.

The scenario of the submission and registration of rejection is depicted in Figure 16 and Figure 17:

[image: ]

[bookmark: _Ref202011467][bookmark: _Toc1400735]Figure 16: TSD - e-AD/e-SAD rejected

[image: ]

[bookmark: _Ref198636467][bookmark: _Toc1400736]Figure 17: CLD - e-AD/e-SAD rejected



3) The description of the use case “Submission of Report of Receipt (UC2.06)” will be updated to indicate that this use case covers also Duty Paid B2B movements and e-SADs. Moreover, a note shall be added for clarification about the different implications of the Report of Receipt, when sent by Consignee or MSA of Destination. The actual updates are highlighted below (in bold/italics):

III.I.4 Submission of Report of Receipt (UC2.06)

When the goods arrive at their destination, the Consignee acknowledges the receipt of goods by submitting a Report of Receipt (RoR) (IE818: C_DEL_DAT) to notify the involved actors. The Consignee includes in the draft Report of Receipt (IE818: C_DEL_DAT) the ARC and the last sequence number of the ARC. The successful completion of the scenarios in this section cause state transition for the concerned e-AD/e-SAD to “Delivered”, “Refused”, or “Partially refused”.

The scenarios of this use case require the state of the concerned e-AD/e-SAD to be in the “Accepted” state. In addition, the receipt of goods may occur when the e-AD is in the “Exporting” state in which case the scenarios for the exportation of goods apply described in Sub-Section III.II Export Scenarios.

		Section

		Scenario

		Ending State



		III.I.1.1.1

		Origin is tax warehouse and the destination is known

		Accepted



		III.I.1.2.2

		Origin is import and the destination is known

		Accepted



		III.I.1.3.1

		Origin is Duty Paid and the destination is known

		Accepted



		III.II.1.2.3

		Change of Destination (UC2.05)

		Accepted



		III.II.2.2.3

		Change of Destination (UC2.05)

		Accepted



		III.II.2.6.2

		Change of Destination (UC2.05)

		Accepted



		III.II.2.8

		Export Operation at Office of Export and movement not released by Customs followed by change of destination

		Accepted



		III.II.3.3.2

		Change of Destination (UC2.05)

		Accepted



		III.II.3.6.2

		Change of Destination (UC2.05)

		Accepted



		III.I.2.1

		e-AD/e-SAD alerted

		Accepted





[bookmark: _Toc1400993]Table 10: Scenarios that must have been previously completed in order to submit a Report of Receipt

The different scenarios of this use case are determined by the following value categories of the RoR conclusion and the corresponding type of movement:

delivery accepted for a Duty Suspension movement (see III.I.4.1);

delivery accepted for a Duty Paid B2B movement (see III.I.4.2);

delivery refused (see III.I.4.3); 

delivery partially refused (see III.I.4.4) and

delivery partially refused for a Duty Paid B2B movement (see III.I.4.5).

Two additional value categories of the RoR conclusion are possible pertaining to the scenarios for the exportation of goods. These scenarios are not included in this section and are described in Sub-Section III.II Export Scenarios.

All scenarios begin essentially with the Consignee submitting a Report of Receipt (IE818: C_DEL_DAT) to the MSA destination application that subsequently validates the structure and the message content. The exceptional cases of the aforementioned validations are described in Sub-Section III.VI.

It shall be noted that in cases of Duty Paid B2B movements, i.e. movements accompanied by an e-SAD, the submission of the Report of Receipt has different implications depending on the transmitter. In detail, the submission of the Report of the Receipt by the Consignee implies that the goods have arrived, while the submission by the MSA destination implies that all fiscal formalities are also handled. 

III.I.4.1. Delivery Accepted for a Duty Suspension movement

According to this scenario, the Consignee submits a draft Report of Receipt (IE818: C_DEL_DAT) indicating delivery acceptance to the MSA destination application that subsequently validates successfully the structure and the message content (the exceptional cases of the message validations in this scenario are described in Sub-Section III.VI). Then the MSA destination application changes the state of the e-AD at MSA of Destination to “Delivered”, which is a final state, and forwards the validated Report of Receipt (IE818: C_DEL_DAT) to the MSA dispatch application. Finally, the MSA destination application sends back the validated RoR to the Consignee as a confirmation.

Upon the reception of the delivery notification message (IE818: C_DEL_DAT), the MSA dispatch application validates successfully the received message and changes the state of the e-AD to “Delivered”, which is a final state. In addition, the MSA dispatch application forwards the delivery notification (IE818: C_DEL_DAT) to the Consignor to inform him/her for the acceptance of delivery and in series the discharge of the movement. Finally, if the TIM_EAD_ESAD timer has not expired, the MSA dispatch application stops it otherwise it resets the flag raised locally at its expiration.

The scenario with the acceptance of delivery is depicted in Figure 20 and Figure 21:
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[bookmark: _Ref202011469][bookmark: _Toc1400739]Figure 20: TSD - Submission of e-AD of which delivery is “Accepted” (with or without shortages)

[image: ]

[bookmark: _Ref202011468][bookmark: _Toc1400740]Figure 21: CLD - Submission of e-AD of which delivery is “Accepted” (with or without shortages)



III.I.4.2. Delivery Accepted for a Duty Paid B2B movement

According to this scenario, the Certified Consignee submits a draft Report of Receipt (IE818: C_DEL_DAT) indicating delivery acceptance to the MSA destination application that subsequently validates successfully the structure and the message content (the exceptional cases of the message validations in this scenario are described in Sub-Section III.VI). Then the MSA destination application changes the state of the e-SAD at MSA of Destination to “Delivered”, which is a final state. However, contrary to the processing of a Report of Receipt for a Duty Suspension movement, the Report of Receipt (IE818: C_DEL_DAT) for a Duty Paid B2B movement is not automatically forwarded to the MSA dispatch application. The MSA of Destination performs any necessary formalities to ensure that the consignee has fulfilled all his/her legal obligations (e.g. payment of excise duty), before forwarding the Report of Receipt for a duty paid B2B movement to the MSA of Dispatch. Therefore, it shall be noted that since there are additional fiscal formalities to be handled by the MSA destination application upon the reception of the Report of Receipt (IE818: C_DEL_DAT) from the Certified Consignee, there may be a delay in the sending of the Report of Receipt (IE818: C_DEL_DAT) from the MSA destination application to the MSA dispatch application. Once the applicable fiscal formalities are handled, the MSA destination application sends back the validated RoR to the Certified Consignee as a confirmation. 



Upon the reception of the delivery notification message (IE818: C_DEL_DAT), the MSA dispatch application validates successfully the received message and changes the state of the e-SAD to “Delivered”, which is a final state. In addition, the MSA dispatch application forwards the delivery notification (IE818: C_DEL_DAT) to the Certified Consignor to inform him/her for the acceptance of delivery and in series the discharge of the movement. Finally, if the TIM_EAD_ESAD timer has not expired, the MSA dispatch application stops it otherwise it resets the flag raised locally at its expiration.

The scenario with the acceptance of delivery is depicted in Figure 20 and Figure 21:



Note: The corresponding ‘Time Sequence Diagrams’ and ‘Collaboration Diagrams’ will include ‘Certified Consignor’ and ‘Certified Consignee’ as the applicable actors for the scenario ‘Delivery Accepted for a Duty Paid B2B movement’. Additionally, a clarification will be added in the Time Sequence Diagram so that it is clearly indicated that there may be a delay in sending the Report of Receipt to the MSA dispatch application. This will only be done once all fiscal formalitites are handled by the MSA of Destination upon the reception of the Report of Receipt (IE818: C_DEL_DAT) from the Certified Consignee





[bookmark: _Toc178390733][bookmark: _Toc191308279][bookmark: _Ref198624885][bookmark: _Ref198719476][bookmark: _Ref198720168][bookmark: _Ref198960518][bookmark: _Ref198960536][bookmark: _Ref201568950][bookmark: _Ref201568966][bookmark: _Toc1400354]III.I.4.3 Delivery Refused

If the Consignee submits a draft Report of Receipt (IE818: C_DEL_DAT) indicating refusal of delivery to the MSA destination application, the latter validates successfully the structure and the message content (the exceptional cases of the message validations in this scenario are described in Sub-Section III.VI). Then the MSA destination application changes the state of the e-AD/e-SAD at MSA of Destination to “Refused” and forwards the validated Report of Receipt (IE818: C_DEL_DAT) to the MSA dispatch application. Finally, the MSA destination application sends back the validated RoR to the Consignee as a confirmation.

Upon the reception of the refusal of delivery notification message (IE818: C_DEL_DAT), the MSA dispatch application validates successfully the received message and changes the state of the e-AD/e-SAD to “Refused”. In addition, the MSA dispatch application forwards the delivery notification to the Consignor. Finally, the MSA dispatch application starts the timer TIM_CHS, which once elapsed, will send a reminder to the Consignor.

Please note that the “Refused” state is not a final state and the Consignor is expected to take actions such that the e-AD/e-SAD will finally reach a final state. The expected actions from the Consignor and the timer TIM_CHS expiration are described in chapter III.I.8.

The scenario with the refusal of delivery is depicted in Figure 22 and Figure 23:
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[bookmark: _Ref202011470][bookmark: _Toc1400741]Figure 22: TSD - Submission of e-AD/e-SAD of which delivery is “Refused”
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[bookmark: _Ref202011471][bookmark: _Toc1400742]Figure 23: CLD - Submission of e-AD/e-SAD of which delivery is “Refused”

[bookmark: _Toc191308280][bookmark: _Ref198624890][bookmark: _Ref198719483][bookmark: _Ref198720170][bookmark: _Ref198960521][bookmark: _Ref198960540][bookmark: _Ref201568954][bookmark: _Ref201568963][bookmark: _Toc1400355]III.I.4.4 Delivery Partially Refused for a Duty Suspension movement

If the Consignee submits a draft Report of Receipt (IE818: C_DEL_DAT) indicating partial refusal of delivery to the MSA destination application, the latter validates successfully the structure and the message content (the exceptional cases of the message validations in this scenario are described in Sub-Section III.VI). Then the MSA destination application changes the state of the e-AD at MSA of Destination to “Partially Refused” and forwards the validated Report of Receipt (IE818: C_DEL_DAT) to the MSA dispatch application. Finally, the MSA destination application sends back the validated RoR to the Consignee as a confirmation.

Upon the reception of the partial refusal of delivery notification message (IE818: C_DEL_DAT), the MSA dispatch application validates successfully the received message and changes the state of the e-AD to “Partially Refused”. In addition, the MSA dispatch application forwards the delivery notification to the Consignor. Finally, the MSA dispatch application starts the timer TIM_CHS, which once elapsed, will send a reminder to the Consignor.

Please note that the “Partially Refused” state is not a final state and the Consignor is expected to take actions such that the e-AD will finally reach a final state. The expected actions from the Consignor and the timer TIM_CHS expiration are described in chapter III.I.8.

The scenario with the partial refusal of delivery is depicted in Figure 24 and Figure 25:
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[bookmark: _Ref180389658][bookmark: _Ref180389644][bookmark: _Toc1400743]Figure 24: TSD - Submission of e-AD of which delivery is “Partially Refused”
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[bookmark: _Ref202011472][bookmark: _Toc1400744]Figure 25: CLD - Submission of e-AD of which delivery is “Partially Refused”



III.I.4.5 Delivery Partially Refused for a Duty Paid B2B movement

If the Certified Consignee submits a draft Report of Receipt (IE818: C_DEL_DAT) indicating partial refusal of delivery to the MSA destination application, the latter validates successfully the structure and the message content (the exceptional cases of the message validations in this scenario are described in Sub-Section III.VI). Then the MSA destination application changes the state of the e-SAD at MSA of Destination to “Partially Refused”. However, contrary to the processing of a Report of Receipt for a Duty Suspension movement, the Report of Receipt (IE818: C_DEL_DAT) for a Duty Paid B2B movement is not automatically forwarded to the MSA dispatch application. The MSA of Destination performs any necessary formalities to ensure that the consignee has fulfilled all his/her legal obligations (e.g. payment of excise duty), before forwarding the Report of Receipt for a duty paid B2B movement to the MSA of Dispatch. Therefore, it shall be noted that since there are additional fiscal formalities to be handled by the MSA destination application upon the reception of the Report of Receipt (IE818: C_DEL_DAT) from the Certified Consignee, there may be a delay in the sending of the Report of Receipt (IE818: C_DEL_DAT) from the MSA destination application to the MSA dispatch application. Once the applicable fiscal formalities are handled, the MSA destination application sends back the validated RoR to the Certified Consignee as a confirmation.

Upon the reception of the partial refusal of delivery notification message (IE818: C_DEL_DAT), the MSA dispatch application validates successfully the received message and changes the state of the e-SAD to “Partially Refused”. In addition, the MSA dispatch application forwards the delivery notification to the Certified Consignor. Finally, the MSA dispatch application starts the timer TIM_CHS, which once elapsed, will send a reminder to the Certified Consignor.

Please note that the “Partially Refused” state is not a final state and the Certified Consignor is expected to take actions such that the e-SAD will finally reach a final state. The expected actions from the Certified Consignor and the timer TIM_CHS expiration are described in chapter III.I.8.

The scenario with the partial refusal of delivery is depicted in Figure 24 and Figure 25:



Note: The corresponding ‘Time Sequence Diagrams’ and ‘Collaboration Diagrams’ will include ‘Certified Consignor’ and ‘Certified Consignee’ as the applicable actors for the scenario ‘Delivery Accepted for a Duty Paid B2B movement’. Additionally, a clarification will be added in the Time Sequence Diagram so that it is clearly indicated that there may be a delay in sending the Report of Receipt to the MSA dispatch application. This will only be done once all fiscal formalitites are handled by the MSA of Destination upon the reception of the Report of Receipt (IE818: C_DEL_DAT) from the Certified Consignee.





4) The description of the use case “Change of Destination (UC2.05)” shall be updated to indicate that this use case partially covers Duty Paid B2B movements and e-SAD’s, i.e. only in the following scenarios:

· either the duty paid movement returns to the tax warehouse of dispatch;

· or the place of delivery for the duty paid movement changes.

[bookmark: _Ref188112994][bookmark: _Ref188113001][bookmark: _Ref188113417][bookmark: _Ref188113433][bookmark: _Ref188114033][bookmark: _Ref188114037][bookmark: _Ref188120424][bookmark: _Ref188120431][bookmark: _Toc191308282][bookmark: _Toc191309221][bookmark: _Toc1400356][bookmark: _Toc1400363]III.I.5 Change of Destination (UC2.05)

The Consignor may change the destination of an e-AD/e-SAD. The successful completion of the scenario in this section causes state transition for the concerned e-AD/e-SAD to “Accepted” pertaining to both the MSA of Dispatch and the MSA of Destination. For Duty Suspension movements (i.e. e-ADs), the new destination can be a tax warehouse or the premises of a registered Consignee or of a temporary registered Consignee or a place of direct delivery or export. For Duty Paid B2B movements (i.e. e-SADs), the new destination can be a new place of delivery of the same certified Consignee or a return back to the place of dispatch.

The scenarios of this use case require the state of the concerned e-AD/e-SAD to be in the “Accepted”, “Refused”, “Partially refused”, or “Rejected” state. Moreover, the scenarios of this use case require the state of the concerned e-AD to be in the “Exporting” state in which case the scenarios for the exportation of goods apply described in Sub-Section III.II Export Scenarios.

		Section

		Scenario

		Ending State



		III.I.1.1.1

		Origin is tax warehouse and the destination is known

		Accepted



		III.I.1.2.2

		Origin is import and the destination is known

		Accepted



		III.I.1.3.1

		Origin is Duty Paid and the destination is known

		Accepted



		III.II.1.2.3

		Change of Destination (UC2.05)

		Accepted



		III.II.1.3.2

		Change of Destination (UC2.05)

		Accepted



		III.II.2.2.3

		Change of Destination (UC2.05)

		Accepted



		III.II.2.3.2

		Change of Destination (UC2.05)

		Accepted



		III.II.2.6.2

		Change of Destination (UC2.05)

		Accepted



		III.II.2.8

		Export Operation at Office of Export and movement not released by Customs followed by change of destination

		Accepted



		III.II.3.3.2

		Change of Destination (UC2.05)

		Accepted



		III.II.3.4.2

		Change of Destination (UC2.05)

		Accepted



		III.II.3.6.2

		Change of Destination (UC2.05)

		Accepted



		III.I.2.2

		e-AD/e-SAD rejected

		Rejected



		III.I.4.2

		Delivery Refused

		Refused



		III.I.4.4

		Delivery Partially Refused for a Duty Suspension movement

		Partially refused



		III.I.4.5

		Delivery Partially Refused for a Duty Paid B2B movement

		Partially refused





[bookmark: _Toc1400994]Table 11: Scenarios that must have been previously completed in order to submit a change of destination

The different scenarios of this use case are determined by the combinations of the former destination and the new destination. There are three possible changes of destination scenarios, either:

the MS of Destination changes: this implies that both Consignee and Place of Delivery change (see III.I.5.1); or

the MS of Destination does not change but the Consignee (hence the Place of Delivery) changes (see III.I.5.4); or

neither the MS of Destination nor the Consignee change, but only the Place of Delivery changes (see III.I.5.5).

A particular case of the first scenario (where MS of Destination changes) is when the Consignor changes the destination for return of goods. In this scenario the new destination is the Place of Dispatch, which implies that both Consignee and Place of Delivery change (see III.I.5.3).

Furthermore, the particular case of the first scenario where the Consignor diverts a movement back to a (former) MSA of Destination is also included as a change of both Consignee and Place of Delivery (see III.I.5.2).

All scenarios begin essentially with the consignor submitting an update message (IE813: C_UPD_DAT) to the MSA dispatch application that subsequently validates the structure and the message content. The exceptional cases of the aforementioned validations are described in Sub-Section III.VI.

All the possible change of destination scenarios are described below.



…..



[bookmark: _Ref266967044][bookmark: _Toc1400359]III.I.5.3 Return to the tax warehouse of dispatch

The Consignor initiates the change of destination process by submitting an update message (IE813: C_UPD_DAT) for return of goods thus changing the MS of Destination. The MSA dispatch application receives the draft update message (IE813: C_UPD_DAT) and validates it successfully (the exceptional cases of the message validations in this scenario are described in Sub-Section III.VI). The MSA dispatch application changes the state of the e-AD/e-SAD at MSA of Dispatch to “Accepted”.

The MSA dispatch application includes the last sequence number of the ARC incremented by 1 (PreviousSeqNo + 1) in the validated update message (IE813: C_UPD_DAT) and sends it to the MSA destination application as well as to the Consignor as an acknowledgement.

Finally, in case the journey time has changed, the MSA dispatch application updates the TIM_EAD_ESAD timer if the expected end of the movement is still in the future or first resets the flag that has been raised locally at expiration time and then restarts the timer if the expected end of the movement is in the past.

Upon the reception of the update message (IE813: C_UPD_DAT), the MSA destination application validates the structure of the received message. Assuming that the message structure validation passes successfully, the MSA destination application sets the state of e-AD/e-SAD to “Diverted” and sends a notification message (IE803: C_EAD_NOT) with the same ARC and sequence number as in the update message (IE813: C_UPD_DAT) to the Consignee to inform him that the movement has changed destination.

To complete the return to the tax warehouse of dispatch and discharge the e-AD/e-SAD, the Consignor submits a draft Report of Receipt (IE818: C_DEL_DAT) indicating delivery acceptance to the MSA dispatch application. The message structure and content are validated by the MSA dispatch application that complete successfully. Then the MSA dispatch application changes the state of the e-AD/e-SAD at MSA of Dispatch to “Delivered”, which is a final state. Finally, the MSA dispatch application sends back the validated RoR to the Consignor as a confirmation.

The scenario to change return to the tax warehouse of dispatch is depicted in Figure 30 and Figure 31:
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[bookmark: _Ref202011474][bookmark: _Toc1400750]Figure 31: CLD - Return to the tax warehouse of dispatch
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The Consignor initiates the change of destination process to change the Place of Delivery. In that case, the Consignor sends the draft update (IE813: C_UPD_DAT) for validation to the MSA dispatch application. The MSA dispatch application receives the draft update message (IE813: C_UPD_DAT) and validates it successfully (the exceptional cases of the message validations in this scenario are described in Sub-Section III.VI). The MSA dispatch application changes the state of the e-AD/e-SAD at MSA of Dispatch to “Accepted”. 

The MSA dispatch application includes the last sequence number of the ARC incremented by 1 (PreviousSeqNo + 1) in the validated update message (IE813: C_UPD_DAT) and submits it to the MSA destination application and to the Consignor as acknowledgement.

Finally, in case the journey time has changed, the MSA dispatch application updates the TIM_EAD_ESAD timer if the expected end of the movement is still in the future or first resets the flag that has been raised locally at expiration time and then restarts the timer if the expected end of the movement is in the past.

Upon the reception of the update message (IE813: C_UPD_DAT), the MSA destination application validates the structure of the received message. The MSA destination application changes the state of the e-AD/e-SAD at MSA of Destination to “Accepted” and forwards the update message (IE813: C_UPD_DAT) to the Consignee.

The scenario to change the Place of Delivery is depicted in Figure 34 and Figure 35:
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[bookmark: _Ref192340496][bookmark: _Toc162354554][bookmark: _Toc1400753]Figure 34: TSD - Change of Place of Delivery following the Submission of e-AD/e-SAD (Consignee unchanged)
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[bookmark: _Ref202011476][bookmark: _Toc1400754]Figure 35: CLD - Change of Place of Delivery following the Submission of e-AD/e-SAD (Consignee unchanged)








5) The description of the “Reminder at expiry time for Report of Receipt (UC2.33)” use case will be updated to indicate the it also covers Duty Paid B2B movements and e-SADs. The actual updates are highlighted below (in bold/italics):

III.I.7 Reminder at expiry of time limit for Report of Receipt (UC2.33)

The MSA dispatch application upon receiving the valid draft e-AD/e-SAD initiates the timer TIM_EAD_ESAD to expire at the expected end of movement (see III.I.1 Submission and registration of an e-AD/e-SAD (UC2.01)). It is expected from the Consignee to acknowledge the receipt of goods by submitting a Report of Receipt (RoR) (see III.I.4 Submission of Report of Receipt (UC2.06)) before the TIM_EAD_ESAD timer expiration. This use case describes the message exchange protocol when TIM_EAD_ESAD timer expires before the Consignee has sent a RoR.

The scenarios of this use case require the state of the concerned e-AD/e-SAD to be in the “Accepted” state.

		Section

		Scenario

		Ending State



		III.I.1.1.1

		Origin is tax warehouse and the destination is known

		Accepted



		III.I.1.2.2

		Origin is import and the destination is known

		Accepted



		III.I.1.3.1

		Origin is Duty Paid and the destination is known

		Accepted



		III.II.1.2.3

		Change of Destination (UC2.05)

		Accepted



		III.II.2.2.3

		Change of Destination (UC2.05)

		Accepted



		III.II.2.6.2

		Change of Destination (UC2.05)

		Accepted



		III.II.2.8

		Export Operation at Office of Export and movement not released by Customs followed by change of destination

		Accepted



		III.II.3.3.2

		Change of Destination (UC2.05)

		Accepted



		III.II.3.6.2

		Change of Destination (UC2.05)

		Accepted





[bookmark: _Toc1400996]Table 13: Scenarios that must have been previously completed in order to submit a reminder at expiry of time limit for Report of Receipt

This use case is described with two sequential scenarios. The first scenario (section III.I.7.1) describes the message exchange protocol after the TIM_EAD_ESAD timer expiration at the MSA dispatch application and must be completed. The second scenario (section III.I.7.2) describes the submission of explanations on delay for delivery and is optional.

[bookmark: _Ref198992592][bookmark: _Toc1400364]III.I.7.1 Status Request/Response after the TIM_EAD_ESAD timer expiration

The scenario described includes the triggering of automatic Status Request/Response by the MSA dispatch application to examine why the TIM_EAD_ESAD timer expired without receiving the RoR. This mechanism enables the MSA dispatch application to identify when the RoR has not been received due to technical problems and when the RoR has not been sent by the Consignee within the allocated time.

This scenario assumes that all message validations pass successfully; the exceptional cases of the aforementioned validations are described in Sub-Section III.VI.

When the TIM_EAD_ESAD timer expires, the MSA dispatch application sends a Status Request (IE904: C_STD_REQ) to the MSA destination application for the specific ARC by including the sequence number of the last business (event) message sent to the MSA of Destination and the information that the e-AD/e-SAD at MSA of Dispatch is found on the “Accepted” state. The last message received from the MSA destination application may be none or an alert or rejection (IE819: C_REJ_DAT).

The MSA destination application receives the Status Request (IE904: C_STD_REQ) and examines the contained information. The MSA destination application responds to that request with the Status Response (IE905: C_STD_RSP) message mentioning the last known sequence number of the movement and that the MSA destination application is found on the “Accepted” state.

It may be the case that the state of the MSA destination application has sent the Report of Receipt, but the MSA dispatch application has not received the RoR message. In this case the Status Response (IE905: C_STD_RSP) sent by the MSA destination application will contain either the “Delivered”, the “Refused” or the “Partially Refused” state. This case is described in the TIM_EAD timer expiration after the Missed RoR scenario of Section III.VI.2.4.2.

Upon the reception and successful validation of the Status Response (IE905: C_STD_RSP) from the MSA destination application, the MSA dispatch application understands that the Consignee has not sent the RoR within the allocated time. Hence, the MSA dispatch application automatically flags the concerned e-AD to allow further retrieval for examination by verification officers and generates a reminder/flagging message (IE802: C_EXC_REM) that is sent to the Consignor and to the MSA destination application as a notification of the RoR delay.

Upon reception and successful validation of the flagging message (IE802: C_EXC_REM), the MSA destination application automatically flags the concerned e-AD to allow further retrieval for examination by verification officers and forwards it (optionally), if relevant, to the Consignee to provide his/her own explanations on the delay.

At this point of the scenario, the Consignor and optionally the Consignee have been notified that the arrival of a consignment is late. The scenario may optionally continue with the submission of explanations on delay for delivery by either the Consignor or the Consignee, which is described in the next section (see III.I.7.2). Alternatively, the scenario may end here:

if the Consignor submits a late e-AD cancellation provided that the consignment has not left the Place of Dispatch, as described in section III.I.3 Cancellation of an e-AD by the Consignor (UC2.10);

if the Consignee sends the expected RoR, as described in section III.I.4 Submission of Report of Receipt (UC2.06);

if the Consignor submits a change of destination, as described in section III.I.5 Change of Destination (UC2.05);

if the Consignor splits the consignment, provided that the consignment contains energy products as described in section III.I.5 Change of Destination (UC2.05).

The scenario for sending reminder message after expiry of the time limit for Report of Receipt thus far is depicted in Figure 38 and Figure 39. No state transitions result from the completion of the scenario.
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[bookmark: _Ref202011478][bookmark: _Toc1400757]Figure 38: TSD - Status Request/Response after the TIM_EAD_ESAD timer expiration - Reminder for RoR
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[bookmark: _Ref198988503][bookmark: _Toc1400758]Figure 39: CLD - Status Request/Response after the TIM_EAD_ESAD timer expiration - Reminder for RoR



6) The description of the “Reminder at expiry time for change of destination (UC2.17)” use case will be updated to indicate the it also covers Duty Paid B2B movements and e-SADs. The actual updates are highlighted below (in bold/italics):
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For the cases when the delivery of a consignment has been refused or partially refused (as described in III.I.4.2 and III.I.4.3, respectively) or the e-AD/e-SAD has been rejected (as described in III.I.2.2) by the Consignee, then the MSA dispatch application has already initiated the TIM_CHS timer. In all of the three aforementioned cases the Consignor is expected to either:

initiate the change of destination process as described in Chapter III.I.5; or

initiate the splitting of consignment process (only applicable for e-AD) as described in Chapter III.I.6; or

initiate the cancellation of an e-AD (only applicable for e-AD) process as described in Chapter III.I.3.

If any of the aforementioned processes is performed by the Consignor, the MSA dispatch application will reset the TIM_CHS timer or stop it as described in the corresponding scenarios. If, however, none of the aforementioned processes is performed by the Consignor, the TIM_CHS timer will expire at the MSA dispatch application, which is the opening action of this use case and consequently of this scenario.

The MSA dispatch application flags the e-AD/e-SAD so that it can set the timer when expired. The implementation mechanism of the flag depends on the national system to be developed. Finally, the MSA dispatch application sends a reminder (IE802: C_EXC_REM) to the Consignor. This reminder will include the ARC of the movement that has been refused or partially refused, the identity of the declared Consignee and the limit date that the Consignor should respond.

The scenario for sending reminder message after expiry of the change of destination timer is depicted in Figure 42 and Figure 43:
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[bookmark: _Ref202011479][bookmark: _Toc1400761]Figure 42: TSD - Sending reminder message after expiry of the change of destination timer
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[bookmark: _Ref202013246][bookmark: _Toc1400762]Figure 43: CLD - Sending reminder message after expiry of the change of destination timer






7) The description of the use case “Post-delivery processing (UC3.12)” shall be updated to indicate that this use case covers also Duty Paid B2B movements and e-SADs. The actual updates are highlighted below (in bold/italics):

[bookmark: _Toc1400370]III.I.10 Post-delivery processing (UC2.12)

When a consignment reaches its destination, the Consignee submits a Report of Receipt to notify the delivery to the involved actors as described in section III.I.4 Submission of Report of Receipt (UC2.06). If the Report of Receipt declares shortages or excesses, then the Consignor and/or the Consignee may provide explanations by submitting a complementary explanations (IE871: C_SHR_EXP) message. The submission of explanations is optional for both the Consignor and the Consignee and may occur several times by the same actors. Also, the submission of explanations may occur for either a movement under Duty Suspension or a Duty Paid B2B movement.

The scenarios of this use case require the Consignee having submitted a Report of Receipt describing shortages or excesses. In addition, the Consignor may submit complementary explanations after confirmation of exit of exported goods. At least one of the following scenarios must have been concluded:

		Section

		Scenario

		State



		III.I.4.1

		Delivery Accepted

		Delivered



		III.I.4.2

		Delivery Refused

		Refused



		III.I.4.3

		Delivery Partially Refused

		Partially Refused





[bookmark: _Toc1400997]Table 14: Scenarios that must have been previously completed in order to submit complementary explanations

One scenario is described in this use case using actor instantiations. The “Consignor / Consignee” instance of the Economic operator actor should be considered as either the Consignor or the Consignee actor. The “dispatch / destination” and the “destination / dispatch” instance of the MSA application actor should be considered as either the MSA dispatch application or the MSA destination application actor.

Note that this use case can be performed in two separate scenarios depending on whether the Consignor or Consignee has initiated the use case by submitting complementary explanations. The message exchange protocol for both scenarios is identical.

If the scenario is initiated by the Consignor, then “dispatch / destination : MSA application” should be considered as the MSA dispatch application and the “destination / dispatch : MSA application” should be considered as the MSA destination application. If the scenario is initiated by the Consignee, then “dispatch / destination : MSA application” should be considered as the MSA destination application and the “destination / dispatch : MSA application” should be considered as the MSA dispatch application.

The Consignor / Consignee Economic operator submits complementary explanations (IE871: C_SHR_EXP) to the dispatch / destination MSA application for an e-AD that shortages or excesses have been declared.

The dispatch / destination MSA application receives the complementary explanations (IE871: C_SHR_EXP) and performs validation. Upon successful validation (exceptional cases are described in Sub-Section III.VI), the dispatch / destination MSA application forwards the incoming complementary explanations (IE871: C_SHR_EXP) message to the destination / dispatch MSA application.

The destination / dispatch MSA application validates the message structure of the received complementary explanations (IE871: C_SHR_EXP).

The scenario for sending complementary explanations is depicted in Figure 48 and Figure 49:
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[bookmark: _Ref198968449][bookmark: _Toc1400767]Figure 48: TSD - Complementary explanations submission
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[bookmark: _Ref198968454][bookmark: _Toc1400768]Figure 49: CLD - Complementary explanations submission


8) The description of the use case “Information on intended claims (UC2.13)” shall be updated to indicate that this use case covers also Duty Paid B2B movements and e-SADs. The actual updates are highlighted below (in bold/italics):
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This use case describes the notification of the MSA of Dispatch by any MSA application claiming the recovery of duties for a movement (i.e. under Duty Suspension or Duty Paid B2B) that shortages have been ascertained. The process within the scope of EMCS includes only the exchange of a basis for recovery of duties (IE861: C_RES_DAT) message; the actual procedures for the recovery of duties are outside the scope of EMCS. The use case ensures that the MSA of Dispatch will have all claims readily available including the cases where concurrent claims have been issued for a particular movement (i.e. under Duty Suspension or Duty Paid B2B).

The MSA of Destination that estimates lost excise duties (shortages) may send an IE861 to the MSA of Dispatch for registering its claims. In case the MSA that claims duties is neither the MSA of Dispatch nor the MSA of Destination, the actor third MSA application will be utilised. The recovery of duties (IE861: C_RES_DAT) message is created when an Excise officer is using the application to submit the message on behalf of the MSA claiming duties. The details of this interaction are not included in the described scenarios as they are a national matter.

The scenarios of this section describe the “Information on intended claims (UC2.13)” use case, through the following scenarios:

duties claimed by the MSA of Destination (see III.I.11.1);

duties claimed by a third MSA that is neither the MSA of Dispatch nor the MSA of Destination (see III.I.11.2).
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The MSA destination application submits a basis for recovery of duties (IE861: C_RES_DAT) message to the MSA dispatch application. It shall be noted that in general, when the claiming MSA is the MSA of Destination, the download of the e-AD/e-SAD (see section III.I.12 Download of an e-AD/e-SAD (UC3.31)) in order to obtain additional information, with respect to the movement, before sending the analysis (IE861: C_RES_DAT) message is optional. However, if deemed necessary by the Excise officer performing the investigation, that the results of the analysis (IE861: C_RES_DAT) contains Event Report or Control Report references that are not available in the MSA of Destination application, then the e-AD/e-SAD download must be performed. This ensures that the referenced Event Reports or Control Reports exist and it will enable the MSA of Destination application to validate the existence of the referenced Event Reports or Control Reports. Furthermore, optionally the “General query to retrieve an e-AD/e-SAD (UC3.32)” (see section III.I.13 General query to retrieve an e-AD/e-SAD (UC3.32)) can also be used to retrieve information.

Upon the reception, the MSA dispatch application validates the information message (IE861: C_RES_DAT). Upon successful validation (exceptional cases are described in Sub-Section III.VI), the MSA dispatch application registers the incoming information message.

The scenario for duties claimed by the MSA of Destination is depicted in Figure 50 and Figure 51:
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[bookmark: _Ref280890327][bookmark: _Toc1400769]Figure 50: TSD - Duties claimed by the MSA of Destination
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[bookmark: _Ref280890329][bookmark: _Toc1400770]Figure 51: CLD - Duties claimed by the MSA of Destination

[bookmark: _Ref280379430][bookmark: _Toc1400373]III.I.11.2 Duties claimed by a third MSA that is neither the MSA of Dispatch nor the MSA of Destination

A third MSA application submits a basis for recovery of duties (IE861: C_RES_DAT) message to the MSA dispatch application. In case a third MSA requires additional information, with respect to the movement, it obtains this information through use case “Download of an e-AD/e-SAD (UC3.31)” (see sections III.I.12 Download of an e-AD/e-SAD (UC3.31)). More specifically, it is mandatory for a third MSA that has not been involved in the movement (i.e. it is not a former MSA of Destination) to always download the e-AD/e-SAD before sending the analysis (IE861: C_RES_DAT) message. If the third MSA is a former MSA of Destination and the Report of Receipt ascertaining shortages has been sent by the same MSA, then the download of the e-AD/e-SAD is optional, but recommended. However, if the third MSA is a former MSA of Destination and the Report of Receipt ascertaining shortages has not been sent by the same MSA, then the download of the e-AD/e-SAD is mandatory. Also, if deemed necessary by the Excise officer performing the investigation, that the results of the analysis (IE861: C_RES_DAT) contain Event Report or Control Report references that are not available in the third MSA application, then the e-AD/e-SAD download must be performed. This ensures that the referenced Event Reports or Control Reports exist and it will enable the third MSA application to validate the existence of the referenced Event Reports or Control Reports. Furthermore, optionally the “General query to retrieve an e-AD/e-SAD (UC3.32)” (see section III.I.13 General query to retrieve an e-AD/e-SAD (UC3.32)) can also be used to retrieve information.

Upon the reception, the MSA dispatch application validates the information message (IE861: C_RES_DAT). Upon successful validation (exceptional cases are described in Sub-Section III.VI), the MSA dispatch application registers the incoming information message.

The scenario for duties claimed by a third MSA that is neither the MSA of Dispatch nor the MSA of Destination is depicted in Figure 52 and Figure 53:
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[bookmark: _Ref280890348][bookmark: _Toc1400771]Figure 52: TSD - Duties claimed by a third MSA that is neither the MSA of Dispatch nor the MSA of Destination
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[bookmark: _Ref280890350][bookmark: _Toc1400772]Figure 53: CLD - Duties claimed by a third MSA that is neither the MSA of Dispatch nor the MSA of Destination
















9) The description of the use case “Download of an e-AD (UC3.31)” shall be updated to indicate that this use case covers also Duty Paid B2B movements and e-SADs.  The actual updates are highlighted below (in bold/italics):

III.I.1.2 Download of an e-AD/e-SAD (UC3.31)

This use case describes the message exchange protocol for requesting to download an e-AD/e-SAD. Two different scenarios of this use case are described. The first scenario describes the case where the e-AD/e-SAD is available on-line in which case the MSA of Dispatch responds with a data packaging message (IE934: C_PAC_DAT) that includes all business messages comprising the movement history. The second scenario describes the case where the e-AD/e-SAD is not available on-line. In this case the Requesting MSA may follow the scenarios described in IV.III.1 Request for history information in order to request the historical e-AD/e-SAD data.

Each Member State shall keep the information concerning movements of excise goods within the Union and the records contained in the national registers referred to in Article 19 of the Council Regulation (EC) No 389/2012, for at least five years from the end of the calendar year in which the movement began. The same treatment shall be performed for rejected messages when technically possible (e.g. valid IT structure and format).  The information concerning the movements of excise goods should be stored and archived for the same duration as valid messages. That period may be limited to three years with respect to information entered into the national registers before 1 July 2012. It shall be noted that rejected messages should be stored even if such messages cannot be automatically retrievable (i.e. could be retrieved through an ACO request) and additionally there is no obligation for the Member States to archive messages that were rejected due to a syntactic error.

The same correlation principle as explained in detail in Section III.VI.2 is applied to the IE934 message of the Download of an e-AD/e-SAD (UC3.31) scenario, for consistency and enhanced correlation. In particular, the “Correlation Identifier” Data Item of the IE905 and IE934 should be equal to the “Message Identifier” of the IE904.

[bookmark: _Toc1400375]III.I.1.2.1 Download of an e-AD/e-SAD successful

This scenario shall be supported by a MSA in order to allow its MSA Officials to download from the MSA of Dispatch all records concerning a given e-AD/e-SAD. In this scenario, it is assumed that the MSA of Dispatch application is different than the Requesting MSA application and that all validations of the incoming messages pass successfully.

The e-AD/e-SAD consultation is explicitly initiated by a MSA Official, who provides the ARC of the queried e-AD/e-SAD accompanied by the last known sequence number for the specific ARC indicating also that he/she is interested in the movement history.

The Requesting MSA application builds and sends the query of the MSA Official to the MSA dispatch application (it is the MSA of which the Member State code appears in the third and fourth characters of the ARC) via the Status Request (IE904: C_STD_REQ) message, including the ARC and the last known sequence number for the specific ARC, the status of the movement and the last message received from the MSA of Dispatch. It is noted that in case that the Requesting MSA has not received any IE that is related to the concerned ARC, then it has to set the status to “None” and the last message received from the MSA of Dispatch to “None”. Furthermore, the Requesting MSA application has to explicitly declare in sending the IE904: C_STD_REQ that it requests the full movement history. If the latter is not indicated then only the status of the movement will be returned back from the initiating MSA.

The MSA dispatch application receives and validates the Status Request (IE904: C_STD_REQ) successfully (exceptional cases are described in Sub-Section III.VI).

The MSA dispatch application identifies that the “Message Type” in the Status Request (IE904: C_STD_REQ) message is “2: Movement History Request”, indicating that the MSA Official at the Requesting MSA application wishes to receive the full movement history.

In the case that the e-AD/e-SAD is found, the MSA dispatch application replies with a Status Response (IE905: C_STD_RSP) conveying the actual status of the movement (e.g. “Delivered”), the last known sequence number for the specific ARC and the last message received from the MSA of Destination for the specific ARC (e.g. the IE818). Following the submission of the IE905, the MSA dispatch application also submits to the Requesting MSA application the IE934: C_PAC_DAT message that includes all business messages comprising the movement history, that is the business messages that have been exchanged in the Common Domain and have been successfully processed by the MSA dispatch application and also all the messages for national movements provided that these national messages are first translated into the same type and structure with the Common Domain messages (i.e., they are valid against the Common Domain .xsds).[footnoteRef:1] [1:  Any technical Status Request/Response messages will not be incorporated in the movement history except for the IE905 used for manual closure of a movement] 


More specifically the IE905 message should have the following values:

The “Administrative Reference Code”: It includes the ARC of the specific movement in the MSA dispatch application. It is the same as the ARC of the request (IE904) message;

The “Sequence Number”: It includes the latest Sequence Number for the specific ARC in the Requesting MSA application;

The “Status”: It includes the State for the specific ARC in the Requesting MSA application;

The “Last Received Message Type”: It includes the last message received from the MSA of Destination for the specific ARC.

The IE934 message should have the following values:

The “Common Message Header" should conform to the guidelines of Section VII.I.4 and consist of the following values in the relevant Data Items:

The “Message sender”, “Message recipient”, “Date of preparation” and “Time of preparation” Data Items should conform to the guidelines of Section VII.I.4;

The “Message identifier”: This is a “Required” Data Item generated by the sending application to uniquely identify the information exchange;

The “Correlation identifier”: In the IE934 message the “Correlation identifier” Data Item should have the same value as the “Correlation identifier” of the IE905 and the “Message identifier” of the IE904 message for correlating the response (IE905 and IE934) messages with the request (IE904) message.

The “Body” contains the actual business message with the following Data Items:

The “Technical Message Type”: It includes the number of the specific messages that are part of the movement history, identified by the ARC of the request (IE904) message;

The “Message Data”: It includes the message data of the messages comprising the movement history for the specific ARC in the MSA dispatch application.

[bookmark: _Toc162354568][image: ]

[bookmark: _Toc1400773]Figure 54: TSD - e-AD/e-SAD information downloaded successfully
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[bookmark: _Toc1400774]Figure 55: CLD - e-AD/e-SAD information downloaded successfully

[bookmark: _Ref199095157][bookmark: _Toc1400376]III.I.1.2.2 Download of an e-AD/e-SAD failed

In this scenario, contrary to the previous section, no e-AD/e-SAD is found. A Status Response (IE905: C_STD_RSP) with “Status = None” and last message set to “None” is sent back to the Requesting MSA application. The ARC in the IE905 is the same as the one included in the received IE904 and the sequence number is set to the value “1” (since the ARC is not known at MSA of Dispatch). This means either that the ARC is invalid or that the commonly agreed time for consultation of movement data has passed, and therefore the e-AD/e-SAD has been archived and is no more available on-line. When deemed necessary a MSA may request archived/historical data to be retrieved by following the scenarios described in IV.III.1 Request for history information.

More specifically the IE905 message should have the following values:

The “Administrative Reference Code”: It includes the ARC specified in the request (IE904) message;

The “Sequence Number”: It includes the value “1”, since the specific ARC in unknown to the MSA dispatch application;

The “Status”: It includes the value “None”, since the specific ARC is unknown to the MSA dispatch application;

The “Last Received Message Type”: It includes the value “None”, since the specific ARC is unknown to the MSA dispatch application.
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[bookmark: _Toc1400775]Figure 56: TSD - Download of an e-AD/e-SAD failed
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[bookmark: _Toc1400776]Figure 57: CLD - Download of an e-AD/e-SAD failed






10) The description of the use case “General query to retrieve an e-AD (UC3.32)” shall be updated to indicate that this use case covers also Duty Paid B2B movements and e-SADs. The actual updates are highlighted below (in bold/italics):

[bookmark: _Toc178390749][bookmark: _Toc191308295][bookmark: _Toc191309228][bookmark: _Ref247116494][bookmark: _Ref247116506][bookmark: _Ref247117628][bookmark: _Ref247117637][bookmark: _Ref281221433][bookmark: _Ref281221443][bookmark: _Toc1400377]III.I.1.3 General query to retrieve an e-AD/e-SAD (UC3.32)

This scenario describes the message exchange protocol between a MSA application and an initiator MSA application (which has initiated the e-AD/e-SAD) when a MSA Official wants to retrieve an e-AD/e-SAD, which has been initiated by a MSA application located in a different MSA from that of request.

The national MSA application (e-AD/e-SAD requestor) sends a query (IE701: C_REQ_SUB) to the supposed MSA initiator of the requested e-AD/e-SAD. Upon the reception of the e-AD/e-SAD query (IE701: C_REQ_SUB), the Initiator MSA application validates successfully the received message and responds with a list of e-ADs/e-SADs (IE821: C_LST_VAL) if one or more e-ADs/e-SADs are retrieved. The Initiator MSA application responds with a refusal message (IE702: C_REQ_REF) for the cases where:

No e-AD/e-SAD matches the search criteria;

The maximum limit of retrieved e-ADs/e-SADs has been reached;

The only one e-AD/e-SAD that matches the query has been archived.

It should be noted that any search performed by the Initiator MSA application against the ARC value should be case insensitive and therefore any ARCs that differ only in their capitalization should be considered as identical.

The exceptional cases of the unsuccessful validation of the e-AD/e-SAD query message received by the initiator MSA application are described in Sub-Section III.VI.

If the e-AD/e-SAD is archived and the MSA Official still wants to retrieve this e-AD/e-SAD, then Section IV.III.1 “Request for history information” that includes use case UC3.29 should be considered.
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[bookmark: _Toc1400777]Figure 58: TSD - Successful retrieval of e-AD(s)/e-SAD(s)
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[bookmark: _Toc1400778]Figure 59: CLD - Successful retrieval of e-AD(s)/e-SAD(s)
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[bookmark: _Toc1400779]Figure 60: TSD - No movement found or limit exceeded

[image: ]

[bookmark: _Toc1400780]Figure 61: CLD - No movement found or limit exceeded


















· The description of the following sub-sections shall be updated to indicate that these sub-sections are applicable also for Duty Paid B2B movements and e-SAD’s:

· Sub-section “State-Transition Diagrams for Central Circuit Scenarios”;

· Sub-section “Exception Handling”.



[bookmark: _Ref199132157][bookmark: _Ref199148452][bookmark: _Ref281388465][bookmark: _Toc1400440]Sub-Section III.III State-Transition Diagrams for Central Circuit Scenarios

11) The description of sub-section ‘III.III State-Transition Diagrams for Central Circuit Scenarios’ shall be updated in alignment with the introduction of Duty Paid B2B. The required updates are listed below:

a. The existing state ‘e-AD Manually Closed’ will be renamed to ‘e-AD/e-SAD Manually Closed’ (i.e. applicable on ‘Figure 110’ and ‘Figure 113’)

b. The description of this will be updated by renaming e-AD to e-AD/e-SAD, with the exception of any references of e-AD in processes only applicable for Duty Suspension movements, i.e. Cancellation and Splitting



12) The sub-section ‘III.V Functional Timers’ shall be updated to indicate that this use case covers also Duty Paid B2B movements and e-SADs. The actual updates are highlighted below (in bold/italics):

[bookmark: _Toc1400454]Sub-Section III.V Functional Timers

		TIM_EAD_ESAD



		Started:

		UC-201-230 - Start Follow up

When the submitted e-AD/e-SAD is valid, the MSA dispatch application starts the TIM_EAD_ESAD timer to expire at the expected end of the movement, which is the date of dispatch plus the journey time.



		Stopped:

		UC-206-410 - Receive Report of Receipt at MSA of dispatch

When the MSA dispatch application receives a Report of Receipt for an accepted delivery, then it stops the timer TIM_EAD_ESAD.

UC-210-220 - Validate cancellation of e-AD

When the cancellation of e-AD is accepted by MSA dispatch application and the TIM_EAD_ESAD still runs, then the MSA dispatch application stops the timer.



		Reset:

		UC-206-410 - Receive Report of Receipt at MSA of dispatch

When the MSA dispatch application receives a Report of Receipt for an accepted delivery and the TIM_EAD_ESAD has already expired at the limit date, then the MSA dispatch application resets the flag.

UC-205-230 - Start Follow up

When the journey time of an e-AD/e-SAD is updated after a change of destination and the TIM_EAD timer has expired, the MSA dispatch application resets the flag that has been raised locally at expiration time. In addition, the MSA dispatch application restarts the timer (TIM_EAD_ESAD) by setting as new expected end date the updated journey time if and only if the new expected end date is later than the present date.

UC-210-220 - Validate cancellation of e-AD

When the cancellation of e-AD is accepted by MSA dispatch application and the TIM_EAD_ESAD has already expired at the limit date, then the MSA dispatch application resets the flag.



		Update:

		UC-205-230 - Start Follow up

When the journey time of an e-AD/e-SAD is updated after a change of destination and considering that TIM_EAD_ESAD has not expired, the MSA dispatch application updates the timer with the new expected end date.





[bookmark: _Toc1400998]Table 15: TIM_EAD_ESAD functional timer



Sub-Section III.VI Exception Handling

13) The description of sub-section ‘III.VI Exception Handling’ shall be updated in alignment with the introduction of Duty Paid B2B. The required updates are listed below:

a. In section ‘III.VI.1 Rejection due to functional errors’, any occurrence of ‘e-AD’ will be replaced to ‘e-AD/e-SAD’

b. In section ‘III.VI.1 Technical Mechanism of IE904/IE905’, any occurrence of ‘e-AD’ will be replaced to ‘e-AD/e-SAD’, with the exception of any such references in section ‘III.VI.2.3.3 Cancellation and the e-AD is under the ‘Accepted’ state at the MSA of Destination’, since cancellation is not applicable for Duty Paid B2B movements, i.e. e-SADs

c. Throughout the entire section, any occurrence of ‘TIM_EAD’ will be renamed to ‘TIM_EAD_ESAD’
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1) [bookmark: _Ref198630712][bookmark: _Toc1400340][bookmark: _Ref198389504][bookmark: _Toc1400342][bookmark: _GoBack]The description of the use case “Submission of an event report (UC3.24)” shall be updated to indicate that this use case covers also Duty Paid B2B movements and e-SAD’s, except for the scenario “Event report submitted for a duty paid B2B movement or a duty paid B2C movement or any undocumented movement”. Any reference to Duty Paid B2B movements shall be removed from this scenario. The actual updates are highlighted below (in bold/italics):

[bookmark: _Toc201599884][bookmark: _Toc202007807][bookmark: _Toc202008372][bookmark: _Toc202008934][bookmark: _Toc202009496][bookmark: _Toc202010063][bookmark: _Toc202011060][bookmark: _Toc202011654][bookmark: _Toc202012237][bookmark: _Toc202012829][bookmark: _Toc202013435][bookmark: _Toc202014344][bookmark: _Toc202014914][bookmark: _Toc196277192][bookmark: _Ref199001789][bookmark: _Toc1400479]Sub-Section IV.I.1 Submission of an event report (UC3.24)

Events occurring during excise movements having potential consequences on the results of the movement are reported to an Excise office. Submission of an event report is mandatory where one of the cases, referred to in points (a) to (e) of Article 15(1) of Regulation (EU) No 389/2012, is detected and shall be sent as soon as it has potential consequences on the results of the movement, in particular significant shortages, within seven days of the moment when the competent authority becomes aware of the event (as defined in Article 14 of Implementing Regulation (EU) 2016/323). After examining the facts of an event, an Excise officer judges whether the event is worth entering into investigation procedures and/or that complementary controls must be achieved. This use case describes the message exchange protocol for submission and dissemination of an event report to the concerned MSAs.

The MSA of event in FESS [A1] is defined as the MSA where the event occurred, which also includes the MSA of Dispatch and the MSA of Destination. In the following scenarios, when the event report concerns a duty suspension movement or a duty paid B2B movement, the MSA of event role is simplified and decomposed, hence wherever the MSA of event role is used it will be a third MSA (i.e. neither the MSA of Dispatch nor the MSA of Destination). In these scenarios (either for a duty suspension movement or for a duty paid B2B movement), the cases where the MSA of event is either the MSA of Dispatch or the MSA of Destination will be covered with the concrete roles (MSA of Dispatch or the MSA of Destination respectively) rather than the more abstract role MSA of event.

The Excise officer submitting the event report may reside at the MSA of Dispatch, the MSA of Destination, or a third MSA where the event occurred.  In case that all addresses are known, the event report type should be set to “Initial submission” without specifying an event report number.

The MSA application receiving the event report from the Excise officer performs the relevant validations to the received event report (IE840: C_EVT_DAT), which pass successfully. In case the MSA application receiving the event report is different from the MSA of event, the former sends the event report to the latter. In the opposite case, the event report sending is considered non-applicable, but the MSA application receiving the event report from the Excise officer will also be the MSA of event, so the processing of the following paragraph is applicable.

The MSA where the actual event took place (MSA of event) should assign a unique reference (the structure of event report reference and the Check Digit algorithm are defined in FESS Appendix B [A1]) to the event report (in case of initial submission). It should then disseminate the valid event report IE840 to all concerned parties (i.e. to the MSA of Dispatch and MSA of Destination).

Whenever the event concerns a duty suspension movement or a duty paid B2B movement and the MSA where the actual event took place (MSA event application) does not know all the addressees, it should perform a “Download of an e-AD/e-SAD” scenario (section III.I.12 Download of an e-AD/e-SAD (UC3.31)) in order to identify the addressees and disseminate the validated IE840 (Event Report Message Type is “Validated document”). For example, when the event took place in a third MSA (that is, it is neither the MSA of Dispatch nor the MSA of Destination (see IV.I.1.1)) the event report (IE840:C_EVT_DAT) shall be disseminated to the MSA of Dispatch and the MSA of Destination. The MSA of Dispatch can be derived from the ARC of the movement (the third and fourth characters of the ARC denote the MSA of Dispatch). However, the current MSA of Destination will not be known. Therefore, the MSA of Destination will not become known unless a “Download of an e-AD/e-SAD” scenario is executed (see III.I.12 Download of an e-AD/e-SAD (UC3.31)).

Whenever the event concerns a duty paid B2B movement or a duty paid B2C movement or any undocumented movement (i.e. a movement using a non-European Union standard document), it is a prerequisite the submitting Excise officer to know and provide all the addressees (i.e. the MSA of Dispatch, the MSA of Destination and the MSA of event), when submitting the draft event report. Otherwise, the submission of the draft event report is not applicable.

The scenarios of this section describe the “Submission of an event report (UC3.24)” use case, through the following scenarios.

Scenarios for a duty suspension movement or a duty paid B2B movement:

an event report submitted by the MSA of Event that is neither the MSA of Dispatch nor the MSA of Destination (see IV.I.1.1);

an event report submitted by the MSA of Dispatch and the event occurred at the MSA of Dispatch (see IV.I.1.2);

an event report submitted by the MSA of Destination and event occurred at the MSA of Destination (see IV.I.1.3);

an event report submitted by the MSA of Dispatch and the event occurred at neither the MSA of Dispatch nor the MSA of Destination (see IV.I.1.4);

an event report submitted by the MSA of Dispatch and the event occurred at the MSA of Destination (see IV.I.1.5);

an event report submitted by the MSA of Destination and the event occurred at the MSA of Dispatch (see IV.I.1.6);

an event report submitted by the MSA of Destination and the event occurred at neither the MSA of Dispatch nor the MSA of Destination (see IV.I.1.7).

Scenario for a duty paid B2B movement or a duty paid B2C movement or any undocumented movement:

an event report submitted for a duty paid B2B movement or a duty paid B2C movement or any undocumented movement (see IV.I.1.8).

[bookmark: _Ref280378177][bookmark: _Toc1400480]IV.I.1.1 Event report submitted by the MSA of Event that is neither the MSA of Dispatch nor the MSA of Destination

This scenario assumes that the submitting Excise officer resides at the MSA where the event occurred that is neither the MSA of Dispatch nor the MSA of Destination (i.e. a third MSA). The draft event report is submitted without specifying an event report number.

The application receiving the Excise officer’s event report is considered the MSA that will submit the event report to the MSA event application. Since in the specific scenario the Excise officer submits the draft event report (IE840: C_EVT_DAT) directly to the MSA where the event took place, the step of transferring the initial submission of the event report (IE840: C_EVT_DAT) to the MSA event application is not applicable.

Since the MSA of event has not been involved in the movement (or has been involved in the movement as a former MSA of Destination), it has not received any IE messages concerning the movement (or has received some IE messages that do not reflect the current state of the movement). Thus, the MSA destination application is not known to the MSA event application for disseminating the validated document (Event Report Message Type is “Validated submission”).

The MSA event application builds and sends to the MSA dispatch application (it is the MSA of which the Member State code appears in the third and fourth characters of the ARC) the Status Request message (IE904: C_STD_REQ. For the correct values of the message see section III.I.12 Download of an e-AD/e-SAD (UC3.31)), including the ARC and the last known sequence number for the specific ARC, the status of the movement and the last message received from the MSA dispatch application. It is noted that in case that the MSA event application has not received any message that is related to the concerned ARC, then it has to set the “Status” Data Item to “None” and the “Last Received Message Type” Data Item to “None”, since the latter Data Item reflects the last message received from the MSA dispatch application. Furthermore, in case that the MSA event application is a former MSA of Destination with respect to the specific ARC, then it has to set the “Status” Data Item to the last known status and the “Last Received Message Type” Data Item to the last message received from the MSA dispatch application. Moreover, the MSA event application has to explicitly declare in sending the IE904: C_STD_REQ that it requests the full movement history.

The MSA dispatch application receives and validates the Status Request (IE904: C_STD_REQ) successfully (exceptional cases are described in Sub-Section III.VI). The MSA dispatch application identifies that the “Message Type” in the Status Request (IE904: C_STD_REQ) message is “2: Movement History Request”, indicating that the MSA Official at the MSA event application wishes to receive the full movement history.

In the case that the e-AD/e-SAD is found, the MSA dispatch application replies with a Status Response (IE905: C_STD_RSP) conveying the actual status of the movement (e.g. “Delivered”), the last known sequence number for the specific ARC and the last message received from the MSA event application for the specific ARC (e.g. “None”). Following the submission of the IE905, the MSA dispatch application also submits to the MSA event application the IE934: C_PAC_DAT message that includes all business messages comprising the movement history.

Upon validating the structure of the received messages (IE905 and IE934) the MSA event application has all the information for the concerned movement via the IE934 message. The MSA event application identifies the MSA of Destination and disseminates the validated event report document IE840 (event report type is “Validated submission”) to the MSA dispatch application and to the MSA destination application.

The MSA dispatch application, after validating the received message structure, transfers the event report (IE840: C_EVT_DAT) to the Consignor.

The MSA destination application, after validating the received message structure, transfers the event report (IE840: C_EVT_DAT) to the Consignee.

The MSA event application transfers the event report (IE840: C_EVT_DAT) to the Excise officer that submitted the event report originally, thus confirming that the event report has been successfully registered and disseminated to all concerned MSAs.

The scenario for an event report submitted by the MSA of Event that is neither the MSA of Dispatch nor the MSA of Destination is depicted in Figure 144 and Figure 145:
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[bookmark: _Ref280378295][bookmark: _Toc1400863]Figure 144: TSD - Event report submitted by the MSA of Event that is neither the MSA of Dispatch nor the MSA of Destination
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[bookmark: _Ref280378297][bookmark: _Toc1400864]Figure 145: CLD - Event report submitted by the MSA of Event that is neither the MSA of Dispatch nor the MSA of Destination

[bookmark: _Ref280378379][bookmark: _Toc1400481]IV.I.1.2 Event report submitted by the MSA of Dispatch and the event occurred at the MSA of Dispatch

This scenario assumes that the submitting Excise officer resides at the MSA where the event occurred; that is the MSA of Dispatch. The draft event report is submitted without specifying an event report number.

The application receiving the Excise officer’s event report is considered the MSA that will submit the event report to the MSA event application. Since in the specific scenario the Excise officer submits the draft event report (IE840: C_EVT_DAT) directly to the MSA where the event took place, the step of transferring the initial submission of the event report (IE840: C_EVT_DAT) to the MSA event application is not applicable.

Since the MSA of Dispatch is also the MSA of event, thus the MSA destination application is known for disseminating the validated document (Event Report Message Type is “Validated submission”).

The MSA dispatch application disseminates the validated event report document IE840 (event report type is “Validated submission”) to the MSA destination application, to the Consignor, and to the Excise officer that submitted the event report originally, thus confirming that the event report has been successfully registered and disseminated to all concerned MSAs.

The MSA destination application, after validating the received message structure, transfers the event report (IE840: C_EVT_DAT) to the Consignee.

The scenario of an event report submitted by the MSA of Dispatch and the event occurred at the MSA of Dispatch is depicted in Figure 146 and Figure 147:
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[bookmark: _Ref280889327][bookmark: _Toc1400865]Figure 146: TSD – Event report submitted by the MSA of Dispatch and the event occurred at the MSA of Dispatch
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[bookmark: _Ref280889331][bookmark: _Toc1400866]Figure 147: CLD – Event report submitted by the MSA of Dispatch and the event occurred at the MSA of Dispatch

[bookmark: _Ref280378476][bookmark: _Toc1400482]IV.I.1.3 Event report submitted by the MSA of Destination and event occurred at the MSA of Destination

This scenario assumes that the submitting Excise officer resides at the MSA where the event occurred; that is the MSA of Destination. The draft event report is submitted without specifying an event report number.

The application receiving the Excise officer’s event report is considered the MSA that will submit the event report to the MSA event application. Since in the specific scenario the Excise officer submits the draft event report (IE840: C_EVT_DAT) directly to the MSA where the event took place, the step of transferring the initial submission of the event report (IE840: C_EVT_DAT) to the MSA event application is not applicable.

The MSA dispatch application is known to the MSA destination application, which is also the MSA of event, for disseminating the validated document (Event Report Message Type is “Validated submission”). The MSA of Destination should determine that it is synchronised with the MSA of Dispatch, thus confirming it is the current MSA of Destination rather than a former MSA of Destination.

The MSA destination application builds and sends to the MSA dispatch application (it is the MSA of which the Member State code appears in the third and fourth characters of the ARC) the Status Request message (IE904: C_STD_REQ. For the correct values of the message see section III.I.12 Download of an e-AD/e-SAD (UC3.31)), including the ARC and the last known sequence number for the specific ARC, the status of the movement and the last message received from the MSA dispatch application. It is noted that the MSA destination application has to set the “Status” Data Item to the last known status and the “Last Received Message Type” Data Item to the last message received from the MSA dispatch application. Moreover, the MSA destination application has to explicitly declare in sending the IE904: C_STD_REQ that it requests the full movement history.

The MSA dispatch application receives and validates the Status Request (IE904: C_STD_REQ) successfully (exceptional cases are described in Sub-Section III.VI). The MSA dispatch application identifies that the “Message Type” in the Status Request (IE904: C_STD_REQ) message is “2: Movement History Request”, indicating that the MSA Official at the MSA destination application wishes to receive the full movement history.

In the case that the e-AD/e-SAD is found, the MSA dispatch application replies with a Status Response (IE905: C_STD_RSP) conveying the actual status of the movement (e.g. “Delivered”), the last known sequence number for the specific ARC and the last message received from the MSA destination application for the specific ARC (e.g. “None”). Following the submission of the IE905, the MSA dispatch application also submits to the MSA destination application the IE934: C_PAC_DAT message that includes all business messages comprising the movement history.

Upon validating the structure of the received messages (IE905 and IE934) the MSA destination application has all the information for the concerned movement via the IE934 message. It is indeed identified that the MSA destination application is the current MSA of Destination. Thus, the MSA destination application disseminates the validated event report document IE840 (event report type is “Validated submission”) to the MSA dispatch application, to the Consignee, and to the Excise officer that submitted the event report originally, hence confirming that the event report has been successfully registered and disseminated to all concerned MSAs.

The MSA dispatch application, after validating the received message structure, transfers the event report (IE840: C_EVT_DAT) to the Consignee.

The scenario for an event report submitted by the MSA of Destination and event occurred at the MSA of Destination is depicted in Figure 148 and Figure 149:
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[bookmark: _Ref280889452][bookmark: _Toc1400867]Figure 148: TSD - Event report submitted by the MSA of Destination and event occurred at the MSA of Destination
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[bookmark: _Ref280889461][bookmark: _Toc1400868]Figure 149: CLD - Event report submitted by the MSA of Destination and event occurred at the MSA of Destination

[bookmark: _Ref280378535][bookmark: _Toc1400483]IV.I.1.4 Event report submitted by the MSA of Dispatch and the event occurred at neither the MSA of Dispatch nor the MSA of Destination

This scenario assumes that the submitting Excise officer resides at the MSA of Dispatch, which is not the MSA of event. The event occurred at neither the MSA of Dispatch nor the MSA of Destination. The draft event report is submitted without specifying an event report number.

The application receiving the Excise officer’s event report is considered the MSA that will submit the event report to the MSA event application. Since in the specific scenario the Excise officer submits the draft event report (IE840: C_EVT_DAT) to the MSA dispatch application and not directly to the MSA of event, the step of transferring the initial submission of the event report (IE840: C_EVT_DAT) to the MSA event application is applicable. The MSA dispatch application initially submits the event report (IE840: C_EVT_DAT) to the MSA event application (Event Report Message Type is “Initial submission”).

The MSA event application receives and validates the event report (IE840: C_EVT_DAT) successfully. Since the MSA of event has not been involved in the movement (or has been involved in the movement as a former MSA of Destination), it has not received any IE messages concerning the movement (or has received some IE messages that do not reflect the current state of the movement). Thus, the MSA destination application is not known to the MSA event application for disseminating the validated document (Event Report Message Type is “Validated submission”). The MSA event application builds and sends to the MSA dispatch application (it is the MSA of which the Member State code appears in the third and fourth characters of the ARC) the Status Request message (IE904: C_STD_REQ. For the correct values of the message see section III.I.12 Download of an e-AD/e-SAD (UC3.31)), including the ARC and the last known sequence number for the specific ARC, the status of the movement and the last message received from the MSA dispatch application. It is noted that in case that the MSA event application has not received any message that is related to the concerned ARC, then it has to set the “Status” Data Item to “None” and the “Last Received Message Type” Data Item to “None”, since the latter Data Item reflects the last message received from the MSA dispatch application. Furthermore, in case that the MSA event application is a former MSA of Destination with respect to the specific ARC, then it has to set the “Status” Data Item to the last known status and the “Last Received Message Type” Data Item to the last message received from the MSA dispatch application. Moreover, the MSA event application has to explicitly declare in sending the IE904: C_STD_REQ that it requests the full movement history.

The MSA dispatch application receives and validates the Status Request (IE904: C_STD_REQ) successfully (exceptional cases are described in Sub-Section III.VI). The MSA dispatch application identifies that the “Message Type” in the Status Request (IE904: C_STD_REQ) message is “2: Movement History Request”, indicating that the MSA Official at the MSA event application wishes to receive the full movement history.

In the case that the e-AD/e-SAD is found, the MSA dispatch application replies with a Status Response (IE905: C_STD_RSP) conveying the actual status of the movement (e.g. “Delivered”), the last known sequence number for the specific ARC and the last message received from the MSA event application for the specific ARC (e.g. “None”). Following the submission of the IE905, the MSA dispatch application also submits to the MSA event application the IE934: C_PAC_DAT message that includes all business messages comprising the movement history.

Upon validating the structure of the received messages (IE905 and IE934) the MSA event application has all the information for the concerned movement via the IE934 message. The MSA event application identifies the MSA of Destination and disseminates the validated event report document IE840 (event report type is “Validated submission”) to the MSA dispatch application and to the MSA destination application.

The MSA dispatch application, after validating the received message structure, transfers the event report (IE840: C_EVT_DAT) to the Consignor and to the Excise officer, thus confirming that the event report has been successfully registered and disseminated to all concerned MSAs.

The MSA destination application, after validating the received message structure, transfers the event report (IE840: C_EVT_DAT) to the Consignee.

The scenario for an event report submitted by the MSA of Dispatch and the event occurred at neither the MSA of Dispatch nor the MSA of Destination is depicted in Figure 150 and Figure 151:
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[bookmark: _Ref280889543][bookmark: _Toc1400869]Figure 150: TSD - Event report submitted by the MSA of Dispatch and the event occurred at neither the MSA of Dispatch nor the MSA of Destination
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[bookmark: _Ref280889545][bookmark: _Toc1400870]Figure 151: CLD - Event report submitted by the MSA of Dispatch and the event occurred at neither the MSA of Dispatch nor the MSA of Destination

[bookmark: _Ref280378577][bookmark: _Toc1400484]IV.I.1.5 Event report submitted by the MSA of Dispatch and the event occurred at the MSA of Destination

This scenario assumes that the submitting Excise officer resides at the MSA of Dispatch, which is not the MSA of event. The event occurred at the MSA of Destination. The draft event report is submitted without specifying an event report number.

The application receiving the Excise officer’s event report is considered the MSA that will submit the event report to the MSA of Destination. Since in the specific scenario the Excise officer submits the draft event report (IE840: C_EVT_DAT) to the MSA dispatch application and not directly to the MSA destination application, the step of transferring the initial submission of the event report (IE840: C_EVT_DAT) to the MSA where the event took place is applicable. The MSA dispatch application initially submits the event report (IE840: C_EVT_DAT) to the MSA destination application (Event Report Message Type is “Initial submission”).

The MSA destination application receives and validates the event report (IE840: C_EVT_DAT) successfully. The MSA of Destination should determine that it is synchronised with the MSA of Dispatch, thus confirming it is the current MSA of Destination rather than a former MSA of Destination for disseminating the validated document (Event Report Message Type is “Validated submission”).

The MSA destination application builds and sends to the MSA dispatch application (it is the MSA of which the Member State code appears in the third and fourth characters of the ARC) the Status Request message (IE904: C_STD_REQ. For the correct values of the message see section III.I.12 Download of an e-AD/e-SAD (UC3.31)), including the ARC and the last known sequence number for the specific ARC, the status of the movement and the last message received from the MSA dispatch application. It is noted that the MSA destination application has to set the “Status” Data Item to the last known status and the “Last Received Message Type” Data Item to the last message received from the MSA dispatch application. Moreover, the MSA destination application has to explicitly declare in sending the IE904: C_STD_REQ that it requests the full movement history.

The MSA dispatch application receives and validates the Status Request (IE904: C_STD_REQ) successfully (exceptional cases are described in Sub-Section III.VI). The MSA dispatch application identifies that the “Message Type” in the Status Request (IE904: C_STD_REQ) message is “2: Movement History Request”, indicating that the MSA Official at the MSA destination application wishes to receive the full movement history.

In the case that the e-AD/e-SAD is found, the MSA dispatch application replies with a Status Response (IE905: C_STD_RSP) conveying the actual status of the movement (e.g. “Delivered”), the last known sequence number for the specific ARC and the last message received from the MSA destination application for the specific ARC (e.g. “None”). Following the submission of the IE905, the MSA dispatch application also submits to the MSA destination application the IE934: C_PAC_DAT message that includes all business messages comprising the movement history.

Upon validating the structure of the received messages (IE905 and IE934) the MSA destination application has all the information for the concerned movement via the IE934 message. It is indeed identified that the MSA destination application is the current MSA of Destination. Thus, the MSA destination application disseminates the validated event report document IE840 (event report type is “Validated submission”) to the MSA dispatch application and to the Consignee.

The MSA dispatch application, after validating the received message structure, transfers the event report (IE840: C_EVT_DAT) to the Consignor and to the Excise officer, thus confirming that the event report has been successfully registered and disseminated to all concerned MSAs.

The scenario for an event report submitted by the MSA of Dispatch and the event occurred at the MSA of Destination is depicted in Figure 152 and Figure 153:
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[bookmark: _Ref280889661][bookmark: _Toc1400871]Figure 152: TSD - Event report submitted by the MSA of Dispatch and the event occurred at the MSA of Destination
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[bookmark: _Ref280889663][bookmark: _Toc1400872]Figure 153: CLD - Event report submitted by the MSA of Dispatch and the event occurred at the MSA of Destination

[bookmark: _Ref280378669][bookmark: _Toc1400485]IV.I.1.6 Event report submitted by the MSA of Destination and the event occurred at the MSA of Dispatch

This scenario assumes that the submitting Excise officer resides at the MSA of Destination, which is not the MSA of event. The event occurred at the MSA of Dispatch. The draft event report is submitted without specifying an event report number.

The application receiving the Excise officer’s event report is considered the MSA that will submit the event report to the MSA of Dispatch. Since in the specific scenario the Excise officer submits the draft event report (IE840: C_EVT_DAT) to the MSA destination application and not directly to the MSA dispatch application, the step of transferring the initial submission of the event report (IE840: C_EVT_DAT) to the MSA where the event took place is applicable. The MSA destination application initially submits the event report (IE840: C_EVT_DAT) to the MSA dispatch application (Event Report Message Type is “Initial submission”).

The MSA dispatch application receives and validates the event report (IE840: C_EVT_DAT) successfully. Since the MSA of Dispatch is also the MSA of event, thus the MSA destination application is known for disseminating the validated document (Event Report Message Type is “Validated submission”). The MSA dispatch application disseminates the validated event report document IE840 (event report type is “Validated submission”) to the MSA destination application and to the Consignor.

The MSA destination application, after validating the received message structure, transfers the event report (IE840: C_EVT_DAT) to the Consignee and to the Excise officer, thus confirming that the event report has been successfully registered and disseminated to all concerned MSAs.

The scenario for an event report submitted by the MSA of Destination and the event occurred at the MSA of Dispatch is depicted in Figure 154 and Figure 155:
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[bookmark: _Ref280889767][bookmark: _Toc1400873]Figure 154: TSD - Event report submitted by the MSA of Destination and the event occurred at the MSA of Dispatch
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[bookmark: _Ref280888838][bookmark: _Toc1400874]Figure 155: CLD - Event report submitted by the MSA of Destination and the event occurred at the MSA of Dispatch

[bookmark: _Ref370209111][bookmark: _Toc1400486]IV.I.1.7 Event report submitted by the MSA of Destination and the event occurred at neither the MSA of Dispatch nor the MSA of Destination

This scenario assumes that the submitting Excise officer resides at the MSA of Destination, which is not the MSA of event. The event occurred at neither the MSA of Dispatch nor the MSA of Destination. The draft event report is submitted without specifying an event report number.

The application receiving the Excise officer’s event report is considered the MSA that will submit the event report to the MSA event application. Since in the specific scenario the Excise officer submits the draft event report (IE840: C_EVT_DAT) to the MSA destination application and not directly to the MSA of event, the step of transferring the initial submission of the event report (IE840: C_EVT_DAT) to the MSA event application is applicable. The MSA destination application initially submits the event report (IE840: C_EVT_DAT) to the MSA event application (Event Report Message Type is “Initial submission”).

The MSA event application receives and validates the event report (IE840: C_EVT_DAT) successfully. Since the MSA of event has not been involved in the movement (or has been involved in the movement as a former MSA of Destination), it has not received any IE messages concerning the movement (or has received some IE messages that do not reflect the current state of the movement). Thus, the MSA destination application is not known to the MSA event application for disseminating the validated document (Event Report Message Type is “Validated submission”). The MSA event application builds and sends to the MSA dispatch application (it is the MSA of which the Member State code appears in the third and fourth characters of the ARC) the Status Request message (IE904: C_STD_REQ. For the correct values of the message see section III.I.12 Download of an e-AD/e-SAD (UC3.31)), including the ARC and the last known sequence number for the specific ARC, the status of the movement and the last message received from the MSA dispatch application. It is noted that in case that the MSA event application has not received any message that is related to the concerned ARC, then it has to set the “Status” Data Item to “None” and the “Last Received Message Type” Data Item to “None”, since the latter Data Item reflects the last message received from the MSA dispatch application. Furthermore, in case that the MSA event application is a former MSA of Destination with respect to the specific ARC, then it has to set the “Status” Data Item to the last known status and the “Last Received Message Type” Data Item to the last message received from the MSA dispatch application. Moreover, the MSA event application has to explicitly declare in sending the IE904: C_STD_REQ that it requests the full movement history.

The MSA dispatch application receives and validates the Status Request (IE904: C_STD_REQ) successfully (exceptional cases are described in Sub-Section III.VI). The MSA dispatch application identifies that the “Message Type” in the Status Request (IE904: C_STD_REQ) message is “2: Movement History Request”, indicating that the MSA Official at the MSA event application wishes to receive the full movement history.

In the case that the e-AD/e-SAD is found, the MSA dispatch application replies with a Status Response (IE905: C_STD_RSP) conveying the actual status of the movement (e.g. “Delivered”), the last known sequence number for the specific ARC and the last message received from the MSA event application for the specific ARC (e.g. “None”). Following the submission of the IE905, the MSA dispatch application also submits to the MSA event application the IE934: C_PAC_DAT message that includes all business messages comprising the movement history.

Upon validating the structure of the received messages (IE905 and IE934) the MSA event application has all the information for the concerned movement via the IE934 message. The MSA event application identifies the MSA of Destination and disseminates the validated event report document IE840 (event report type is “Validated submission”) to the MSA dispatch application and to the MSA destination application.

The MSA dispatch application, after validating the received message structure, transfers the event report (IE840: C_EVT_DAT) to the Consignor.

The MSA destination application, after validating the received message structure, transfers the event report (IE840: C_EVT_DAT) to the Consignee and to the Excise officer, thus confirming that the event report has been successfully registered and disseminated to all concerned MSAs.

The scenario for an event report submitted by the MSA of Destination and the event occurred at neither the MSA of Dispatch nor the MSA of Destination is depicted in Figure 156 and Figure 157:
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[bookmark: _Ref370485673][bookmark: _Toc1400875][bookmark: _Ref370485651]Figure 156: TSD - Event report submitted by the MSA of Destination and the event occurred at neither the MSA of Dispatch nor the MSA of Destination
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[bookmark: _Ref370485694][bookmark: _Toc1400876]Figure 157: CLD - Event report submitted by the MSA of Destination and the event occurred at neither the MSA of Dispatch nor the MSA of Destination

[bookmark: _Toc1400487]IV.I.1.8 Event report submitted for a duty paid B2B movement or a duty paid B2C movement or any undocumented movement

This scenario assumes that the event concerns a duty paid B2B movement or a duty paid B2C movement or any undocumented movement. Considering that the event report shall be submitted for a paper-based movement, the “Download of an e-AD/e-SAD” scenario (section III.I.12 Download of an e-AD/e-SAD (UC3.31)) cannot be used for identifying the addressees. Therefore, in this scenario, it is a prerequisite the submitting Excise officer to know and provide all the addressees (i.e. the MSA of Dispatch, the MSA of Destination and the MSA of event), when submitting the draft event report. Otherwise, the submission of the draft event report is not applicable. 

The draft event report is submitted without specifying an event report number. The application receiving the Excise officer’s event report is considered the MSA that will submit the event report to the MSA event application. In case the Excise officer submits the draft event report (IE840: C_EVT_DAT) directly to the MSA where the actual event took place (MSA of event), the step of transferring the initial submission of the event report (IE840: C_EVT_DAT) to the MSA event application is not applicable. Otherwise, the step of transferring the initial submission of the event report (IE840: C_EVT_DAT) to the MSA event application is applicable and the MSA event application receives and validates the event report (IE840: C_EVT_DAT) successfully.

The MSA event application disseminates the validated event report document IE840 (event report type is “Validated submission”):

· to the MSA that submitted the event report (if the MSA of event is the MSA that submitted the event report, the transmission is deemed immediately done). After validating the received message structure (if the MSA of event is the MSA that submitted the event report, the validation is deemed done), the MSA that submitted the event report transfers the event report (IE840: C_EVT_DAT) to the Excise officer that submitted the event report originally, thus confirming that the event report has been successfully registered and disseminated to all concerned MSAs;

· to the MSA of Dispatch (if the MSA of event is the MSA of Dispatch, the transmission is deemed immediately done). After validating the received message structure (if the MSA of event is the MSA of Dispatch, the validation is deemed done), the MSA of dispatch application transfers the event report (IE840: C_EVT_DAT) to the Consignor;

· to the MSA of Destination (if the MSA of event is the MSA of Destination, the transmission is deemed immediately done). After validating the received message structure (if the MSA of event is the MSA of Destination, the validation is deemed done), the MSA of destination application transfers the event report (IE840: C_EVT_DAT) to the Consignee.

The scenario for an event report submitted for a duty paid B2B movement or a duty paid B2C movement or any undocumented movement is depicted in Figure 158 and Figure 159.
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[bookmark: Figure161][bookmark: _Toc1400878]Figure 159: CLD - Event report submitted for a duty paid B2B movement or a duty paid B2C movement or any undocumented movement
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2) The description of the use case “Control and submission of the control report (UC3.03)” shall be updated to indicate that this use case covers also Duty Paid B2B movements and e-SAD’s, except for the scenario “Control report submitted for a duty paid B2B movement or a duty paid B2C movement or any undocumented movement”. Any reference to Duty Paid B2B movements shall be removed from this scenario. The actual updates are highlighted below (in bold/italics):

Sub-Section IV.I.2 Control and submission of the control report (UC3.03)

An excise movement may be verified by a Control officer. During the control, the documentary information related to the e-AD/e-SAD and/or physical state of goods may be verified. The findings of the control are then accumulated by the Control officer into a control report.” Submission of a control report is mandatory and shall be sent to the Member States concerned within seven days of the control (as defined in Article 11 of Implementing Regulation (EU) 2016/323), where one of the cases referred to in points (a) to (e) of Article 15(1) of Regulation (EU) No 389/2012 is detected, as a result of a documentary or physical control of goods during a movement. This use case describes the message exchange protocol for submission and dissemination of a control report to the concerned MSAs.

The MSA of control in FESS [A1] is defined as the MSA where the control occurred, which also includes the MSA of Dispatch and the MSA of Destination. In the following scenarios, when the control report concerns a duty suspension movement or a duty paid B2B movement, the MSA of control role is simplified and decomposed, hence wherever the MSA of control is a third MSA (i.e. neither the MSA of Dispatch nor the MSA of Destination) the role third MSA will be utilised. In these scenarios (for a duty suspension movement or a duty paid B2B movement), the cases where the MSA of control is either the MSA of Dispatch or the MSA of Destination will be covered with the concrete roles (MSA of Dispatch or the MSA of Destination respectively) rather than the more abstract role MSA of control.

The MSA where the actual control took place should assign a unique reference (the structure of control report reference and the Check Digit algorithm are defined in FESS Appendix B [A1]) to the control report (in case of first submission) or should update the existing control report (in case of complementary submission). It should then disseminate the valid (possibly complementary) event report IE717 to all concerned parties (i.e. to the MSA of Dispatch and MSA of Destination).

Whenever the control concerns a duty suspension movement or a duty paid B2B movement and the MSA where the actual control took place does not know all the addressees, it should perform a “Download of an e-AD/e-SAD” scenario (section III.I.12 Download of an e-AD/e-SAD (UC3.31)) in order to identify the addressees and disseminate the validated IE717 (Control Report Message Type is “Validated document”). For example, when the control took place in a third MSA (that is, it is neither the MSA of Dispatch nor the MSA of Destination (see IV.I.2.3)) the control report (IE717: C_CCR_DAT) shall be disseminated to the MSA of Dispatch and the MSA of Destination. The MSA of Dispatch can be derived from the ARC of the movement (the third and fourth characters of the ARC denote the MSA of Dispatch). However, the current MSA of Destination will not be known. Therefore, the MSA of Destination will not become known unless a “Download of an e-AD/e-SAD” scenario is executed (see III.I.12 Download of an e-AD/e-SAD (UC3.31)).

Whenever the control concerns a duty paid B2B movement or a duty paid B2C movement or any undocumented movement (i.e. movements using a non-European Union standard document), it is a prerequisite the submitting Control officer to know and provide all the addressees (i.e. the MSA of Dispatch and the MSA of Destination), when submitting the draft control report. Otherwise, the submission of the draft control report is not applicable.

Scenarios for a duty suspension movement or a duty paid B2B movement.

The scenarios of this section describe the “Control and submission of the control report (UC3.03)” use case, through the following scenarios:

a control report submitted by the MSA dispatch application (see IV.I.2.1);

a control report submitted by the MSA destination application (see IV.I.2.2);

a control report submitted by a third MSA that is neither the MSA of Dispatch nor the MSA of Destination (see IV.I.2.3).

Scenario for a duty paid B2B movement or a duty paid B2C movement or any undocumented movement:

a control report submitted for a duty paid B2B movement or a duty paid B2C movement or any undocumented movement (see IV.I.2.4).

[bookmark: _Toc280866845][bookmark: _Toc281394907][bookmark: _Ref280378063][bookmark: _Toc1400489]IV.I.2.1 Control report submitted by the MSA of Dispatch

This scenario assumes that the submitting Control officer resides at the MSA of Dispatch where the control occurred.

The Control officer submits his findings via a control report (IE717: C_CCR_DAT) to the MSA dispatch application, for validation and notification of the concerned MSAs. The draft control report is submitted without specifying a control report number.

The MSA dispatch application performs the relevant validations to the received control report (IE717: C_CCR_DAT), which pass successfully. If the MSA dispatch application has not received another control report prior to this reception, it assigns a unique reference number to the control report reference (the structure of control report reference and the Check Digit algorithm are defined in FESS Appendix B [A1]), otherwise it complements the existing report. Since the MSA where the control occurred is the MSA of Dispatch, the MSA destination application is known for disseminating the validated document (Control Report Message Type is “Validated submission”). The MSA dispatch application disseminates the validated control report document IE717 (control report type is “Validated submission”) to the MSA destination application.

The MSA destination application performs structural validation on the received control report (IE717: C_CCR_DAT). If the control report indicates a request for a control, the MSA destination application flags the movement for performing a control at arrival of the goods.

The scenario of a control report submitted by the MSA of Dispatch is depicted in Figure 160 and Figure 161:
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[bookmark: _Ref280889119][bookmark: _Toc1400879]Figure 160: TSD - Control report submitted by the MSA of Dispatch
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[bookmark: _Ref280888831][bookmark: _Toc1400880]Figure 161: CLD - Control report submitted by the MSA of Dispatch
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This scenario assumes that the submitting Control officer resides at the MSA of Destination where the control occurred.

The Control officer submits his findings via a control report (IE717: C_CCR_DAT) to the MSA destination application, for validation and notification of the concerned MSAs. The draft control report is submitted without specifying a control report number.

The MSA destination application performs the relevant validations to the received control report (IE717: C_CCR_DAT), which pass successfully. If the MSA destination application has not received another control report prior to this reception, it assigns a unique reference number to the control report reference (the structure of control report reference and the Check Digit algorithm are defined in FESS Appendix B [A1]), otherwise it complements the existing report.

The MSA dispatch application is known to the MSA destination application, for disseminating the validated document (Control Report Message Type is “Validated submission”). The MSA of Destination should determine that it is synchronised with the MSA of Dispatch, thus confirming it is the current MSA of Destination rather than a former MSA of Destination.

The MSA destination application builds and sends to the MSA dispatch application (it is the MSA of which the Member State code appears in the third and fourth characters of the ARC) the Status Request message (IE904: C_STD_REQ. For the correct values of the message see section III.I.12 Download of an e-AD/e-SAD (UC3.31)), including the ARC and the last known sequence number for the specific ARC, the status of the movement and the last message received from the MSA dispatch application. It is noted that the MSA destination application has to set the “Status” Data Item to the last known status and the “Last Received Message Type” Data Item to the last message received from the MSA dispatch application. Moreover, the MSA destination application has to explicitly declare in sending the IE904: C_STD_REQ that it requests the full movement history.

The MSA dispatch application receives and validates the Status Request (IE904: C_STD_REQ) successfully (exceptional cases are described in Sub-Section III.VI). The MSA dispatch application identifies that the “Message Type” in the Status Request (IE904: C_STD_REQ) message is “2: Movement History Request”, indicating that the MSA Official at the MSA destination application wishes to receive the full movement history.

In the case that the e-AD/e-SAD is found, the MSA dispatch application replies with a Status Response (IE905: C_STD_RSP) conveying the actual status of the movement (e.g. “Delivered”), the last known sequence number for the specific ARC and the last message received from the MSA destination application for the specific ARC (e.g. “None”). Following the submission of the IE905, the MSA dispatch application also submits to the MSA destination application the IE934 (C_PAC_DAT) message that includes all business messages comprising the movement history.

Upon validating the structure of the received messages (IE905 and IE934) the MSA destination application has all the information for the concerned movement via the IE934 message. It is indeed identified that the MSA destination application is the current MSA of Destination. Thus, the MSA destination application disseminates the validated control report document IE717 (control report type is “Validated submission”) to the MSA dispatch application.

The MSA dispatch application performs structural validation on the received control report (IE717: C_CCR_DAT). If the control report indicates a request for a control, the MSA dispatch application flags the movement for performing a control at arrival of the goods.

The scenario of a control report submitted by the MSA of Destination is depicted in Figure 162 and Figure 163:
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[bookmark: _Ref280888689][bookmark: _Toc1400881][bookmark: _Ref280888679]Figure 162: TSD – Control report submitted by the MSA of Destination
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[bookmark: _Ref280888691][bookmark: _Toc1400882]Figure 163: CLD - Control report submitted by the MSA of Destination

[bookmark: _Ref280377971][bookmark: _Toc1400491]IV.I.2.3 Control report submitted by a third MSA that is neither the MSA of Dispatch nor the MSA of Destination

This scenario assumes that the submitting Control officer resides at a third MSA where the control occurred, which is different from the MSA of Dispatch and the MSA of Destination.

The Control officer submits his findings via a control report (IE717: C_CCR_DAT) to his MSA application, a third MSA application, for validation and notification of the concerned MSAs. The draft control report is submitted without specifying a control report number.

The third MSA application performs the relevant validations to the received control report (IE717: C_CCR_DAT), which pass successfully. If the third MSA application has not received another control report prior to this reception, it assigns a unique reference number to the control report reference (the structure of control report reference and the Check Digit algorithm are defined in FESS Appendix B [A1]), otherwise it complements the existing report.

Since the third MSA application has not been involved in the movement (or has been involved in the movement as a former MSA of Destination), it has not received any IE messages concerning the movement (or has received some IE messages that do not reflect the current state of the movement). Thus, the MSA destination application is not known to the third MSA application for disseminating the validated document (Control Report Message Type is “Validated submission”).

The third MSA application builds and sends to the MSA dispatch application (it is the MSA of which the Member State code appears in the third and fourth characters of the ARC) the Status Request message (IE904: C_STD_REQ. For the correct values of the message see section III.I.12 Download of an e-AD/e-SAD (UC3.31)), including the ARC and the last known sequence number for the specific ARC, the status of the movement and the last message received from the MSA dispatch application. It is noted that in case that the third MSA application has not received any message that is related to the concerned ARC, then it has to set the “Status” Data Item to “None” and the “Last Received Message Type” Data Item to “None”, since the latter Data Item reflects the last message received from the MSA dispatch application. Furthermore, in case that the third MSA application is a former MSA of Destination with respect to the specific ARC, then it has to set the “Status” Data Item to the last known status and the “Last Received Message Type” Data Item to the last message received from the MSA dispatch application. Moreover, the third MSA application has to explicitly declare in sending the IE904: C_STD_REQ that it requests the full movement history.

The MSA dispatch application receives and validates the Status Request (IE904: C_STD_REQ) successfully (exceptional cases are described in Sub-Section III.VI). The MSA dispatch application identifies that the “Message Type” in the Status Request (IE904: C_STD_REQ) message is “2: Movement History Request”, indicating that the MSA Official at the third MSA application wishes to receive the full movement history.

In the case that the e-AD/e-SAD is found, the MSA dispatch application replies with a Status Response (IE905: C_STD_RSP) conveying the actual status of the movement (e.g. “Delivered”), the last known sequence number for the specific ARC and the last message received from the third MSA application for the specific ARC (e.g. “None”). Following the submission of the IE905, the MSA dispatch application also submits to the third MSA application the IE934 (C_PAC_DAT) message that includes all business messages comprising the movement history.

Upon validating the structure of the received messages (IE905 and IE934) the third MSA application has all the information for the concerned movement via the IE934 message. The third MSA application identifies the MSA of Destination and disseminates the validated control report document IE717 (control report type is “Validated submission”) to the MSA dispatch application and to the MSA destination application.

The MSA dispatch application validates the message structure of the received control report (IE717: C_CCR_DAT) and stores the message.

The MSA destination application performs structural validation on the received control report (IE717: C_CCR_DAT). If the control report indicates a request for a control, the MSA destination application flags the movement for performing a control at arrival of the goods.

The scenario for a control report submitted by a third MSA that is neither the MSA of Dispatch nor the MSA of Destination is depicted in Figure 164 and Figure 165:
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[bookmark: _Ref199006783][bookmark: _Toc1400883]Figure 164: TSD - Control report submitted by a third MSA that is neither the MSA of Dispatch nor the MSA of Destination
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[bookmark: _Ref199006779][bookmark: _Toc1400884]Figure 165: CLD - Control report submitted by a third MSA that is neither the MSA of Dispatch nor the MSA of Destination



[bookmark: _Toc1400492]IV.I.2.4 Control report submitted for a duty paid B2B movement or a duty paid B2C movement or any undocumented movement

This scenario assumes that the control concerns a duty paid B2B movement or a duty paid B2C movement or any undocumented movement. Considering that the control report shall be submitted for a paper-based movement, the “Download of an e-AD/e-SAD” scenario (section III.I.12 Download of an e-AD/e-SAD (UC3.31)) cannot be used for identifying the addressees. Therefore, in this scenario, it is a prerequisite the submitting Control officer to know and provide all the addressees (i.e. the MSA of Dispatch and the MSA of Destination), when submitting the draft control report. Otherwise, the submission of the draft control report is not applicable. 

The Control officer submits his findings via a control report (IE717: C_CCR_DAT) to his MSA application (MSA of control, i.e. MSA where the actual control took place), for validation and notification of the concerned MSAs. The draft control report is submitted without specifying a control report number.

The MSA of control performs the relevant validations to the received control report (IE717: C_CCR_DAT), which pass successfully. If the MSA of control has not received another control report prior to this reception, it assigns a unique reference number to the control report reference (the structure of control report reference and the Check Digit algorithm are defined in FESS Appendix B [A1]), otherwise it complements the existing report.

The MSA of control disseminates the validated control report document IE717 (Control Report Message Type is “Validated submission”):

· to the MSA of Dispatch (if the MSA of control is the MSA of Dispatch, the transmission is deemed immediately done). After validating the received message structure (if the MSA of control is the MSA of Dispatch, the validation is deemed done), the MSA of dispatch application stores the message;

· to the MSA of Destination (if the MSA of control is the MSA of Destination, the transmission is deemed immediately done). After validating the received message structure (if the MSA of control is the MSA of Destination, the validation is deemed done), the MSA of destination application stores the message. In case the control report indicates a request for a control, the MSA destination application flags the movement for performing a control at arrival of the goods.

The scenario for a control report submitted for a duty paid B2B movement or a duty paid B2C movement or any undocumented movement is depicted in Figure 166 and Figure 167.

[bookmark: Figure168][bookmark: _Toc1400885]Figure 166: TSD - Control report submitted for a duty paid B2B movement or a duty paid B2C movement or any undocumented movement
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[bookmark: Figure169][bookmark: _Toc1400886]Figure 167: CLD - Control report submitted for a duty paid B2B movement or a duty paid B2C movement or any undocumented movement
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3) The description of the use case “Interruption of a movement (UC3.05)” shall be updated to indicate that this use case covers also Duty Paid B2B movements and e-SAD’s. The actual updates are highlighted below (in bold/italics):
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There may be cases where an excise movement has been or needs to be immobilised before its normal completion. Interruptions are initiated by an Excise officer and it is assumed that a mechanism exists allowing the triggering of this use case. Submission of the interruption message (including the reference of the event or control report) is mandatory where one of the cases referred to in points (a) to (e) of Article 15(1) of Regulation (EU) No 389/2012 is detected and shall be sent to the previously nominated MSA of destination and to the MSA of dispatch, within one day of the moment when the MSA of interruption becomes aware of the definitive interruption (as defined in Article 12 of Implementing Regulation (EU) 2016/323). The details of this mechanism are a national matter.

A MSA is entitled to interrupt a movement if it considers that the movement cannot continue its journey to the destination or a serious offence has taken place in its territory.

The MSA of interruption in FESS [A1] is defined as the MSA where the interruption occurred, which also includes the MSA of Dispatch and the MSA of Destination. In the following scenarios, however, the MSA of interruption role is simplified and decomposed, hence wherever the MSA notifying the interruption is a third MSA (i.e. neither the MSA of Dispatch nor the MSA of Destination) the role third MSA will be utilised. The cases where the MSA of interruption is either the MSA of Dispatch or the MSA of Destination will be covered with the concrete roles (MSA of Dispatch or the MSA of Destination respectively) rather than the more abstract role MSA of interruption.

Whenever the MSA notifying the interruption does not know all the addressees, it should perform a “Download of an e-AD/e-SAD” scenario (section III.I.12 Download of an e-AD/e-SAD (UC3.31)) in order to identify the addressees and disseminate the IE807. For example, when the interruption took place in a third MSA (that is, it is neither the MSA of Dispatch nor the MSA of Destination (see IV.I.3.3) the interruption of movement message (IE807: C_STP_NOT) shall be disseminated to the MSA of Dispatch and the MSA of Destination. The MSA of Dispatch can be derived from the ARC of the movement (the third and fourth characters of the ARC denote the MSA of Dispatch). However, the current MSA of Destination will not be known. Therefore, the MSA of Destination will not become known unless a “Download of an e-AD/e-SAD” scenario is executed (see III.I.12 Download of an e-AD/e-SAD (UC3.31)).

The scenarios of this use case require the state of the concerned e-AD/e-SAD to be in “Accepted”, “Rejected”, “Refused”, or “Partially refused” state. In addition, the state of the concerned e-AD/e-SAD may be in the “Exporting” state.

The successful completion of the scenarios cause state transition at the MSA of Dispatch and the MSA of Destination for the concerned e-AD/e-SAD to “Stopped”. The state transition pertains to both the MSA of Dispatch and the MSA of Destination. Note that the state transition to “Stopped” state is included in the State-Transition Diagrams for Central Circuit Scenarios (see Sub-Section III.III) and in the State-Transition Diagrams for Export Scenarios (see Sub-Section III.IV).

The scenarios of this section describe the “Interruption of a movement (UC3.05)” use case, through the following scenarios:

an Interruption of a movement submitted by the MSA of Dispatch (see IV.I.3.1);

an Interruption of a movement submitted by the MSA of Destination (see IV.I.3.2);

[bookmark: _Toc281395269]an Interruption of a movement submitted by a third MSA that is neither the MSA of Dispatch nor the MSA of Destination (see IV.I.3.3).

[bookmark: _Ref280379086][bookmark: _Toc1400494]IV.I.3.1 Interruption of a movement submitted by the MSA of Dispatch

This scenario assumes that an Excise Officer orders an interruption of a movement in the MSA dispatch application. In this case the MSA dispatch application, where the interruption occurred, notifies the MSA destination application by sending an interruption message (IE807: C_STP_NOT).

The MSA dispatch application transfers the movement interruption (IE807: C_STP_NOT) to the Consignor. If any timers associated with the interrupted e-AD/e-SAD have already expired at the limit date, the MSA dispatch application resets their flag that has been raised locally at expiration time. If any timers associated with the interrupted e-AD/e-SAD are still running, the MSA dispatch application stops them. Finally, the state of the movement at the MSA of Dispatch is set to “Stopped”.

The MSA destination application after validating the received message structure transfers, the movement interruption (IE807: C_STP_NOT) to the Consignee and sets the state of the movement at the MSA of Destination is set to “Stopped”.

The scenario for an interruption of a movement submitted by the MSA of Dispatch is depicted in Figure 168 and Figure 169:
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[bookmark: _Ref280965389][bookmark: _Toc1400887]Figure 168: TSD – Interruption of a movement submitted by the MSA of Dispatch
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[bookmark: _Ref280965393][bookmark: _Toc1400888]Figure 169: CLD - Interruption of a movement submitted by the MSA of Dispatch

[bookmark: _Ref280379109][bookmark: _Toc1400495]IV.I.3.2 Interruption of a movement submitted by the MSA of Destination

This scenario assumes that an Excise Officer orders an interruption of a movement in the MSA destination application.

The MSA dispatch application is known to the MSA destination application. The MSA of Destination should determine that the e-AD/e-SAD is in a state that can be interrupted and that it is synchronised with the MSA of Dispatch, thus confirming it is the current MSA of Destination rather than a former MSA of Destination.

The MSA destination application builds and sends to the MSA dispatch application (it is the MSA of which the Member State code appears in the third and fourth characters of the ARC) the Status Request message (IE904: C_STD_REQ. For the correct values of the message see section III.I.12 Download of an e-AD/e-SAD (UC3.31)), including the ARC and the last known sequence number for the specific ARC, the status of the movement and the last message received from the MSA dispatch application. It is noted that the MSA destination application has to set the “Status” Data Item to the last known status and the “Last Received Message Type” Data Item to the last message received from the MSA dispatch application. Moreover, the MSA destination application has to explicitly declare in sending the IE904: C_STD_REQ that it requests the full movement history.

The MSA dispatch application receives and validates the Status Request (IE904: C_STD_REQ) successfully (exceptional cases are described in Sub-Section III.VI). The MSA dispatch application identifies that the “Message Type” in the Status Request (IE904: C_STD_REQ) message is “2: Movement History Request”, indicating that the MSA Official at the MSA destination application wishes to receive the full movement history.

In the case that the e-AD/e-SAD is found, the MSA dispatch application replies with a Status Response (IE905: C_STD_RSP) conveying the actual status of the movement (e.g. “Delivered”), the last known sequence number for the specific ARC and the last message received from the MSA destination application for the specific ARC (e.g. “None”). Following the submission of the IE905, the MSA dispatch application also submits to the MSA destination application the IE934 (C_PAC_DAT) message that includes all business messages comprising the movement history.

Upon validating the structure of the received messages (IE905 and IE934) the MSA destination application has all the information for the concerned movement via the IE934 message. It is indeed identified that the MSA destination application is the current MSA of Destination. In this case the MSA destination application, where the interruption occurred, notifies the MSA dispatch application by sending an interruption message (IE807: C_STP_NOT). The MSA destination application transfers the movement interruption (IE807: C_STP_NOT) to the Consignee. The state of the movement at the MSA of Destination is set to “Stopped”.

The MSA dispatch application after validating the received message structure transfers the movement interruption (IE807: C_STP_NOT) to the Consignor. If any timers associated with the interrupted e-AD have already expired at the limit date, the MSA dispatch application resets their flag that has been raised locally at expiration time. If any timers associated with the interrupted e-AD/e-SAD are still running, the MSA dispatch application stops them. Finally, the state of the movement at the MSA of Dispatch is set to “Stopped”.

The scenario for an interruption of a movement submitted by the MSA of Destination is depicted in Figure 170 and Figure 171:
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[bookmark: _Ref280965420][bookmark: _Toc1400889]Figure 170: TSD – Interruption of a movement submitted by the MSA of Destination
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[bookmark: _Ref280965423][bookmark: _Toc1400890]Figure 171: CLD - Interruption of a movement submitted by the MSA of Destination

[bookmark: _Ref280379112][bookmark: _Toc1400496]IV.I.3.3 Interruption of a movement submitted by a third MSA that is neither the MSA of Dispatch nor the MSA of Destination

This scenario assumes that an Excise Officer orders an interruption of a movement in a third MSA application. The third MSA application, where the interruption occurred, notifies both the MSA dispatch application and the MSA destination application by disseminating an interruption message (IE807: C_STP_NOT).

Since the third MSA application has not been involved in the movement (or has been involved in the movement as a former MSA of Destination), it has not received any IE messages concerning the movement (or has received some IE messages that do not reflect the current state of the movement). Thus, the MSA destination application is not known to the third MSA application for disseminating the interruption message (IE807: C_STP_NOT). Moreover, in order to validate the correct state of the movement (being in “Accepted”, “Rejected”, “Refused”, “Partially refused”, or “Exporting” state) the third MSA application should consult the latest information for the e-AD/e-SAD by downloading its contents from the MSA of Dispatch (see section III.I.12 Download of an e-AD/e-SAD (UC3.31)). The IE905 message containing the “Status” Data Item of the movement will be utilised from the third MSA application, in order to check if the movement is in the correct status to be interrupted.

The third MSA application builds and sends to the MSA dispatch application (it is the MSA of which the Member State code appears in the third and fourth characters of the ARC) the Status Request (IE904: C_STD_REQ) message (for the correct values of the message see section III.I.12 Download of an e-AD/e-SAD (UC3.31)), including the ARC and the last known sequence number for the specific ARC, the status of the movement and the last message received from the MSA dispatch application. It is noted that in case that the third MSA application has not received any message that is related to the concerned ARC, then it has to set the “Status” Data Item to “None” and the “Last Received Message Type” Data Item to “None”, since the latter Data Item reflects the last message received from the MSA dispatch application. Furthermore, in case that the third MSA application is a former MSA of Destination with respect to the specific ARC, then it has to set the “Status” Data Item to the last known status and the “Last Received Message Type” Data Item to the last message received from the MSA dispatch application. Moreover, the third MSA application has to explicitly declare in sending the IE904: C_STD_REQ that it requests the full movement history.

The MSA dispatch application receives and validates the Status Request (IE904: C_STD_REQ) successfully (exceptional cases are described in Sub-Section III.VI). The MSA dispatch application identifies that the “Message Type” in the Status Request (IE904: C_STD_REQ) message is “2: Movement History Request”, indicating that the MSA Official at the third MSA application wishes to receive the full movement history.

In the case that the e-AD/e-SAD is found, the MSA dispatch application replies with a Status Response (IE905: C_STD_RSP) conveying the actual status of the movement (e.g. “Delivered”), the last known sequence number for the specific ARC and the last message received from the third MSA application for the specific ARC (e.g. “None”). Following the submission of the IE905, the MSA dispatch application also submits to the third application the IE934: C_PAC_DAT message that includes all business messages comprising the movement history.

Upon validating the structure of the received messages (IE905 and IE934) the third MSA application has all the information for the concerned movement via the IE934 message. The third MSA application identifies the MSA of Destination and disseminates the validated interruption message (IE807: C_STP_NOT) to the MSA dispatch application and to the MSA destination application.

The MSA dispatch application, after validating the received message structure, transfers the movement interruption (IE807: C_STP_NOT) to the Consignor. If any timers associated with the interrupted e-AD/e-SAD have already expired at the limit date, the MSA dispatch application resets their flag, which has been raised locally at expiration time. If any timers associated with the interrupted e-AD/e-SAD are still running, the MSA dispatch application stops them. Finally, the state of the movement at the MSA dispatch application is set to “Stopped”.

The MSA destination application, after validating the received message structure, transfers the movement interruption (IE807: C_STP_NOT) to the Consignee. Finally, the state of the movement at the MSA destination application is set to “Stopped”.

The scenario for an interruption of a movement submitted by a third MSA that is neither the MSA of Dispatch nor the MSA of Destination is depicted in Figure 172 and Figure 173:
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[bookmark: _Ref280965475][bookmark: _Toc1400891]Figure 172: TSD – Interruption of a movement submitted by a third MSA that is neither the MSA of Dispatch nor the MSA of Destination

[image: ]

[bookmark: _Ref280965478][bookmark: _Toc1400892]Figure 173: CLD - Interruption of a movement submitted by a third MSA that is neither the MSA of Dispatch nor the MSA of Destination









[bookmark: _Toc1400497]


4) The description of the use case “Manual Closing of the Movement (UC3.06)” shall be updated to indicate that this use case covers also Duty Paid B2B movements and e-SAD’s. The actual updates are highlighted below (in bold/italics):

Sub-Section IV.I.4 Manual Closing of the Movement (UC3.06)

The manual closing of the movement functionality is intended to be used as an exception handling mechanism only for movements that cannot be closed in the system because the procedure to be followed is not supported electronically. 

The recommended solution is that an Excise Officer of MSA of Dispatch or MSA of Destination submits a manual closure request to the MSA of Dispatch, including any supporting documentation or complementary information related to the manual closure. The MSA of Dispatch is responsible to validate the manual closure request and depending on the validation outcome, the MSA of Dispatch will disseminate the manual closure information to the involved partners.

The scenarios of this use case require the state of the concerned e-AD/e-SAD to be in the “Accepted”, “Refused”, “Partially refused”, “Rejected” or “Exporting” state. The different scenarios of this use case are determined by the initiator of the process, i.e. the requestor of the Manual Closure. There are two possible Manual Closure scenarios, either:

· Manual Closure is initiated by an Excise Officer of MSA Dispatch (see IV.I.4.1 Manual Closing is initiated by an Excise Officer of MSA Dispatch); or

· Manual Closure is initiated by an Excise Officer of MSA Destination (see IV.I.4.2 Manual Closing is initiated by an Excise Officer of MSA Destination).



It shall be noted that the manual closure functionality does not result to the generation of the RoR at the MSA of Destination.

Finally, it shall be noted that everything that applies to the MSA of Destination applies also to the MSA of Export in case the movement’s destination is “Export”; in the latter case, there is no consignee to be informed

All possible Manual Closure scenarios are described below.

[bookmark: _IV.I.4.1_Manual_Closing]

[bookmark: _IV.I.4.2_Manual_Closing][bookmark: _IV.I.4.3_Manual_Closing][bookmark: _IV.I.4.3_Manual_Closing_1][bookmark: _Toc1400498]IV.I.4.1 Manual Closing is initiated by an Excise Officer of MSA Dispatch

The Excise Officer of MSA Dispatch initiates the manual closure process by submitting the corresponding request (IE880: C_MNC_SUB) that includes:

· The ARC of the movement requested to be manually closed;

· The sequence number of the ARC;

· The submitting person code (e.g. Excise Officer);

· The reason for the manual closure request.



The MSA dispatch application after validating the received message structure, registers the manual closure and the state of the movement at the MSA of Dispatch is set to ‘e-AD/e-SAD Manually Closed’. Additionally, the MSA dispatch application transfers the manual closure response message (IE881: C_MNC_RES), including the status of the movement (i.e. e-AD/e-SAD Manually Closed) to the MSA destination application and notifies the requesting Excise Officer and the relevant Consignor. 

It shall be noted that in cases where the manual closure process is initiated by an Excise Officer at the MSA of Dispatch, then there is no obligation to submit a IE880:C_MNC_SUB message. If the manual closure process is initiated by the MSA of Dispatch, then a IE881:C_MNC_RES message can be sent directly to the MSA of Destination with the corresponding details.



Upon the reception of the manual closure response (IE881: C_MNC_RES), the MSA destination application validates successfully the message and sets the state of the corresponding e-AD/e-SAD to ‘e-AD/e-SAD Manually Closed’ and also notifies the corresponding Consignee.

The scenario for a manual closure of a movement requested by an Excise Officer of MSA Dispatch is depicted in Figure 174 and Figure 175:
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[bookmark: Figure174][bookmark: _Toc1400893]Figure 174: TSD - Manual closure initiated by an Excise Officer of MSA Dispatch
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[bookmark: Figure175][bookmark: _Toc1400894]Figure 175:CLD - Manual closure initiated by an Excise Officer of MSA Dispatch



[bookmark: _IV.I.4.4_Manual_Closing][bookmark: _Toc1400499]IV.I.4.2 Manual Closing is initiated by an Excise Officer of MSA Destination

The Excise Officer of MSA Destination initiates the manual closure process by submitting the corresponding request (IE880: C_MNC_SUB) that includes:

· The ARC of the movement requested to be manually closed;

· The sequence number of the ARC;

· The submitting person code (e.g. Excise Officer);

· The reason for the manual closure request.

Upon successful validation, the MSA destination application transfers the manual closure request to the MSA dispatch application which in turn, after validating the received message structure, registers the manual closure and the state of the movement at the MSA of Dispatch is set to ‘e-AD/e-SAD Manually Closed’. Additionally, the MSA dispatch application transfers the manual closure response message (IE881: C_MNC_RES), including the status of the movement (i.e. e-AD/e-SAD Manually Closed) to the MSA destination application and notifies the requesting Excise Officer and the relevant Consignor. 

Upon the reception of the manual closure response (IE881: C_MNC_RES), the MSA destination application validates successfully the message and sets the state of the corresponding e-AD/e-SAD to ‘e-AD/e-SAD Manually Closed’ and also notifies the corresponding Consignee.

Alternatively, the MSA of Dispatch may decide to reject a manual closure request received by the MSA of Destination. In such cases, the MSA Dispatch application does not update the state of the movement and registers the manual closure response message (IE881: C_MNC_RES) indicating the rejected manual closure request and the unchanged state of the movement. Additionally, the MSA dispatch application transfers the manual closure response message (IE881: C_MNC_RES) to the MSA destination application which in turn notifies the requesting Excise Officer.

The scenario for a manual closure of a movement requested by an Excise Officer of MSA Destination and accepted by the MSA of Dispatch is depicted in Figure 176 and Figure 177:
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[bookmark: Figure176][bookmark: _Toc1400895]Figure 176: TSD - Manual closure initiated by an Excise Officer of MSA Destination and accepted by the MSA of Dispatch
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[bookmark: Figure177][bookmark: _Toc1400896]Figure 177: CLD - Manual closure initiated by an Excise Officer of MSA Destination and accepted by the MSA of Dispatch



The scenario for a manual closure of a movement requested by an Excise Officer of MSA Destination and rejected by the MSA of Dispatch is depicted in Figure 178 and Figure 179:
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[bookmark: _Ref531687079][bookmark: _Toc1400897]Figure 178: TSD - Manual closure initiated by an Excise Officer of MSA Destination and rejected by the MSA of Dispatch
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[bookmark: _Ref531687080][bookmark: _Toc1400898]Figure 179: CLD - Manual closure initiated by an Excise Officer of MSA Destination and rejected by the MSA of Dispatch











[bookmark: _Toc196277197][bookmark: _Ref199086769][bookmark: _Toc1400500]




5) The description of the sub-section “Administrative cooperation scenarios” shall be updated to indicate that this use case covers also Duty Paid B2B movements and e-SAD’s. The actual updates are highlighted below (in bold/italics):

Sub-Section IV.II Administrative cooperation scenarios

[bookmark: _Toc196277198][bookmark: _Ref199068417][bookmark: _Ref199068425][bookmark: _Toc1400501]IV.II.1 Spontaneous information (UC3.01)

The spontaneous information use case describes the exchange protocol between two MSA, the issuing and the addressed, for one-way information purposes only. Submission of an administrative cooperation results message is mandatory and shall be sent to the addressed Member States within seven days of the control (as defined in Article 10 of Implementing Regulation (EU) 2016/323), where one of the cases referred to in points (a) to (d) of Article 15(1) of Regulation (EU) No 389/2012 is detected, as a result of a documentary or physical control of goods, at the premises of a registered/certified consignee, of a temporary registered/certified consignee or of an authorised warehouse keeper. No further actions are expected by the addressed MSA in terms of information exchange messages (excluding rejection messages in case of functional errors). It shall be noted that the issuing MSA may not request feedback from the addressed MSA on the follow up actions taken based on the input provided. The scenario does not describe how the Issuing MSA application is triggered in sending the message and it is assumed for a mechanism to exist (possibly a user interface).

The Issuing MSA application sends to the Addressed MSA application an administrative cooperation results (IE867: C_COO_RES) message. The Addressed MSA application validates the received message structure. The scenario for submitting an administrative cooperation results message is depicted in Figure 180 and Figure 181:

[image: ]

[bookmark: _Ref199068500][bookmark: _Toc1400899]Figure 180: TSD - Spontaneous information (UC3.01)
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[bookmark: _Ref199068507][bookmark: _Toc1400900]Figure 181: CLD - Spontaneous information (UC3.01)

[bookmark: _Toc196277199][bookmark: _Ref199095724][bookmark: _Toc1400502]IV.II.2 Request for assistance

The request for assistance use cases describe the exchange protocol between two MSAs, the requesting and the requested. Contrary to the spontaneous information use case, the receiver (i.e. the Requested MSA) is committed to respond with a results message. 

In case of movements under duty suspension or duty paid B2B movements, the Requesting MSA is legally obliged (see Article 25(1) of Regulation (EU) No 389/2012) to consult the concerned movement information through the use cases UC3.31 - Download of an e-AD/e-SAD, UC3.32 - General query to retrieve an e-AD/e-SAD and/or UC3.30 - Status/ status synchronisation mechanism, prior launching a request via the current UC3.07 - Administrative cooperation - request for assistance.

The request message may be initiated automatically on the basis of common criteria. In all cases a human intervention is required to complete and validate the message and finally to send the request to the requested ELO.

Upon receipt of the request message, the ELO of the requested MSA is committed to undertake the requested actions and controls and give back results by the requested deadline and no later than three months following the date of receipt of the request (see Article 11(1) of Regulation (EU) No 389/2012). Where the requested MSA is already in possession of that information, the ELO of the requested MSA ought to provide the results within one month following the date of receipt of the request (see Article 11(1) of Regulation (EU) No 389/2012). In certain special categories of cases, different time limits may be agreed between the requested MSA and the requesting MSA (see Article 11(2) of Regulation (EU) No 389/2012). As the process is automated, a response can be expected as soon as possible.

Via this results message, the requested ELO may request the requesting ELO to provide feedback on the follow-up action taken by the requesting MSA, on the basis of the provided results (see Articles 8(5), 15(2) and 16(2) of Regulation (EU) 389/2012, Articles 8, 15 and 16). In case such feedback is requested, the requesting ELO shall send back their feedback as soon as possible via another results message, that shall include information which is relevant to the requested feedback.

The request issued by the Requesting MSA contains a deadline for results that the Requested MSA may be extended by issuing an answer message.

The scenarios of this section describe the “Administrative cooperation - request for assistance (UC3.07)” and the “Administrative cooperation - deadline for results (UC3.09)” use cases, through the following scenarios:

Submission of a request for assistance (see IV.II.2.1);

Reminder at expiry time for sending the results to a request for assistance (see IV.II.2.2);

Submission of an answer for extending the deadline to a request for assistance (see IV.II.2.3);

Submission of the results to a request for assistance (see IV.II.2.4);

Submission of an answer for refusal of a request for assistance (see IV.II.2.5).

The request for assistance scenarios message exchanges cause state transitions, which are depicted in section IV.II.3 State-Transition Diagrams for Request for assistance scenarios.



The rest content of sub-section “Administrative cooperation scenarios” is not impacted.















[bookmark: _Ref326937066][bookmark: _Toc1400523]


6) The description of the sub-section “Movement verification for duty paid movements scenarios” shall be updated so that the included scenarios do not contain any reference to Duty Paid B2B movements, but only to Duty Paid B2C and undocumented movements instead. The actual updates are highlighted below (in bold/italics):

Sub-Section IV.IV Movement verification for duty paid B2C or undocumented movements scenarios

The movement verification is an administrative tool for the verification of duty paid B2B movements, duty paid B2C movements and any undocumented movements (i.e. movements using a non-European Union standard document). The exchange protocol for the movement verification use cases involves two MSAs the requesting and the requested MSAs.

The scenarios of this section describe the “Movement Verification – Request (UC3.15)” and the “Movement Verification – Reminder (UC3.16)” use cases, through the following elementary scenarios:

Submission of a movement verification request (see IV.IV.1);

Reminder at expiry time for sending the results to a movement verification request (see IV.IV.2);

Submission of an answer for extending the deadline (see IV.IV.3);

Submission of the results to a movement verification request (see IV.IV.4);

Submission of an answer for refusal of a movement verification request (see IV.IV.7).

The movement verification scenarios message exchanges cause state transitions, which are depicted in section IV.IV.5 State-Transition Diagrams for Movement verification for duty-paid B2C or undocumented movements scenarios.

Concerning the coordination protocol validations, invalid values of “MV Correlation ID” should be refused via an IE906 message (refer to VIII.I.3.2.3.1 Coordination protocol validations).

[bookmark: _Ref326824867][bookmark: _Toc1400524]IV.IV.1 Submission of a movement verification request

This scenario describes the initiation of a movement verification request by the Requesting MSA. It is assumed that the messages exchanged by the applications are triggered after human intervention, which is not included.

Upon receipt of the request message, the ELO of the requested MSA is committed to undertake the requested actions and controls and give back results by the requested deadline and no later than three months following the date of receipt of the request (see Article 11(1) of Regulation (EU) No 389/2012). Where the requested MSA is already in possession of that information, the ELO of the requested MSA ought to provide the results within one month following the date of receipt of the request (see Article 11(1) of Regulation (EU) No 389/2012). In certain special categories of cases, different time limits may be agreed between the requested MSA and the requesting MSA (see Article 11(2) of Regulation (EU) No 389/2012). As the process is automated, a response can be expected as soon as possible.

The Requesting MSA application submits a movement verification request (IE722: C_MVS_SUB) to the Requested MSA application. The movement verification request indicates the deadline by which the results of the requested verifications should be received from the Requested MSA. The Requesting MSA application initiates the timer TIM_MVS to expire at the expected deadline for results as specified in the request message or in the extended deadline for results as specified in the answer message. The state of the request at the Requesting MSA is set to “Open”.

The Requested MSA application validates the received message structure and stores the message whilst setting the state to “Open” at the Requested MSA.

The scenario for the submission of a movement verification request is depicted in Figure 210 and Figure 211:
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[bookmark: _Ref326919732][bookmark: _Toc1400929][bookmark: _Ref326919721]Figure 210: TSD - Submission of a movement verification request
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[bookmark: _Ref460502082][bookmark: _Toc1400930]Figure 211: CLD - Submission of a movement verification request

[bookmark: _Ref326824874][bookmark: _Toc1400525]IV.IV.2 Reminder at expiry time for sending the results to a movement verification request 

The scenario describes the case that the Requested MSA has not received the results to a movement verification request within time and the timer TIM_MVS expires. The scenario requires that the concerned request is at “Open” or “Extended” state.

		Section

		Scenario

		Ending State



		IV.IV.1

		Submission of a movement verification request

		Open



		IV.IV.3

		Submission of an answer for extending the deadline

		Extended





[bookmark: _Toc1401011]Table 28: Scenarios that must have been previously completed in order to send a reminder for a movement verification request

At the Requesting MSA application, the timer TIM_MVS expires without having received neither an answer message (IE723: C_MVS_ANS) nor a results message (IE725: C_MVS_RES) for extending the deadline from the Requested MSA application. Alternatively, an answer message (IE723: C_MVS_ANS) had been received from the Requested MSA application but the timer TIM_MVS, that was reset following the reception of the answer message, expires without having received the results message (IE725: C_MVS_RES). The Requesting MSA application then sends a reminder message for a movement verification request (IE724: C_MVS_REM) to the Requested MSA application. The Requesting MSA application changes the state of the request from “Open” or “Extended” to “Late”.

The Requested MSA application validates the received message structure and stores the message whilst setting the state from “Open” or “Extended” to “Late” at the Requested MSA. 

The scenario for the expiry of the TIM_MVS timer is depicted in Figure 212 and Figure 213:
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[bookmark: _Ref326919999][bookmark: _Toc1400931]Figure 212: TSD - Reminder at expiry time for sending the results to a movement verification request
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[bookmark: _Ref326919996][bookmark: _Toc1400932]Figure 213: CLD - Reminder at expiry time for sending the results to a movement verification request

[bookmark: _Ref326824875][bookmark: _Toc1400526]IV.IV.3 Submission of an answer for extending the deadline

This scenario assumes that a movement verification request (IE722: C_MVS_SUB) has been submitted by the Requesting MSA and the Requested MSA does not respond within the deadline (initial or extended) for results. It is assumed that the messages exchanged by the applications are triggered after human intervention, which is not included. The scenario requires that the concerned request is at “Open” or “Extended” or “Late” state.

		Section

		Scenario

		Ending State



		IV.IV.1

		Submission of a movement verification request

		Open



		IV.IV.3

		Submission of an answer for extending the deadline

		Extended



		IV.IV.2

		Reminder at expiry time for sending the results to a movement verification request

		Late





[bookmark: _Toc1401012]Table 29: Scenarios that must have been previously completed in order to submit an answer to a movement verification request

The ELO of the Requested MSA examines the contents of the movement verification request and decides to extend the deadline in order to complete the requested verification actions for a given reason. The Requested MSA application sends an answer message (IE723: C_MVS_ANS) with no Refusal Reason Code to the Requesting MSA extending the deadline for giving the results to the movement verification request. The state of the request at the Requested MSA is set from “Open” or “Late” to “Extended” or is retained to “Extended”.

The Requesting MSA application validates the received message structure and stores the message whilst setting the state of the request from the “Open” or “Late” to “Extended” or retaining it to “Extended” at the Requested MSA. Then, it resets the timer TIM_MVS to expire at the “Date for which Reply is Requested” date as specified by the answer message (IE723: C_MVS_ANS). In addition, if the timer TIM_MVS has expired, the Requesting MSA application clears the flag that has been raised locally

The scenario for extending the deadline to a movement verification request is depicted in Figure 214 and Figure 215:

 : Requesting MSA application

 : Requesting MSA application

 : Requested MSA application

 : Requested MSA application

1: Send Msg(IE723 : C_MVS_ANS, Refusal Reason Code: Not Present)

2: Validate Msg Structure( )

3: Reset Timer(timer : TIM_MVS)



[bookmark: _Ref326920143][bookmark: _Toc1400933][bookmark: _Ref326920138]Figure 214: TSD - Submission of an answer for extending the deadline



 : Requested MSA application

 : Requesting MSA application

2: Validate Msg Structure( )

3: Reset Timer(timer : TIM_MVS)

1: Send Msg(IE723 : C_MVS_ANS, 

Refusal Reason Code: Not Present)



[bookmark: _Ref326920145][bookmark: _Toc1400934]Figure 215: CLD - Submission of an answer for extending the deadline

[bookmark: _Ref326824876][bookmark: _Toc1400527]IV.IV.4 Submission of the results to a movement verification request

The scenario describes the case that the Requested MSA sends the results to a movement verification request. It is assumed that the messages exchanged by the applications are triggered after human intervention, which is not included. The scenario requires the concerned request to be in the “Open”, “Extended” or “Late” state.

		Section

		Scenario

		Ending State



		IV.IV.1 

		Submission of a movement verification request

		Open



		IV.IV.2

		Reminder at expiry time for sending the results to a movement verification request

		Late



		IV.IV.3

		Submission of an answer for extending the deadline

		Extended





[bookmark: _Toc320699281][bookmark: _Toc1401013]Table 30: Scenarios that must have been previously completed in order to submit the results to a movement verification request

The ELO of the Requested MSA completes the requested verification actions specified by the movement verification request (IE722: C_MVS_SUB) from the requesting MSA. The results of these actions (IE725: C_MVS_RES) are then sent by the Requested MSA application to the Requesting MSA application. The ELO of the Requested MSA may request the requesting ELO to provide feedback on the follow-up action taken by the requesting MSA, on the basis of the provided results. Finally, if feedback is requested, the Requested MSA sets the state of the request from “Open”, “Extended” or “Late” to “Answered and Feedback Expected”. Otherwise, the Requested MSA application sets the state at the Requested MSA from “Open”, “Late” or “Extended” to “Closed”.

The Requesting MSA application validates the received movement verification results (IE725: C_MVS_RES) message structure and if the results message (IE725: C_MVS_RES) indicates that feedback is requested, it changes the request state from “Open”, “Extended” or “Late” to “Answered and Feedback Expected”. Otherwise, it changes the state of the concerned request from “Open”, “Late” or “Extended” to “Closed”. If there is a timer TIM_MVS running the Requesting MSA stops it.

The scenario for sending the results to a movement verification request is depicted in Figure 216 and Figure 217:
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[bookmark: _Ref326921319][bookmark: _Toc1400935]Figure 216: TSD - Submission of the results to a movement verification request
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[bookmark: _Ref326921322][bookmark: _Toc1400936]Figure 217: CLD - Submission of the results to a movement verification request



[bookmark: _Ref326825148][bookmark: _Toc1400528]IV.IV.5 State-Transition Diagrams for Movement verification for duty-paid movements scenarios

[bookmark: _Toc1400529]IV.IV.5.1 Requesting MSA

The following State Transition Diagram in Figure 218 depicts the State Machine at the Requesting MSA. All the transitions are described in detail in Sub-Section IV.IV.
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[bookmark: _Ref460502584][bookmark: _Toc1400937]Figure 218: STD at Requesting MSA for Movement verification for duty paid B2C or undocumented movements scenarios
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The following State Transition Diagram in

Figure 219 depicts the State Machine at the Requested MSA. All the transitions are described in detail in Sub-Section IV.IV.
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[bookmark: _Toc1400938]Figure 219: STD at Requested MSA for Movement verification for duty paid B2C or undocumented movements scenarios



[bookmark: _Toc460500495][bookmark: _Toc460500715][bookmark: _Toc460501712][bookmark: _Toc460501931][bookmark: _Toc460504063][bookmark: _Toc460504396][bookmark: _Toc460514167][bookmark: _Toc460524080][bookmark: _Toc1400531]IV.IV.6 Functional Timers

		TIM_MVS



		Started:

		UC-315-110 – Prepare request message

When the application of the Requesting MSA sends a movement verification request (IE722:C_MVS_SUB), it starts the TIM_MVS timer to expire at the expected deadline for receiving back the results.



		Stopped:

		UC-315-130 - Receive results message

When the application of the Requesting MSA receives the movement verification results (IE725:C_MVS_RES) it stops the timer TIM_MVS.



		Reset:

		UC-315-130 Receive results message

When the application of the Requesting MSA receives the movement verification results (IE725:C_MVS_RES) and the TIM_MVS timer has already expired, it resets the flag.



		Update:

		UC-315-120 - Receive answer message

When the application of the Requesting MSA receives a movement verification answer (IE723:C_MVS_ANS) it updates the TIM_MVS timer to expire at the new deadline provided in the deadline report.





[bookmark: _Toc1401014]Table 31: TIM_MVS functional timer

[bookmark: _Toc1400532]IV.IV.7 Submission of an answer for refusal of a movement verification request

The scenario describes the case that the Requested MSA sends an answer for refusing a movement verification request. It is assumed that the messages exchanged by the applications are triggered after human intervention, which is not included. The scenario requires that the concerned request is at the “Open” state.

		Section

		Scenario

		Ending State



		IV.IV.1

		Submission of a movement verification request

		Open





[bookmark: _Toc1401015]Table 32 Scenarios that must have been previously completed in order to submit an answer for refusing a movement verification request

The ELO of the Requested MSA examines the contents of the request and before the expiration of the deadline decides to refuse the movement verification request for a given reason. The Requested MSA application sends an answer message (IE723: C_MVS_ANS) with a specific Refusal Reason Code. The state of the request at the Requested MSA is set from “Open” to “Closed”.

The Requesting MSA application validates the received message structure, while updating the state of the request at the Requesting MSA from “Open” to “Closed”. The Requesting MSA stops the TIM_MVS timer.

The scenario for submission of an answer for refusing a request for assistance is depicted in Figure 220 and Figure 221:

1: Send Msg(IE723 : C_MVS_ANS, Refusal Reason Code : Present)

 : Requesting MSA application

 : Requesting MSA application

 : Requested MSA application

 : Requested MSA application

2: Validate Msg Structure( )

3: Stop Timer(timer : TIM_MVS)





[bookmark: _Ref460503180][bookmark: _Toc1400939]Figure 220: TSD - Submission of an answer for refusal of a movement verification request



 : Requesting MSA application

 : Requested MSA application

2: Validate Msg Structure( )

3: Stop Timer(timer : TIM_MVS)

1: Send Msg(IE723 : C_MVS_ANS, Refusal Reason 

Code : Present)



[bookmark: _Ref460503262][bookmark: _Toc1400940]Figure 221: CLD - Submission of an answer for refusal of a movement verification request



[bookmark: _Toc1400533]IV.IV.8 Submission of feedback 

The scenario describes the case that the Requesting MSA sends the feedback on the follow-up action taken, on the basis of the results received from the requested ELO. It is assumed that the messages exchanged by the applications are triggered after human intervention, which is not included. The scenario requires the concerned request to be in the “Answered and Feedback Expected” state.

		Section

		Scenario

		Ending State



		IV.IV.4

		Submission of the results to a movement verification request

		Answered and Feedback Expected





[bookmark: _Toc1401016]Table 33 Scenarios that must have been previously completed in order to submit feedback

The ELO of the Requesting MSA provides feedback on the follow-up action taken, on the basis of the results received from the requested ELO. This feedback is then sent (IE725:C_MVS_RES) by the Requesting MSA application to the Requested MSA application including only relevant information. Finally, the Requested MSA application sets the state of the request from “Answered and Feedback Expected” to “Closed”.

The Requested MSA validates the received administrative cooperation results (IE725: C_MVS_RES) structure and changes the request state from “Answered and Feedback Expected” to “Closed”.

The scenario for the submission of feedback is depicted in Figure 222 and Figure 223.

 : Requested MSA application

 : Requesting MSA application

2: Validate Msg Structure( )

1: Send Msg(IE725:C_MVS_RES, Feedback provided)



[bookmark: _Ref460524216][bookmark: _Toc1400941]Figure 222: TSD – Submission of feedback

 : Requested MSA application

 : Requesting MSA application

2: Validate Msg Structure( )

1: Send Msg(IE725:C_MVS_RES, Feedback provided)



[bookmark: _Ref460524223][bookmark: _Toc1400942]Figure 223: CLD – Submission of feedback



[bookmark: _Toc1400534]IV.IV.9 Spontaneous information

The spontaneous information use case describes the exchange protocol between two MSAs, the issuing and the addressed, for one-way information purposes only. 

Submission of an movement verification results message is mandatory and shall be sent to the addressed Member States within seven days of the control, where one of the cases referred to in points (a) to (d) of Article 15(1) of Regulation (EU) No 389/2012 is detected, as a result of a documentary or physical control of goods, at the premises of a registered consignee, of a temporary registered consignee or of an authorised warehouse keeper. 

No further actions are expected by the addressed MSA in terms of information exchange messages (excluding rejection messages in case of functional errors). It shall be noted that the issuing MSA may not request feedback from the addressed MSA on the follow up actions taken based on the input provided. The scenario does not describe how the Issuing MSA application is triggered in sending the message and it is assumed for a mechanism to exist (possibly a user interface).

The Issuing MSA application sends to the Addressed MSA application a movement verification results (IE725: C_MVS_RES) message, concerning a duty paid B2B movement or a duty paid B2C movements or an undocumented movement (i.e. movement using a non-European Union standard document). The Addressed MSA application validates the received message structure. In this case, since the feedback mechanism is not applicable for spontaneous information cases, only the relevant details (Data Groups/Items) shall be present. The scenario for submitting a movement verification results message is depicted in Figure 224 and Figure 225 :

[bookmark: _Ref460861693][bookmark: _Ref460861687][bookmark: _Toc1400943]Figure 224: TSD - Spontaneous information

 : Issuing MSA application

 : Issuing MSA application

 : Addressed MSA application

 : Addressed MSA application

1: Send Msg(IE725 : C_MVS_RES)

2: Validate Msg Structure( )







[bookmark: _Ref460861715][bookmark: _Toc1400944]Figure 225: CLD - Spontaneous information

 : Issuing MSA application

 : Addressed MSA application

2: Validate Msg Structure( )

1: Send Msg(IE725 : C_MVS_RES)
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[bookmark: _Ref198630712][bookmark: _Toc1400340][bookmark: _Ref198389504][bookmark: _Toc1400342]Section ‘V Central Services’ will be updated in order to be cater for the computerization of Duty Paid B2B business domain. The actual updates are listed below (highlighted in bold/italics):



· ‘Sub-section V.1 SEED’ will be updated as shown below:

The System for Exchange of Excise Data (SEED) is located in the Common Domain. It provides management and dissemination services regarding information on the Economic Operators register and the Reference Data register.

SEED has a two-fold role:

to comply with Article 22 of Council Regulation (EC) No 2073/2004 of 16th November 2004 on administrative cooperation in the field of excise duties;

to provide each MSA with an up-to-date copy of the characteristics of all authorised Economic Operators, so that the validation of an e-AD/e-SAD (or of any other data set submitted in the course of EMCS movements) may be completed in a Member State, without having to cross-consult information from MSA to MSA; and

to provide each MSA with an up-to-date copy of the EMCS Reference Data maintained by the Commission.

This is a vital part of the EMCS Central Services and an important dependency for the EMCS core Business Processes.



· ‘Sub-section V.1.3.1.1 The role of SEED data’ will be updated as shown below:



SEED information includes all items that are described in Article 22 of Council Regulation (EC) No 2073/2004, namely:

authorised warehouse keepers (as defined in Directive 2020/262);

registered Consignors (as defined in Directive 2020/262);

registered Consignees (as defined in Directive 2020/262);

Certified Consignors (as defined in Directive 2020/262);

Certified Consignees (as defined in Directive 2020/262);

Temporary authorisations (as defined in Directive 2020/262);

other registered operators that a MSA may allow to provide a movement guarantee in place of the Consignor; they may be considered as "persons who have assumed the obligations within the meaning of Article 18(1) of Directive 2008/118/EC".

It should be stressed that the register of the SEED information will have the following content:

the identification number issued by the competent authority regarding the person or premises (also known as the "Excise number");

the name and address of the person or premises;

the category of excise products which may be held or received by the person or which may be held or received at these premises;

identification of the central liaison office or the excise office from which further information may be obtained;

the date of issue, amendment and where applicable, the date of cessation of validity of the authorisation.

In addition to the above-mentioned information, which is part of the SEED register, it should be mentioned that other relevant information such as specific authorisations (i.e. the allowance to practise direct delivery or to send energy products without identified destination under Article 22 of Directive 2008/118/EC) is contained in the register as well. Moreover, the register of SEED information allows the association of different authorisations of the same economic operator, with the use of the Global Excise Trader Identifier, which is stored in the register of SEED.

 

[bookmark: _GoBack]Last but not least, temporary authorisations granted by a MSA of Destination to a non-registered Consignee (as defined in Directive 2008/118/EC) are also part of the SEED information. A temporary authorisation can cover one or several movements. In both cases, a temporary authorisation can only concern one Consignor and one Consignee for a given period of validity and a certain quantity of goods (expressed in the unit associated with the product code).

It should be mentioned that the main purpose of the usage of the SEED information is the formal validation of the e-AD and of all related submissions.
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		DDNEA Appendix D / Introduction

		[bookmark: _GoBack][5]	Applicable EMCS Business and Technical Codelists. The codes of the Technical Codelists are incorporated in the DDNEA for EMCS Phase 3 Appendix B and the codes of the Business Codelists are incorporated in the FESS for EMCS Appendix B. 



		Applicable EMCS Business and Technical Codelists. The codes of the Technical Codelists are incorporated in the DDNEA for EMCS Phase 3 Appendix B and the codes of the Business Codelists are in the Excise BPMs. 



		DDNEA Appendix D / Rules

		R030: The format of <ARC> is defined in "FESS Appendix B"

		R030: The format of <ARC> is defined as per the below structure:

 

Field / Content / Field type / Examples

1 / Year / Numeric 2 / "05"

2 / Identifier of the MS where the e-AD was initially submitted / Alphabetic 2 / "ES"

3 / Nationally assigned, unique code / Alphanumeric 15 (digits and capital letters) / "7R19YTE17UIC8J4"

4 / Type of Movement / Alphanumeric 1 / "P"    

5 / Check Digit / Numeric 1 / "9"

 

Field 1 is last two digits of year of formal acceptance of movement.

Field 2 is taken from the list of <MEMBER STATES> .

Field 3 must be filled with a unique identifier per EMCS movement. The way this field is used is under MSAs’ responsibility, but each EMCS movement must have a unique number.

Field 4 gives an identifier for the type of the movement. If <Submission Message Type> is ‘3’, then value ‘P’ must be used.

Field 5 gives the Check Digit for the whole ARC (see section ‘Design Principles’ of the DDNEA main document), that will help detect an error when keying the ARC.



		DDNEA Appendix D / Rules

		R032: The format of <Office Reference Number> is defined in "FESS Appendix B".

		The format of <Office Reference Number> is defined as per below:



Field / Content / Field type / Examples

1 / Identifier of the MS to which the Office belongs / Alphabetic 2 / "IT"

2 / National number of the Customs Office/ Alphanumeric 6 (digits and capital letters) / "0830AB "



Field 1 is taken from the list of <COUNTRY CODES>  of the Member States.

Field 2 has to be freely filled with a 6 character alphanumeric code. The 6 characters allow MSAs, where necessary, to define a hierarchy of customs offices (COL).



		DDNEA Appendix D / Rules

		R045 … When the value of the “TRADER CONSIGNEE.Trader Identification” and “TRADER Place of Delivery.Trader Identification” is any of the following: “Excise Number” or “Tax Warehouse Reference” or “Temporary Authorisation Reference”, then the structure of the value should comply with the structure of the “Trader Excise Number/Tax Warehouse Reference” as defined in Section 3.2 in FESS Appendix B.

		R045 … When the value of the “TRADER CONSIGNEE. Trader Identification” and “TRADER Place of Delivery. Trader Identification” is any of the following: “Excise Number” or “Tax Warehouse Reference” or “Temporary Authorization Reference”, then the structure of the value should comply with the structure of the “Trader Excise Number/Tax Warehouse Reference”'.



		DDNEA Appendix D / Rules

		R070: The format of <Trader Excise Number> or <Tax Warehouse Reference> is defined in "FESS Appendix B".

		R070: The <Trader Excise Number> must be unique in the list of <TRADER AUTHORISATION>. 

The <Tax Warehouse Reference> must be unique in the list of <TAX WAREHOUSE>". 

 

The format of <Trader Excise Number> or <Tax Warehouse Reference> is defined as per the below structure:

 

Field / Content / Field type / Examples

1 / Identifier of the MS where the economic operator or tax warehouse is registered / Alphabetic 2 / "PL"

2 / Nationally assigned, unique code / Alphanumeric 11 / "2005764CL78"

 

Field 1 is taken from the list of <MEMBER STATES>.

Field 2 must be filled with a unique identifier for the Excise registered operator (authorized warehouse keeper, registered consignee, registered consignor, certified consignor, and certified consignee) or for the tax warehouse. The way this value is assigned falls under the MSAs’ responsibility, but each Excise registered operator (authorized warehouse keeper, registered consignee, registered consignor, certified consignor and certified consignee) and each tax warehouse must have a unique number.



		DDNEA Appendix D / Rules

		R071: The format of <Event Report Number> is defined in "FESS Appendix B"

		R071: The format of <Event Report Reference> is defined as per the below structure:

 

Field / Content / Field type / Examples

1 / Identifier of the MS where the report is validated / Alphabetic 2 / "ES"

2 / Nationally assigned, unique code / Alphanumeric 13 (digits and capital letters) / "2005YTE17UIC2"

3 / Check Digit / Numeric 1 / "9"

 

Field 1 is taken from the list of <MEMBER STATES>

Field 2 must be filled with a unique identifier per report. The way this field is used is under MSAs’ responsibility, but each report must have a unique number. It is possible, but not mandatory, that it contains the year when the report was initially submitted (as suggested in the example).

Field 3 gives the Check Digit for the whole identifier, that will help detect an error when keying this identifier.



		DDNEA Appendix D / Rules

		R083: The format of <Follow Up Correlation ID> is defined in "FESS Appendix B"

		The format of <Follow Up Correlation ID> is defined as per the below structure:



Field / Content / Field type / Examples

1 / Year / Numeric 2 / "05"

2 / Identifier of the MS where the message was initially submitted / Alphabetic 2 / “ES”

3 / Free nationally assigned, code / Alphanumeric 21 / ARC

4 / Complement / Alphanumeric 3 / "123"

 

Field 1 is last two digits of year.

Field 2 is taken from the list of <MEMBER STATES> 

Field 3 must be filled with a nationally assigned identifier. In certain case, for the Follow Up Correlation ID it can be an ARC.

Field 4 gives a complement to field 3 to make together a unique identifier (for example, in the case of Follow Up Correlation ID where several follow-up messages deals with the same ARC.)



		DDNEA Appendix D / Rules

		R109: The format of <Control Report Reference> is defined in "FESS Appendix B"

		R109: The format of <Control Report Reference> is defined as per the below structure:

 

Field / Content / Field type / Examples

1 / Identifier of the MS where the report is validated / Alphabetic 2 / "ES"

2 / Nationally assigned, unique code / Alphanumeric 13 (digits and capital letters) / "2005YTE17UIC2"

3 / Check Digit / Numeric 1 / "9"

 

Field 1 is taken from the list of <MEMBER STATES>

Field 2 must be filled with a unique identifier per report. The way this field is used is under MSAs’ responsibility, but each report must have a unique number. It is possible, but not mandatory, that it contains the year when the report was initially submitted (as suggested in the example).

Field 3 gives the Check Digit for the whole identifier, that will help detect an error when keying this identifier (see section ‘Design Principles’ of the DDNEA main document).



		DDNEA Appendix B / Introduction

		The Business Codes (those identified in the FESS) for which the definitive values are those loaded into the SEED are available for download to NAs. Therefore, the codes of the Business Codelists are not presented and only the list of Business Codelists is presented in the Section "List of Available Business Codelists" table. The codes of the Business Codelists are presented and maintained in the FESS Appendix B.

		The Business Codes for which the definitive values are those loaded into the SEED are available for download to NAs. Therefore, the codes of the Business Codelists are not presented and only the list of Business Codelists is presented in the Section "List of Available Business Codelists" table. The codes of the Business Codelists are presented and maintained in the Excise BPMs’.



		DDNEA Appendix B / Code List Mapping

		[image: ]

		Removal of the entire section.



		DDNEA Appendix B / TC49 Functional Error Codes

				Code

		Description

		Remarks



		93

		Invalid ARC

		The structure of the ARC does not conform to specifications given in FESS [A1] Appendix B.







				Code

		Description

		Remarks



		93

		Invalid ARC

		The structure of the ARC does not conform to specifications given in rule R030









		DDNEA Appendix B / TC49 Functional Error Codes

				Code

		Description

		Remarks



		94

		Invalid Follow Up Correlation ID/ MV Correlation ID

		The structure of the Follow Up Correlation ID or MV Correlation ID does not conform to specifications given in FESS [A1] Appendix B.







				Code

		Description

		Remarks



		94

		Invalid Follow Up Correlation ID/ MV Correlation ID

		The structure of the Follow Up Correlation ID or MV Correlation ID does not conform to specifications given in Rule R083









		DDNEA Appendix J / Introduction

		This appendix contains the catalogue of the Business Rules (BRs) which were identified in the Elementary Business Processes of FESS Section II: CORE BUSINESS.

		This appendix contains the catalogue of the Business Rules (BRs) 



		DDNEA Main Document / Executive Summary



		This DDNEA mainly defines aspects for the Application Level and Infrastructure Level of EMCS Common Domain Architecture [A11]. In particular, the DDNEA provides all the required information in order for the NEAs to implement those architectural levels of the EMCS Common Domain Architecture. The Business Level is defined from FESS [A1] since it describes the expected “Services” for EMCS. However, the DDNEA considers this level and the FESS [A1] in order to define aspects of the Application Level since the Application Flow Control is defined based on the “Services” that are expected from EMCS for the Phase 3.

		The reference will remain as is.



		

		Finally, the DDNEA specifies how the EMCS Common Domain Service Bus Interface defined in TESS [A11] can be implemented in order to achieve the Business Process Choreography and the Application Flow Control. Although, the Business Process Orchestration is mainly described in FESS [A1] through the Business Flow Diagrams and STDs, the DDNEA also includes some information for that concept of EMCS Common Domain Service Bus Interface. The concepts Business Process Orchestration, Business Process Choreography and the Application Flow Control are defined in TESS [A11].

		The reference will remain as is.



		

		Audience is assumed to have a good understanding of the IT concepts and terminology used in this document. Also, it is assumed that audience is familiar with FESS [A1], the “Scope Document for EMCS” [A2], the TESS [A11] and the SESS [A10].

		The reference will remain as is.



		DDNEA Main Document / Section VII – Technical Message Structure

		SECTION VII - TECHNICAL MESSAGE STRUCTURE defines the detailed technical structure of the Information Exchanges of EMCS. For technical reasons, the technical message format is sometimes different from the logical format defined in FESS [A1]. This section is further subdivided as follows:

		The reference will remain as is.



		DDNEA Main Document / Chapter VII.I.5

		Chapter VII.I.5 discusses the issue of consistency. It defines with which Excise documents this DDNEA needs to be consistent (such as “FESS” [A1]) and it explains how this consistency has been achieved during the TMS definition.

		The reference will remain as is.



		DDNEA Main Document / Appendices

		Appendix J contains the catalogue of the Business Rules (BRs) which were identified in the Elementary Business Processes of FESS Section II: CORE BUSINESS.

		Appendix J contains the catalogue of the Business Rules (BRs) 



		DDNEA Main Document / State Transition Diagrams

		In EMCS, the set of names of the states in the State Transition Diagrams is a subset of those contained in FESS [A1]. A number of additional technical states have also been defined in this document. The STD for Core Business can be found in Sub-Section III.III and for Follow-up and collaboration in IV.III.1.6.

		The reference will remain as is.



		DDNEA Main Document / Core Business

		The following section contains a detailed specification of the message exchange protocols to be foreseen for the EMCS Core Business area in EMCS Phase 3. These exchange protocols shall define the valid sequence of the message exchanges between the NEAs based on the Business Processes as these are defined in FESS [A1].

		The reference will remain as is.



		DDNEA Main Document / Central Circuit Scenarios

		This section aims to specify the most important message exchange protocols for EMCS Phase 3. The identification of the following scenarios has been based on the “Central Circuit” use cases of FESS [A1], which are in the scope of EMCS Phase 3 according to SD [A2].

		The reference will remain as is.



		DDNEA Main Document / Origin is Tax Warehouse and the destination is known

		The MSA dispatch application upon receiving the draft e-AD performs the relevant validations, which pass successfully (the exceptional cases of the message validations in this scenario are described in Sub-Section III.VI). The MSA dispatch application assigns an ARC to the e-AD (the structure of ARC and the Check Digit algorithm are defined in FESS Appendix B [A1])

		The MSA dispatch application upon receiving the draft e-AD performs the relevant validations, which pass successfully (the exceptional cases of the message validations in this scenario are described in Sub-Section III.VI). The MSA dispatch application assigns an ARC to the e-AD (the structure of ARC is defined in rule ‘R030’).





		DDNEA Main Document / Origin is Tax Warehouse and the destination is unknown

		The MSA dispatch application upon receiving the draft e-AD performs the relevant validations, which pass successfully (the exceptional cases of the message validations in this scenario are described in Sub-Section III.VI). The MSA dispatch application assigns an ARC to the e-AD (the structure of ARC and the Check Digit algorithm are defined in FESS Appendix B [A1]) and creates a validated e-AD (IE801: C_EAD_VAL) with sequence number “1” that disseminates to the Consignor.

		The MSA dispatch application upon receiving the draft e-AD performs the relevant validations, which pass successfully (the exceptional cases of the message validations in this scenario are described in Sub-Section III.VI). The MSA dispatch application assigns an ARC to the e-AD (the structure of ARC is defined in rule ‘R030’ and the Check Digit algorithm in section ‘Design Principles’ of the DDNEA main document) and creates a validated e-AD (IE801: C_EAD_VAL) with sequence number “1” that disseminates to the Consignor. 



		DDNEA Main Document / Origin is import and the destination is known

		The MSA dispatch application assigns an ARC to the e-AD (the structure of ARC and the Check Digit algorithm are defined in FESS Appendix B [A1]) and creates a validated e-AD (IE801: C_EAD_VAL) with sequence number “1” that disseminates to the MSA destination application and to the Consignor. 

		The MSA dispatch application assigns an ARC to the e-AD (the structure of ARC is defined in rule ‘R030’ and the Check Digit algorithm in section ‘Design Principles’ of the DDNEA main document) and creates a validated e-AD (IE801: C_EAD_VAL) with sequence number “1” that disseminates to the MSA destination application and to the Consignor. 



		DDNEA Main Document / Origin is import and the destination is unknown

		The MSA dispatch application assigns an ARC to the e-AD (the structure of ARC and the Check Digit algorithm are defined in FESS Appendix B [A1]) and creates a validated e-AD (IE801: C_EAD_VAL) with sequence number “1” that disseminates to the Consignor. 

		The MSA dispatch application assigns an ARC to the e-AD (the structure of ARC is defined in rule ‘R030’ and the Check Digit algorithm in section ‘Design Principles’ of the DDNEA main document) and creates a validated e-AD (IE801: C_EAD_VAL) with sequence number “1” that disseminates to the Consignor. 



		DDNEA Main Document / Export Scenarios

		This section aims to specify all possible message exchange protocols involved in the Export cases. The identification of these scenarios has been based on the “exportation of goods” use cases in FESS [A1], which define the exportation of excise goods moving under duty suspension arrangements outside the European Community by triggering:



		The reference will remain as is.



		DDNEA Main Document / Local Clearance at Export

		In the case of “Local Clearance at Export”, the Consignor submits both the e-AD and the export declaration at his own premises. Hence, the Member State of export is always the Member State of dispatch. It shall be noted that:

•	The actor MSA dispatch application in the Sequence Diagrams is the MSA dispatch/export application appearing in FESS [A1]. In this case there is no Consignee and the destination fields in the e-AD are not applicable.

		The reference will remain as is.



		DDNEA Main Document / Export Operation at Office of Export when MSA of Dispatch is MSA of export as well (UC2.43) 

		In the scenarios described in this section, the Consignor submits only the e-AD, whereas the export declaration is submitted by the consignee at the office of export. In addition, the Member State of export is always the Member State of dispatch.

It shall be noted that:

•	The actor MSA dispatch application in the Sequence Diagrams is the MSA dispatch/export application appearing in FESS [A1]. In this case the consignor and the consignee are in the premises of the same MS and the consignee will be read as forwarding agent.

		The reference will remain as is.



		DDNEA Main Document / Export Operation at Office of Export when MSA of Dispatch is different from MSA of export (UC2.43) 

		Just like in Section III.II.2 Export Operation at Office of Export when MSA of Dispatch is MSA of export as well (UC2.43), in the scenarios described in this section, the Consignor submits only the e-AD, whereas the export declaration is submitted by the consignee at the office of export. The only difference is that the Member State of export is different than Member State of dispatch.

It shall be noted that:

•	The actor MSA destination application in the Sequence Diagrams is the MSA export application appearing in FESS [A1].

		The reference will remain as is.



		DDNEA Main Document / Submission of an event report (UC3.24)

		The MSA of event in FESS [A1] is defined as the MSA where the event occurred, which also includes the MSA of Dispatch and the MSA of Destination. In the following scenarios, , when the event report concerns a duty suspension movement, the MSA of event role is simplified

The MSA where the actual event took place (MSA of event) should assign a unique reference (the structure of event report reference and the Check Digit algorithm are defined in FESS Appendix B [A1]) to the event report (in case of initial submission).

		The MSA of event in FESS [A1] is defined as the MSA where the event occurred, which also includes the MSA of Dispatch and the MSA of Destination. In the following scenarios, , when the event report concerns a duty suspension movement, the MSA of event role is simplified

The MSA where the actual event took place (MSA of event) should assign a unique reference (the structure of event report reference is defined in rule ‘R109’ and the Check Digit algorithm in section ‘Design Principles’ of the DDNEA main document) to the event report (in case of initial submission). 



		DDNEA Main Document / Submission of an event report (UC3.03)

		The MSA where the actual control took place should assign a unique reference (the structure of control report reference and the Check Digit algorithm are defined in FESS Appendix B [A1]) to the control report (in case of first submission) or should update the existing control report (in case of complementary submission). 

		The MSA where the actual control took place should assign a unique reference (the structure of event report reference is defined in rule ‘R109’ and the Check Digit algorithm in section ‘Design Principles’ of the DDNEA main document) to the control report (in case of first submission) or should update the existing control report (in case of complementary submission). 



		DDNEA Main Document / Control report submitted by the MSA of Dispatch

		If the MSA dispatch application has not received another control report prior to this reception, it assigns a unique reference number to the control report reference (the structure of control report reference and the Check Digit algorithm are defined in FESS Appendix B [A1]),

		If the MSA dispatch application has not received another control report prior to this reception, it assigns a unique reference number to the control report (the structure of event report reference is defined in rule ‘R109’ and the Check Digit algorithm in section ‘Design Principles’ of the DDNEA main document).



		DDNEA Main Document / Control report submitted by the MSA of Destination

		The MSA destination application performs the relevant validations to the received control report (IE717: C_CCR_DAT), which pass successfully. If the MSA destination application has not received another control report prior to this reception, it assigns a unique reference number to the control report reference (the structure of control report reference and the Check Digit algorithm are defined in FESS Appendix B [A1]), otherwise it complements the existing report.

		The MSA destination application performs the relevant validations to the received control report (IE717: C_CCR_DAT), which pass successfully. If the MSA destination application has not received another control report prior to this reception, it assigns a unique reference number to the control report reference ((he structure of event report reference is defined in rule ‘R109’ and the Check Digit algorithm in section ‘Design Principles’ of the DDNEA main document) otherwise it complements the existing report.



		DDNEA Main Document / Control report submitted by a third MSA that is neither the MSA of Dispatch nor the MSA of Destination

		The third MSA application performs the relevant validations to the received control report (IE717: C_CCR_DAT), which pass successfully. If the third MSA application has not received another control report prior to this reception, it assigns a unique reference number to the control report reference (the structure of control report reference and the Check Digit algorithm are defined in FESS Appendix B [A1]), otherwise it complements the existing report

		The third MSA application performs the relevant validations to the received control report (IE717: C_CCR_DAT), which pass successfully. If the third MSA application has not received another control report prior to this reception, it assigns a unique reference number to the control report reference (the structure of event report reference is defined in rule ‘R109’ and the Check Digit algorithm in section ‘Design Principles’ of the DDNEA main document), otherwise it complements the existing report.



		DDNEA Main Document / Control report submitted for a duty paid B2B movement or a duty paid B2C movement or any undocumented movement

		The MSA of control performs the relevant validations to the received control report (IE717: C_CCR_DAT), which pass successfully. If the MSA of control has not received another control report prior to this reception, it assigns a unique reference number to the control report reference (the structure of control report reference and the Check Digit algorithm are defined in FESS Appendix B [A1]), otherwise, it complements the existing report.

		The MSA of control performs the relevant validations to the received control report (IE717: C_CCR_DAT), which pass successfully. If the MSA of control has not received another control report prior to this reception, it assigns a unique reference number to the control report reference (the structure of event report reference is defined in rule ‘R109’ and the Check Digit algorithm in section ‘Design Principles’ of the DDNEA main document) otherwise it complements the existing report.



		DDNEA Main Document / Interruption of a movement (UC3.05)

		The MSA of interruption in FESS [A1] is defined as the MSA where the interruption occurred, which also includes the MSA of Dispatch and the MSA of Destination. In the following scenarios, however, the MSA of interruption role is simplified and decomposed, hence wherever the MSA notifying the interruption is a third MSA (i.e. neither the MSA of Dispatch nor the MSA of Destination) the role third MSA will be utilised.

		The reference will remain as is.



		DDNEA Main Document / Manage unavailability (UC0.07)

		Use case UC0.07 of FESS [A1] defines the message-based registration of unavailability decomposed into two scenarios:



		The reference will remain as is.



		DDNEA Main Document / Message-Based Registration of Unavailability

		•	All Functionality (i.e. all FESS business process);

•	EMCS - Central Circuit – External Domain Functionality (i.e., all business processes of UC2.01, UC2.05, UC2.06, UC2.07, UC2.10, UC2.12. UC2.33, UC2.34, UC2.36, UC2.43, UC2.44 and UC2.46 of Section II of FESS);

•	EMCS  - Central Circuit – Common Domain Functionality (i.e. all business processes of Section II of FESS);

•	EMCS - Follow-up and Collaboration Functionality (i.e. all business process of Section IV of FESS);

		All Functionality (i.e. all business processes described in the Excise BPMs);

•	EMCS - Central Circuit -External Domain Functionality (i.e., all business processes of L4-CORE-01-01, L4-CORE-01-12, L4-CORE-01-02, L4-CORE-01-08, L4-CORE-01-10, L4-CORE-01-09. L4-CORE-01-07, L4-CORE-01-25, L4-CORE-01-18,of the Excise BPMs);

•	EMCS  - Central Circuit – Common Domain Functionality (i.e. all excise business processes described in the Excise BPMs);

•	EMCS - Follow-up and Collaboration Functionality (i.e. all business process of L4 Administrative Cooperation BPMs



		DDNEA Main Document / Data Items

		In some cases, there may be some deviations between names at the corresponding FESS [A1], and DDNEA level. The reasons for this are discussed later in this document.

		The reference will remain as is.



		DDNEA Main Document / Codelists

		The MSAs can then download the new Codelists from this reference site. The values of the business Codelists can be found in the FESS [A1] Appendix B.

		The MSAs can then download the new Codelists from this reference site. The values of the business Codelists can be found in the Excise BPMs.



		DDNEA Main Document / Technical message structure

		The rules and conditions of FESS, Appendix D [A1] have been copied and marked as RXXX and CYYY. However, those Rules that include constant values or refer to the business entities (FESS, Appendix B: List of codes) have been replaced by technical and business Codelists in DDNEA, Appendix A. 

		The rules and conditions of FESS have been copied and marked as RXXX and CYYY. However, those Rules that include constant values or refer to the business entities have been replaced by technical and business Codelists in DDNEA, Appendix A. 





		DDNEA Main Document / DDNEA consistency

		The Information Exchanges are aligned with the FESS (Appendix D).

As a general overview, the major changes between DDNEA TMS and FESS FMS are:

Changes in the naming conventions, some names have been changed between DDNEA and FESS [A1];

Expansion of Information Exchanges inside other Information Exchanges: FESS [A1] presents some messages inside messages. In DDNEA, the content of the sub-messages has been put in the master-message;

		The Information Exchanges are aligned with FESS.

As a general overview, the major changes between DDNEA TMS and FESS FMS are:

Changes in the naming conventions, some names have been changed between DDNEA and FESS [A1];

Expansion of Information Exchanges inside other Information Exchanges: FESS [A1] presents some messages inside messages. In DDNEA, the content of the sub-messages has been put in the master-message;



		DDNEA Main Document/exception handling

		Exceptions may occur in any message exchange between EMCS applications. In order to support the business processes defined in FESS [A1], the DDNEA defines how EMCS applications should handle exceptions occurring at the following message exchanges:



		The reference will remain as is.



		DDNEA Main Document / semantic layer

		The “Validate Msg Content ()” operation is considered to return successfully, meaning that the message complies with all rules, conditions, and functional requirements of the FESS [A1]. Again, this is subject to particular requirements at national level.



		The reference will remain as is.



		DDNEA Main Document / Coordination protocol validations











				Code

		Description

		Remarks



		93

		Invalid ARC

		The structure of the ARC does not conform to specifications given in FESS [A1] Appendix B.







Code 93 (Invalid ARC) should be used for refusing received messages containing invalid values of the “Administrative Reference Code” Data Item. The fields that constitute the “Administrative Reference Code” Data Item should comply to the definition provided in Appendix B of FESS [A1]. 

Code 94 (Invalid Follow Up Correlation ID / MV Correlation ID) should be used for refusing received messages containing invalid values of the “Follow Up Correlation ID” or the “MV Correlation ID” Data Item. The fields that constitute the “Follow Up Correlation ID” or the “MV Correlation ID” Data Item should comply to the definition provided in Appendix B of FESS [A1].

				Remarks



		The structure of the ARC does not conform to the specifications given in rule ‘R030’.







Code 93 (Invalid ARC) should be used for refusing received messages containing invalid values of the “Administrative Reference Code” Data Item. The fields that constitute the “Administrative Reference Code” Data Item should comply to the definition provided in rule ‘R030’.



Code 94 (Invalid Follow Up Correlation ID / MV Correlation ID) should be used for refusing received messages containing invalid values of the “Follow Up Correlation ID” or the “MV Correlation ID” Data Item. The fields that constitute the “Follow Up Correlation ID” or the “MV Correlation ID” Data Item should comply to the definition provided in rules ‘R083’ & ‘R217’ respectively.



		DDNEA Main Document / Availability and Performance Constraints

		The time constraints applied to Information Exchanges crossing the Common Domain (communication between two NEAs or between a NEA and Central EMCS Reference Site) must permit meeting the performance constraints defined in Appendix A of FESS [A1].



		The reference will remain as is.



		DDNEA Main Document / General

		All references to FESS Use Cases (i.e. UCxxx)

		To be renamed to the respective BPMs ID (e.g. L4-ACO-01-02) 
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[bookmark: _GoBack]X.I.3.3 Queue usage Overview

The following chapters provide an overview of the usage of the queues in the different environments by the EMCS.



X.I.3.3.1 Operational Environment

The following diagrams graphically depict the normal operations of a NEA that interacts with another NEA, with SEED, or with CS/MISE.

The same sets of operations are foreseen for NEAs.

 [image: ]

[bookmark: _Toc1400968]Figure 249: Normal Operations with a NEA

 [image: ]

[bookmark: _Toc1400969]Figure 250: Normal Operations with SEED

[bookmark: _Toc178390900][bookmark: _Toc191308489] [image: ]

[bookmark: _Toc1400970]Figure 251: Normal Operations with CS/MISE



X.I.3.3.2 Common Domain Testing Environment

The following diagrams graphically depict the operations for Conformance Testing of a NEA.

The same sets of operations are foreseen for NEAs.

 [image: ]

[bookmark: _Toc1400971]Figure 252: International Testing with another NEA



[bookmark: _Toc1400973][image: ] 

Figure 253: Conformance Testing with CTA
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[bookmark: _Toc173906236][bookmark: _Toc191308357][bookmark: _Toc1400470]III.VI.2.3.4 e-AD Manual Closure and the e-AD is under the ‘Accepted’ state at the MSA of Destination

According to the following scenario, the movement has been manually closed at the MSA of Dispatch (e-AD state at the MSA of Dispatch = “e-AD Manually Closed”). However, the Manual Closure Response (IE881: C_MNC_RES) has not been properly received by the MSA of Destination and the e-AD is still in the “Accepted” state (please, also refer to Section IV.I.4).

[bookmark: _GoBack]The Status Request (IE904: C_STD_REQ) message is triggered manually by the Official at the MSA of Destination. The MSA Official shall provide the ARC of the specific movement accompanied by the last known sequence number for the specific ARC. In addition, the MSA Official shall indicate that he/she is also wishing to synchronise the movement state in case a state de-synchronisation is detected.

The MSA destination application shall include in the generated Status Request (IE904: C_STD_REQ) message the last known sequence number for the specific ARC, the state of the movement (“Accepted”) and the last business (event) message received from the MSA dispatch application (IE801: C_EAD_VAL). In addition, the MSA destination application has to declare in the sending IE904: C_STD_REQ that it requests a Status Synchronisation Request.

Upon receipt of the Status Request (IE904: C_STD_REQ) message, the MSA dispatch application examines its content.

The MSA dispatch application identifies that:

The MSA destination application is still in the “Accepted” state, while a manual closure notification message (IE881: C_MNC_RES) with <Manual Closure Request Accepted> =’1’ has already been communicated to it;

The “Message Type” in the Status Request (IE904: C_STD_REQ) message is “1: Status Synchronisation Request”, indicating that the MSA Official at the MSA of Destination wishes also to receive the missing IE881: C_MNC_RES message with <Manual Closure Request Accepted>=’1’, in order to synchronise the movement status.

The MSA dispatch application sends to the MSA destination application:

The Status Response (IE905: C_STD_RSP) message with the sequence number set to that of the last business (event) message sent to the MSA of Destination, the status set to “e-AD Manually Closed” and the information that the last received message from the MSA destination application is “None” when the state in the MSA destination application is “Accepted”;

The manual closure notification message (IE881: C_MNC_RES). The “Common Message Header” is regenerated but the “Body” is sent as initially (see Section III.VI.2.1.2). Due to the correlation mechanism that is presented in the introduction of Section III.VI.2.1, the “Correlation Identifier” Data Item of the IE905 and the regenerated IE881 message should be equal to the “Message identifier” Data Item of the IE904 message:

The “Message sender”, “Message recipient”, “Date of preparation” and “Time of preparation” Data Items. The values of the aforementioned Data Items of the regenerated message will have the same values as the original message;

The “Message identifier”: The “Message Identifier” value of the message sent due to Status Synchronisation Request will differ from the value of the original message;

The “Correlation identifier”: It does not apply for requests and one-way messages. The “Correlation identifier” value of the message sent due to the Status Synchronisation Request will differ from the value of the original message.

Upon the reception of a valid IE881: C_MNC_RES message, the MSA destination application validates successfully its structure, stores its information and changes the state of the e-AD from “Accepted” to “e-AD Manually Closed”, which is a final state.


